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Abstract- The critical issues faced in the MANET energy consumption, QoS (Quality of Services), 
exposure to attacks, link stability. Link stability is much essential to be discussed for improving 
communication. ‘Link Stability’ is significant because radio links are generally varied due to node 
mobility. This instability leads to increased rerouting which further escalates routing overhead. One 
way of reducing routing overhead is to use multicasting instead of unicast routing. Multicast Routing 
Protocol transmits data concurrently to a group of destination nodes to achieve better resource 
utilization. This paper present a multicasting routing protocol Link Stability based Multicast Adhoc on 
demand routing protocol (LSMAODV) that uses received signal strength as a metric to estimate link 
stability and node stability. The comparison between AODV, MAODV and LSMAODV is measured for 
link and node stability. In this paper, three clusters are created and one node from each cluster is 
selected as cluster head based on the packet priority. This paper aims to find the link with high 
probability of longer lifetime between the nodes.  
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The critical issues faced in the MANET energy 
consumption, QoS (Quality of Services), exposure to attacks, 
link stability.  Link stability is much essential to be discussed 
for improving communication.

 

‘Link Stability’ is significant 
because radio links are generally varied due to node mobility. 
This instability leads to increased rerouting which further 
escalates routing overhead. One way of reducing routing 
overhead is to use multicasting instead of unicast routing. 
Multicast Routing Protocol transmits data concurrently to a 
group of destination nodes to achieve better resource 
utilization. This paper present a multicasting routing protocol 
Link Stability based 

 

Multicast Adhoc

 

on demand routing 
protocol (LSMAODV) that uses received signal strength as a 
metric to estimate link stability and node stability. The 
comparison between AODV, MAODV and LSMAODV is 
measured for link and node stability. In this paper, three 
clusters are created and one node from each cluster is 
selected as cluster head based on the packet priority. This 
paper aims to find the link with high probability of longer 
lifetime between the nodes. The simulation are carried out and 
compared the result of the proposed routing protocol 
(LSMAODV) based on minimum hop count. Analysis of 
simulation results show improvement of various routing 
performance metrics such as routing overhead and packet 
drop ratio.

 

Keywords:

 

link stability, node stability; multicast routing; 
mobile adhoc network.

 

I.

 

INTRODUCTION

 

obile Adhoc networks (MANET) are collections 
of wireless mobile devices, which can 
communicate with each other without any 

infrastructure support. It is denoted as self-configured 
and self-maintained network. Every node in MANET acts 
as both the

 

host and a router and it communicate with 
each other without the support of any fixed centralized 
control. In MANET, the mobile nodes are interconnected 
by multi-hop wireless links in a dispersed manner [1]. 
The design of MANET routing protocol vary from wired 
network routing protocol; since a MANET is categorized 
by node mobility, node link unreliability, limited energy, 
limited bandwidth, high error rates, and security risk. The 
essential characteristics needed to design a routing 
protocol are dynamic topology, limited bandwidth, 

battery, CPU resources and multi-hop communication. 
There are many routing protocols projected for MANET. 
Based on the principles of routing, the protocols can be 
classified either proactive or reactive. Proactive routing 
protocols use to communicate regularly and update 
routes for every pair of nodes at every time of period. 
Every mobile node will operate as a sender, receiver or 
an intermediate node of the data in the system. Thus 
system will create the awareness towards the findings to 
deliver an outstanding merits and flexibility related to 
bandwidth spatial reuse, intrinsic fault tolerance and low-
cost fast distribution [2]. In the network, the each node 
receives the information from the packet and updates 
their interpretation

 
by applying a shortest-path algorithm 

to find the next hop node to reach the endpoint. 
 

The main principle of a MANET routing protocol 
develop a competent route between the communicating 
nodes to reach the end point. Thus, the message will 
deliver on time

 
with less number of packets drops 

providing stable connectivity with less   routing 
overheads. MANET routing protocol is generally 
classified into two types. They are table-driven and 
source-initiated [3]. Table-driven routing protocol sustain 
with one or

 
more tables at each node to save routing 

information. This protocol is used when there is a change 
in network topology in order to propagate the updates 
throughout the network to maintain a reliable network. 
Existing table-driven routing protocols include

 
the 

following routing methods such as DSDV (Destination 
Sequenced Distance Vector) [4], CGSR (Cluster head 
Gateway Switch Routing) [5], and WRP (Wireless Routing 
Protocol) [6]. Source-initiated routing protocols are used 
when a source node requests for a route. This protocol 
process is inspected with only the possible routes. For 
example, source-initiated protocols contain AODV (Ad 
Hoc on Demand Distance Vector) [7], DSR (Dynamic 
Source Routing) [8], TORA (Temporally Ordered Routing 
Algorithm) [9], ABR (Associativity Based Routing) and 
SSR (Signal Stability Routing) [10], etc.

 

Link stability rely on wireless link features such 
as link failures, packet loss rate, channel sensing rate, 
channel fading rate, bit error rate, band width fluctuations 
and  environmental effects. The wireless channel 
variation due to the packet loss resulting in link failures 
and reduces link reliability. Thus, the failure in channel 
sensing and channel fading increase the errors that 

M
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Abstract-



existing communication systems use checksum and 
sequence numbering for controlling the errors and some 
of them use positive recovery of packet retransmission. If 
checksum technique is not performed in the system then 
it affects the system performance. Similarly, Route 
stability relies on the performance of source, destination 
and intermediate nodes and the wireless channel 
connecting end-to-end route. When the lifespan of a 
route decreases, then the probability of end-to-end 
delivery can be improved with alternate routes between 
source and destination. Finally, to develop the route 
stability, there is a necessity to improve the constructed 
mesh based and multipath routing techniques.

 

The stability based routing protocols are 
intended to choose the stable route for passing through 
the stable links. These link stability and route stability 
protocols increases the lifetime of routing and the packet 
delivery. These protocols are compared with the shortest 
path routing protocols. Since mobile networks are very 
unstable links and the stability of routes becomes a main 
objective in the development of a mobile routing 
protocol. Communication links in Adhoc network are 
fundamentally unreliable because of their medium 
characteristics and varying internode distances due to 
node mobility. This leads to disconnection and result in 
reconfiguration of communication links. Each reconfi-

 

guration needs initiation of route discovery process and 
is expensive. Reconfiguration also expose to resource-
constrained network as mobile devices that constitute 
MANET have limited resources in terms of computing 
power, memory, transmission power, and  battery life.

 

A major challenge of MANET is to implement 
QoS to prevention of attacks, reduction in energy 
consumption, incorporating fault-tolerance and delay of 
nodes [12]. The primary objective of this paper is to 
improve QoS by improving the Priority based Adhoc on 
Demand Routing Protocol (PAODV) and thus increase 
the route stability through proper selection of links that 
are likely to be more stable. Some of the applications of 
MANET are rescue operations in military battlefield, 
disaster relief efforts, and audio and video conferencing. 
This applications needs support of survivable, reliable 
and efficient communication. Hence, this paper focus on 
developing a clustering based Priority Adhoc on demand 
routing protocol for increasing link stability and node 
stability in MANET.

     

 

II.
 

LITERATURE SURVEY
 

Currently, there are several new multicast routing 
protocols are estimate to achieve efficient multicasting in 
MANET. Some of the routing protocols are Multicast 
Adhoc On-Demand Vector (MAODV), Adhoc Multicast 
Routing protocol Utilizing Increasing ID Numbers 
(AMRIS), Core Assisted Mesh Protocol (CAMP), Location 
Guided Tree (LGT), Lightweight Adaptive Multicast 
(LAM), and Differential Destination Multicast (DDM). The 

above protocols are mainly based on the features of 
distance vector routing or link-state routing with some 
benefits to help the routing process in definite ways [13].  
Many multicast routing protocols reviewed in [2] which 
were scheduled to enhance QoS broadly and their 
behavior were assessed in terms of latency, packet loss 
ratio, jitter etc. Similarly, the performance in Ad-hoc 
networks was reviewed in [14]. Collision is a major 
problem since it results in packet drops, extensive delay 
of data and queuing of packets. So, the performance of 
Ad-hoc networks also reduces adversely. Hence, this 
paper proposed the model framework with the Enhanced 
Cluster head Gateway Switch Routing Protocol (ECGSR) 
with the origin of Ad-hoc On-demand Distance Vector 
Routing (AODV) based technique collision evading. A 
new AODV routing protocol was presented in [15], to 
enhance the stable link. In this paper the parameters are 
used for the establishment of Quality of Service (QoS) by 
node stability, load stability and least residual distance in 
order to select the link to the endpoint. The result 
showed that the proposed protocol enhanced the 
performance. Thus, the proposed work did not measure 
the power of the received signal at the endpoint though 
moving over the route. 

Similarly, [16] examined an innovative Enhanced 
Adhoc On-demand Distance Vector (E-AODV) protocol 
which is related to AODV. AODV can be modified with 
reduced end to end delay with enriched packet 
distribution ratio. The ad hoc networks mainly select 
AODV protocols as it can deliver low routing overhead 
with high performance. His study proved that QoS in the 
MANET has no universally predefined parameters. But it 
was commonly a well-defined group of service quality 
which has the necessity to be achieved by the network 
while transferring a packet stream from a transmitter to 
its receiver end. The researchers also described that 
QoS is associated with certain parameters such as 
throughput, delay, and drop of packets. This would be 
established and approved by the mark of end user. QoS 
model also described an architecture that delivered the 
possible best facility. 

Cluster Based Routing Protocol is intended to 
use in mobile ad hoc network (MANET). In this study, the 
mobile nodes of the Adhoc network is separated into a 
number of overlying or disjoints 2-hop distance clusters 
by the protocol in a dispersed manner [17]. Among the 
clusters, a cluster head is selected to maintain the 
information of all the cluster members. By this cluster 
participation, the information from Inter-cluster routes are 
projected dynamically and kept at each cluster head. 
Thus, by using this clustering technique, the flooding 
traffic between the data communication and the route 
discovery is competently minimized by the protocol and 
speeds up this process as well. The MANET network has 
two main protocols that are Tree-based protocols and 
mesh based protocols. MAODV and ODMRP (On-
Demand Multicast Routing Protocol) are two popular 
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multicast routing protocols for tree-based and mesh 
based protocols, respectively.  

The performance comparison and study of 
multicast protocols was reported by [18] which affords a 
vision into the functionality and presentation. Similarly, [3] 
justified MAODV as an on-demand routing protocol that 
determined the route only when a node has something to 
send. It is a hard state usage of protocol. This study 
revealed that if a member node of a multicast group 
needs to terminate its group membership, it must give a 
request for termination but, when a mobile node wants to 
join a multicast group or send a message but not having 
a route to the group, a Route Request (RREQ) was 
originated. All the nodes that are members of a multicast 
group and the non-member nodes that are not members 
of the group but their position are very critical for 
forwarding the multicast information that compose the 
tree structure. Every multicast group is recognized by a 
unique address and group sequence numbers for 
tracing the newness of the group situation. 

In other study [19] examined an ant metaphor in 
dynamic routing for MANET, where ants spread the 
gathered data to nearest sources. Thus the dispersed 
routing system for motor vehicles that direct them 
through the city using the shortest way in time and the 
account of load is described.  Similarly, a routing 
protocol based on swarm intelligence by using ants was 
reported by [20] where ants use heuristics to find the 
routes in multi-hop ad hoc networks. The other efficient 
hybrid multicast routing protocol suitable for high mobility 
applications was presented by [21] that addresses the 
scalability issue of ODMRP protocol. The data forwarding 
path and join query forwarding path were separate in this 
protocol. A routing protocol for MANET named as 
terminates routing, which has the purpose for keeping 
the assistance of scalability by considering the location-
based routing, irregular topology and node mobility. A 
Mobility Prediction Aided Dynamic Multicast Routing 
(MPADMR) algorithm was proposed by [22]. Hence, this 
algorithm contains two steps, the construction of link 
lifetime constrained minimum hop count multicast tree 
and the dynamic multicast tree maintenance procedure. 

The other study proved by [23] described 
multicast protocols performance characterization over a 
wide range of MANET situations. The performance of 
mesh and tree-based multicast routing schemes which 
related to flooding are evaluated and recommend by the 
protocols which is suitable for specific MANET situations. 
New algorithm for online multicast routing in ad hoc 
networks was proposed in [24]. A two level management 
approach for efficient constructing and maintaining a 
QoS routing path in ad hoc wireless networks was 
proposed in [25]. This scheme considerably reduced the 
quantity of control packets. So, for implementing real-
time multicast services, degree constrained QoS aware 
routing algorithm was given by [26]. This scheme 
increased the overall performance of application-layer 

multicast services. Hence, this study proposed the new 
algorithm to find the clustering based Priority Adhoc on 
demand routing protocol for increasing link stability and 
node stability in MANET.  

Similarly, the researches [29] established a 
Quality of Service (QoS) involved multi-cast routing 
protocol to select reliable neighbor nodes, which is 
named as QMRPRNS. Compared to other protocols this 
protocol have better reliability pair factor, hence it is 
preferable for reliable data transmission. QMRPRNS 
protocols select the route to transfer the data with more 
stability, reduced transmission delay. Further, it requires 
less time to data transmission, and the node failure 
probability is less due to QMRPRNS reliability pair 
factoring scheme. Moreover, these nodes have high 
reliability pair factor and associated with threshold 
reliability pair factor were designated for data 
transmission. 

III. Existing Protocols 

To increase the performance of the MANET, 
many researchers mainly suggest their view on the route 
discovery. In MANET the AODV routing protocol is mostly 
used for path discovery. The AODV routing protocol 
which creates less reactive routing protocol is used to 
determine the route after accepting the route request 
(RREQ) and the communication from the sender node. In 
this protocol, the route failure in the network was 
projected by sending the Route Error (RERR) indication 
message to the source node and it is achieved by the 
AODV protocol. Then the AODV resends the 
information’s to the receiving node. In MANET system, 
MAODV is used to multicast the data packets. This 
multicast protocol creates the multicast group by 
developing the multicast tree. MAODV is the most 
effective protocol used for multicasting to provide service 
quality. The main drawbacks of MAODV and the chief 
principle of the group is it continuously send the multiple 
messages even if there is no transmitter, because of 
which the next sender will get delay and the controversy 
will be large in MAODV [27]. Metric based enhancement 
to AODV protocol [12] suggested reducing the link failure 
by picking the best link. Hence, this protocol accepts the 
route constancy to reach the endpoints. In order to avoid 
the overload of the messages due to traffic, the EM-
AODV routing protocol supported various links as well as 
path to the endpoint. When compared with the AODV 
this protocol provides enhanced performance [28]. The 
major drawback of reactive routing protocol is the 
respective route detection methods were not considered 
with loss of route reply message during data 
communication which indicates the drop of network 
efficiency. Hence, [29] QMRPRNS: QoS based multicast 
routing protocol scheme only used to select reliable 
neighboring nodes for data transmission. 

© 2017   Global Journals Inc.  (US)
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IV. PROPOSED METHODOLOGY 

 

 

 

The study deployed few mobile nodes randomly 
in a specific region which are associated with some initial 
energy. Here a reliability pair factor (F th RP) = 2.8 is 
taken as a threshold value. However, in general the value 
of (F th RP) is application dependent and fixed by the 
system administrator. Since multicast routing in MANET 
for a group communication is needed to establish a 
reliable communication links among the neighbouring 
nodes. 

So in order to overcome the limitations of the 
MAODV multicast routing protocol, this paper presents a 
Link Stability based Priority Multicast Adhoc on demand 
routing protocol. The proposed protocol is processed in 
several phases such as basic idea formulation, route 
discovery mechanism, route reply process and route 
maintenance process. 

a) Proposed Link Stability Based Priority Multicast 
Adhoc On Demand Routing Protocol 

 

induced by mobility. For example, in Figure 1, route (P3) 
A → C → G → J→ L is established as soon as (P4) A → 
D → F → M is disrupted because of movement of J. As 
a result, this mesh structure is more resilient to tree-like 
topology as there is no requirement to reconfigure the 
entire route in change of node position. 

 

 
 

 

b) Link Stability 
Fluctuating link stability induced by mobility 

and/or medium characteristics in wireless network 
impacts network performance. Efficiency of a dynamic 
routing protocol can be characterized by its ability to deal 
with link unreliability and routing overhead in terms of 
computation and reconfiguration/ rerouting (Torkestani, 
2011).  

Using link stability as a basis for routing decision 
can lead to protocol being, 
  

 
  

 
  

 
 Less the link delay, smaller is the distance and 

hence more probability of link remaining intact. Smaller 
BER means higher bandwidth and better quality of link. 

c) Mathematical modeling of the proposed system 
Link Stability is given by, 

2 ,
,

2 1

i j
i j

v DSS
LS

v v
−

=
−

                       (1) 

Where, DSS is the differential signal strength. It is 
computed as follows. 

, , ,i j i j i jDSS SScur SSnew= −
 

                  (2) 

Where, SS represents Signal Strength at nodes in the 
interval i and j. 
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A path between source and destination is given as

Cluster based Multicast Adhoc on Demand Routing Protocol for Increasing Link Stability in Manets

• Energy Efficient: low communication and 
computation overhead as less number of link breaks 
reduces number of re-routings. 

• Resilient to Mobility: links are selected to resist 
connectivity breaks for longer periods in events of 
node movements 

• Stable: same path is sustained for longer duration 
reducing overhead on routing tables. Link stability 
can be estimated using parameters such as (1) 
Signal to interference plus noise ratio, (2) Energy, (3) 
Link Delay and (4) Bit Error Rate. If node has more 
energy, it is likely to remain alive for a longer duration 
and its transmission range is higher.

Figure 1: Flow diagram of LS PMAODV

The flow of LS PMAODV protocol is illustrated in 
Figure 1. In this topology there is one sender, two 
receivers M and L (denoted by double ring). In LS
PMAODV, forwarding nodes use the shortest path 
between multicast group members. Red arrow indicates 
‘JOIN Query’ and blue arrow indicates ‘JOIN Reply’. 
Weight on an arrow indicates hop count value for 
respective link. A link marked with both red and blue 
arrow is part of a path which returns back to source. 
Information about other possible paths is not discarded 
and is used to establish links in event of disconnections 

According to LS PMAODV protocol, minimum 
hop count is utilized to determine the paths between 
source and destination nodes. Figure 1 shows paths 
between source A and destinations L and M is P3 and 
P4 that obtained from LS PMAODV protocol using 
minimum hop count while P3 and P4 are shown in Figure 
1 using signal strength of nodes. Path P3 has changed 
from path P4 due to less signal strength of node A as 
compare to C. But in Path P4 doesn’t change to P3 
because it’s already getting best signal strength.

In this section, Link Stability Based Priority 
Multicast Adhoc on Demand Routing Protocol (LS
PMAODV) using reliable neighboring nodes selection 
scheme has been proposed. 



 ( , ) ( , ( , ), , ( , ), ,..., ( , ), )P s d s e s x x e x y y e z d d=
 
        (3)

 The feasible path is represented by,

 

 

( , ) 0, 1,...P s d P P Pn=
    

(4)

 Here, P is define as the path stability, by the 
product of link stability of its edges as follows,

 ( ) ( )
e P

Stability P LS e
∈

=∏
                             

(5)

 Where, LS is the Link Stability.

 
d)

 

Algorithm

 

of proposed protocol

 
In this section the algorithms for link stability 

discovery process and Link stability maintained process 
are provided.

 
i.

 

Algorithm 1 (Link stability discovery process)

 
Link stability is estimated for every link routing 

from source to destination. For the selection of the next 
hop in establishing a route, link stability is estimated by 
computing Proposed Link Stability based Priority 
Multicast Adhoc on demand routing protocol in shortest 
path process.

 
1.

 

Begin

 
2.

 

Initialize 2.8,th
RPF = { , ,...}addr addrRQ S MC=

 
and other fields of the request packet at S.

 
3.

 

S broadcast the (RQ) packet to its adjacent nodes 
those are coming in its transmission range.

 
4.

 

For every packet

 

request (RQ) packet attained at its 
neighboring node do

 
5.

 

If there is no neighbor of a particular node which 
broadcast the packet 

 
6.

 

Go to step 17.

 
7.

 

Else

 8.

 

If RPF
(Rec node) <

th
RPF

 

value then

 
9.

 

Discard the packet

 
10.

 

Else

 
11.

 

Store the request (RQ) packet at received node 
header and broadcast further across the network.

 
12.

 

Repeat step 3-13 until destination nodes received 
the request (RQ) packets.

 
13.

 

End if

 
14.

 

End for

 
15.

 

End

  
ii.

 

Algorithm 2 (Link stability maintained process)

 
1.

 

Begin

 
2.

 

If a node

 

iN

 

send a request (RQ) packet to the 

node jN

 

however, the node jN

 

go out from the 

transmission range of the node iN

 

(i.e.) there is no 
channel exist between the these two nodes then

 

3.

 

At this stage the node iN

 

saves the current data 
packet in its multicast routing information table 
(MRIT)

 

4.

 

After channel break down node iN -1 to repair the 
path.

 

5.

 

If the node iN

 

received the route repair reply 
(RR_REP) packet return from node iN -1 within a 
fixed timeout ( timeoutT ). Then

 

6.

 

The node iN

 

is ready to send a request packet 
(RQ) to node jN .

 

7.

 

Else

 

8.

 

The node iN

 

send a route error (RE) packet to 
source node S to restart the routing discovery 
process

 

9.

 

End if

 

10.

 

End if

 

11.

 

End

 

V.

 

Results and Discussion

 

The parameters used in stimulation, are shown 
in Table I.

 

Table 1:

 

Simulation Senario

 

Parameters

 

Values

 

No of nodes

 

60

 

Number of 
clusters

 

3

 

Network size

 

1000

 

× 1000

 

m2

 

Node placement

 

Random

 

Node mobility

 

Mobility

 

MAC layer 
protocol

 

IEEE 802.11

 

Simulation time

 

100sec

 

Initial energy

 

100j
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a) Packet delivery ratio
Packet Delivery Ratio is defined as the ratio of 

aggregate number of data packet that is successfully 
delivered to the aggregate number of data packet sent. 
Fig.2 shows the packet delivery ratio for different number 
of nodes. It is clearly evident the proposed approach 

Cluster based Multicast Adhoc on Demand Routing Protocol for Increasing Link Stability in Manets

The proposed LS PMAODV protocol and the 
technique is implemented using Network Simulator 2 
(NS-2) software. Generally, NS-2 is the most standard 
nonspecific network simulator which supports a wide 
range of protocols in all layers. It uses OTcl as 
configuration and script interface. NS-2 is the paradigm 
of reusability. The network size of the proposed 
simulation model in terrain area is 100 m x 100 m using 
Adhoc On-Demand Distance Vector (AODV) routing 
protocol for monitoring the important parameters like  
Packet Delivery Ratio (PDR), end-to-end Delay, energy 
consumption, network life time, computation overhead, 
connectivity, link stability and throughput. The para-
meters used in stimulation, which are shown in Table 1.

achieves high packet delivery ratio than other protocols.  
Fig.3 shows the packet delivery ratio for varied speed. 
The proposed protocol LS PMAODV has high packet 
delivery ratio when compared to other protocols.



  

 

 
 

 
 

Figure

 

2:

 

Packet Delivery Ratio Vs Node

 

Figure

 

3:

 

Packet Delivery Ratio Vs Speed

 

b)

 

End-to-End Delay

 

End-to-End Delay of data packets is calculated 
as the time it takes to transmit data packets from the 
source to the destination. Low end-to-end delay is 
preferred for better application execution. Fig.4

 

shows 
the end-to-end delay for different number of nodes. It is 
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clearly evident the proposed approach provides less 
end-to-end delay than other protocols. From Fig 5, it is 
obvious that the LS PMAODV has lower end-to-end delay 
for different node speed. Furthermore, LS PMAODV 
achieves lower end-to-end delay than AODV, MAODV 
and QMRPRNS. 



Figure 4: End-to-End Delay Vs Node 

c) Energy Consumption 
The energy consumption is the total of utilized 

energy of the considerable number of nodes in the 
system, where the energy is utilized due to transmitting 
(Pt), reception (Pr), and initialization (Pi). Accepting every 
transmission expends a vitality unit, the aggregate 
energy utilization is proportional to the aggregate 
number of parcels sent in the system. 

 

 

 
 

 

Figure
 
5:

 
End-to-End Delay Vs Speed
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Fig.6 shows the energy consumption for 
different number of nodes. It is clearly evident the 
proposed approach has less energy consumption than 
other protocols. From Fig 7, it is obvious that the LS
PMAODV has less energy consumption for different 
speed when compared to other existing protocols.



Figure 6: Energy Consumption Vs Node 

d) Network lifetime 

Network lifetimes determine the interval between 
the start of a packet transmission of the network till the 
first node fails due to battery depletion. Fig. 8 depicts the 
lifetime of nodes for different number of nodes It is 

 
 

 
 

Figure
 
7:

 
Energy Consumption Vs Speed

 

Figure
 
8:

 
Network Lifetime Vs Node
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obvious that the proposed method results in longer node 
life time when compare to other existing methods. Fig. 9 
depicts lifetime of nodes for different speed. It reveals 
that LS PMAODV increases the node lifetime than other 
methods.



Figure 9: Network Lifetime Vs Speed 

e) Computation overhead 
Computation Overhead is the combination of 

excess or indirect computation time, memory and 
bandwidth. The main problem of wireless network is 
reliability and traffic overhead. Overhead is also the 
combination of excess or indirect computation time, 
memory, and bandwidth.  

  

 

  
 

Figure 10: Computation Overhead Vs Node 

Figure 11: Computation Overhead Vs Speed 

f) Connectivity 
Connectivity plays the main role, which have the 

ability to report information to the fusion center, even 
though it has the critical for sensing the coverage. 
A wireless sensor network (WSN) is a network comprises 

of enough space for distributing the autonomous devices 

using sensors to screen the physical or environmental 
conditions. A WSN framework combines to form a portal 
that gives remote network which acts a backbone to the 
wired world and conveyed hubs.  
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Fig. 10 shows the computation overhead for 
different number of nodes. It is clearly evident the 
proposed approach has less computation overhead than 
other protocols. From Fig 11, it is clear that the LS
PMAODV has less computation overhead for different 
node speed when compared to other existing protocols.



Figure 12:
 
Connectivity Vs Node

 

Fig. 12
 

shows the connectivity for different 
number of nodes. It is evident the proposed approach 
provide high connectivity than other protocols. From Fig 

 

 

Figure
 
13:

 
Connectivity Vs

 
Speed

 

g)
 

Link Stability
 

Link Stability is a statistical-based approach has 
been adopted in order to discriminate among several 
links which are more stable for some periods of time 
without exactly predicting the residual link lifetime of each 
link. Thus, to enable mobile devices to make smart 
decisions in connection to the stability, a practical 
method is used, based exclusively on observations 
related to the link, in previous time instants. As a result, 
this analysis produces an evaluation of the link residual 
lifetime of the link, since the stability of a link is given by 
its probability of persisting for a certain time span. Fig 14

 

and 15

 

shows the number of nodes vs. link stability and 
speed vs. link stability respectively.
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13, it is clear that the LS PMAODV has high connectivity
for different node speed when compared to other 
existing protocols.



Figure  14:  Link stability Vs  Node  

Figure
 
15:

 
Link stability Vs.Speed

 
 

  

h) Throughput
 

In data transmission,
 
network throughput

 
is the 

amount of data transmitted successfully from sender 
node to receiver node in a given time period and typically 

   

  
 

Figure
 
16:Throughput Vs

 
Node
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It is clearly evident that LS PMAODV provides 
high link stability than AODV, MAODV and QMRPRNS.

measured in bits per second (bps), megabits per second 
(Mbps) or Gigabits per second (Gbps). Fig 16 and 17 
shows the throughput achieved for different number of 
nodes and different speed respectively. From Fig 17 
and 18, the throughput for LS PMAODV is greater than 
other protocols. 



Figure 17: Throughput Vs Speed 

VI. Conclusions 
This research paper describes the link stability 

based priority multicast Adhoc and demand distance 
vector routing protocol to enhance the route discovery of 
nodes which is stable of MANET .The proposed 
LSMAODV protocol is implemented using Network 
Simulator 2 (NS-2). The support level of predictable 
performance for network system is decreased the delay 
and to enhance the efficiency. The QoS metrics such as 
delay, energy consumption, an end to end latency, loss, 
overhead are minimized and PDR, throughput are 
enhanced using the proposed protocol compared to the 
existing AODV and MAODV routing protocols. The 
clustering arrangement stores the energy of the cluster 
member nodes. Hence, the proposed method is 
enormously energy efficient which is linked to the AODV 
and MAODV algorithm in achieving high QoS in MANET. 
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Abstract-

 

In this paper, risk-sensitive filter (RSF) based channel 
estimation has been proposed for MIMO-OFDM system. The 
uniqueness of the risk sensitive filter’s performance in the 
presence of uncertainty is explored for channel estimation 
problem. In general, the channel estimation problem is 
formulated as the estimation of time varying coefficients of FIR 
filter. Estimation of channel is very critical task to recover the 
error free signal at the end of the receiver under the unknown 
statistics of the channel. Several Kalman based algorithms are 
proposed for channel estimation in MIMO-OFDM system 
under different channel considerations using traditional pilot 
based estimation. Auto regressive (AR) model is used to 
formulate the parameters to be estimated. Unlike to the 
traditional pilot based approach, in this work combined 
orthogonal pilot aided (COPA) channel estimation is used to 
eliminate the same frequency interference created by the 
OFDM frequency among different transmit-receive antenna 
pairs. The results proved that proposed estimator is 
outperforming when compared with Kalman under uncertainty 
in parameter.

 

Keywords:

 

MIMO-OFDM, channel estimation, combined 
orthogonal pilots, kalman filter, risk sensitive filter, 
parameter uncertainty.

 

I.

 

Introduction

 

ultiple-Input Multiple-Output (MIMO) and 
Orthogonal Frequency Division Multiplexing 
(OFDM) combination will provide high data 

rates and mitigate the effects of the multipath delay in 
wireless communication[1]. The advantages originate 
from the multiple spatial channels, which are provided 
by the multiple antennas together with the scattering 
environment surrounding the transmitters and the 
receivers. As the wireless environment

 

is time varying, 
channel estimation became as essential part of the 
receiver [2-

 

4]. The accurate estimation of the channel 
statistics will provide the better diversity gain and 
coherence detection and decoding.

 
 

Pilot aided channel estimation is proved as 
better approach to estimate the channel with more 
accuracy [13,14]. But it suffers

 

interference created by 
the OFDM frequency among different transmit-receive 
antenna pairs. To overcome this Combining the design 

of the joint orthogonal pilot for the MIMO-OFDM system 
has proposed in [15-17], which has designed the pilot 
data format maintaining the orthogonal property 
between different OFDM subcarriers of different 
transmitting-receiving antenna pair and same 
transmitting-receiving antenna pair, at the same time, 
the pilot symbols are inserted into the data frame at the 
transmitter according to the polygon form in the change 
of the OFDM subcarriers in transmitting-receiving 
antenna pair.

 

Most of the conventional methods work in a 
symbol-by-symbol scheme using the correlation of the 
channel only in the frequency domain i.e., the correlation 
between the sub-channels. More advanced algorithms 
are based on the Kalman Filter (KF), to

 
also exploit the 

time-
 
domain correlation

 
[11,12]. KFs require a linear 

recursive state-space representation of the channel. 
However, the exact Clarke model does not admit such a 
representation. An approximation often used in the 
literature consists of approaching the fading process as 
auto-regressive [5,6]. Hence, a widely used channel 
approximation is based on a first-order Auto-Regressive 
model (AR), as recommended [5],. The KF appears to 
be convenient for the very high mobility case, which 
leads to quasi-optimal channel estimation. In the 
present study, we consider multi-path channel 
estimation in multi-carrier systems (i.e., OFDM systems). 
In this context, we are interested in evaluate the 
performance of KF and RSF under parameter 
uncertainty

 
[26-29]. To do this, we use the least-square 

(LS) estimator at the pilots of current OFDM symbol. 
This first step explores the frequency-domain correlation 
of the channel and the knowledge of the delays to 
convert the primary observation at pilot frequencies.

 

 
 
 
 

M
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This paper is organized as follows: Section II 
introduces the MIMO-OFDM system model, In Section III 
explored the arrangement of pilots in combined 
orthogonal scheme and its significance in estimation 
during the same frequency inference, Section IV 
discussion on time varying channel model and channel 
model with parameter uncertainty. Section V introduces 
the KF and RSF channel estimation methodology in 
parameter uncertainty. 

σ



 
 

 
 

 

 

II. System Model 

Consider a MIMO system equipped with 

diagram of baseband MIMO-OFDM system is shown in 
Figure 1. 

 

 

 

 

 

 

 

 

 

 

 

 

 Figure 1:

 

Block Diagram of MIMO-OFDM System

 As Figure 1 shows, we use NT

 

transmit

 
antennas, NR

 

receive antennas, n OFDM symbols and K 
subcarriers in a MIMO-OFDM system.

 
The transmitted symbol vector is given as 

 [ ] ( ) [ ] ( ) [ ]1, . . .T
TNx n k n k x nx k = … 

, 0 .. 1n Z k K∈ = … − ,

 Where ( ) [ ].ix n k
 

indicates the symbol transmitted at the 

symbol time n, subcarrier k, and antenna i. The nth

 
OFDM symbol 𝑋𝑋𝑛𝑛 [𝑚𝑚]

 

can be acquired by performing an 
inverse fast discrete Fourier transform (IFFT) to the 
𝑥𝑥[𝑛𝑛, 𝑘𝑘]

 

and inserting a CP of length  𝐿𝐿𝐶𝐶𝐶𝐶

 

[ ] [ ]
1

2 /

0

, , K 11

0,

K
j mk K

CP
mn

T

x n k e m L
m

el e
X

KN s

π
−

=


= − … −= 



∑
                

      

(1)

 Thus the duration of each OFDM symbol is cp 
N =K +𝐿𝐿𝐶𝐶𝐶𝐶.

 

The overall baseband transmitted signal is 

[ ] [ ]
n

n nm x m nNX
+∞

=−∞

= −∑

   

(2)
 

The signal from each receiver is formed by the 

parameter matrix [ ],H m l

 

of the fading MIMO 

rTN N× channel [11], the transmitted signal [ ]nX m , 

and the noise [ ] [ ].m mη η

 

is stationary white Gaussian 

noise which distribution is expressed by N (0,𝜎𝜎𝜂𝜂2)

 

. The 

receiver signal [ ]z m

 

is demodulated by removing cyclic 

prefix and performing fast Fourier transform (FFT).

 

[ ] [ ]
1

2 /

0

1,
m

K
j km KZ n k z nN m e

K
−

=

−

= +∑                      (3)

 

If N 𝑓𝑓𝐷𝐷𝐷𝐷𝐷𝐷𝐷𝐷𝐷𝐷𝐷𝐷𝐷𝐷 << 1 and

 

𝐻𝐻[𝑚𝑚, 𝑙𝑙]

 

=  ℎ𝑙𝑙[𝑛𝑛]   (Here 
n=m) varies negligibly within one OFDM symbol, the 
input/output relation can be expressed as below,

 

[ ] [ ] [ ] [ ]ˆ ˆ, . . .Z n k H n k x n k n kη= +                           (4)

 

Here  𝑍𝑍[𝑛𝑛, 𝑘𝑘]

 

,  𝐻𝐻�[𝑛𝑛. 𝑘𝑘]   and  𝜂̂𝜂[𝑛𝑛. 𝑘𝑘]  are all 

rTN N× matrices, and x

 

[n, k] is rTN N×

 

matrix. 

 

III.

 

Combined Orthogonal Pilot Scheme

 

Use of pilot symbols for channel estimation 
introduces overhead and it is desirable to keep the 
number of pilot symbols as minimum as possible. The 
completely orthogonal pilot data symbol among the 
different subcarriers position of different transmitting 
receiving antenna pair [15,

 

17]. And the pilot data 
symbols are distributed in the entire time-frequency grid 
of the channel for each transmitting antenna of the 
OFDM transmitter, the pilot symbols are coded, so that 
the antenna is unique. The coded pilot symbol was 
inserted into the OFDM frame, in order to form the 
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diamond grid, and the diamond grid used for different 
antenna will use the same frequency, but in the time 
domain will deviate a single symbol from each other.

transmit antennas and receive antennas. The block 

At the OFDM receiver, the channel responses 
are estimated through the use of two dimensional 

Risk Sensitive Filter for MIMO-OFDM System Channel Estimation using Combined Orthogonal Pilot 
Approch under Parameter Uncertainty



 
 

 
 

 

 

 

interpolations according to the diamond center symbol 
of each of the diamond grid and the estimated channel 
response in

 

frequency domain is smoothed. The 
channel response of the rest symbols are estimated 
through the interpolation in the frequency domain.The 
arrangement of the pilot patteren is shown in the figure.2 
[15].

 

Figure 2:

 

Pilot Arrangemet in Combined Orthogonal 
Scheme

 

IV.

 

TIME VARYING CHANNEL MODEL

 

a)

 

Tapped delay line channel Model

 
 

A multiplicative channel model with an additive 
Gaussian white noise (AGWN) model is used 
sometimes it also refers as Gauss-Markov process 
represented [5] above as equation (2) i.e.

 

( , ) ( ) ( )r r
r

y t h t xτ τ τ= −∑

   

   (5)

 

The function ( , )y t τ in the above equation is just 
same as Finite Impulse Response (FIR) filter which has 
time-varying coefficients. In real world scenario there are 
many factors, as disturbance, affect the medium, which 
leads to model the system with additive noise and result 
the system model become (3).i.e.

 

( , ) ( ) ( ) ( )r r
r

z t h t x vτ τ τ τ= − +∑                             
(6)

 

To design effective communication, it is 
necessary to

 

have good knowledge about these 
coefficients. There are too many parameters to estimate 
in (5). As observation samples are corrupted with noise, 
weights of samples will rapidly change from one to 
others. The weighted taped channel is modeled as 
Gauss-Markov model. The Gauss-Markov model will be 
used to fix the correlation between successive values of 
given taped weight in time. 

 

In channel estimation, the state vector is given as

 

[ ] [ ] [ ]1h n Ah n u n= − +    

  

               (7)

 

where

 

[ ]

[ ]
[ ]

[ ]

0
1

.

.
1

n

n

n

h
h

h n
h p

 
 
 
 
 

=  
 −
 
 
 
 

𝐴𝐴

 

is a  p p× matrix

 

and [ ]u n

 

is AWGN, with zero mean and variance Q . 

Standard assumption made that tap weights are joined 
Gaussian and uncorrelated with each other.

 

Measurement/observation model is written by 
rearranging (10)

 

[ ] [ ] [ ] [ ] [ ]

 

1 2

 

. .   . 1z n x n x n x n x n p = − − − + 
[ ] [ ]h n w n+

                                                          (8)

               

                                                    
 

and it can be expressed as

 

[ ] [ ] [ ] [ ]Tz n x n h n w n= +
                                   

(9)

 

where 𝑤𝑤[𝑛𝑛]  is Gaussian white noise with variance
2R σ=

 

and ( )x n is known sequence, act as input to 
the channel.

 

b)

 

Tapped delay line channel Model with uncertainty

 

In a circumstance, when there is uncertainty in 
the channel state vector, (7) may be written as 

 

[ ] [ ] [ ]   1h n Ah n A u n= − +∆+    

  

(10)

 

where A∆ is a constant which arises due to channel 
phase rotation during coding and it is considered as a 
parameter modeling uncertainty in matrix A . This model 
is similar to case of random walk process described in 
[7] and in state-space domain the model

 

V.

 

CHANNEL ESTIMATION

 

a)

 

Kalman based channel estimation

 

The Kalman filter is a mathematical method 
used to use observed values containing noise and other 
disturbances and produce values closer to true value 
and calculate value [21]. The basic operation done by 
the KF is to generate estimates of the true and 
calculated values, first by predicting a value, then 
calculating the uncertainty of the above value and 

© 2017   Global Journals Inc.  (US)
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finding an weighted average of both the predicted and 
the measured values [20]. Most weight is given to the 
value with least uncertainty. The result obtained the 
method gives estimates more closely to true values. It is 
a recursive predictive filter based on the use of state 
space techniques and recursive algorithms. It demands 

Risk Sensitive Filter for MIMO-OFDM System Channel Estimation using Combined Orthogonal Pilot 
Approch under Parameter Uncertainty



 
 

 
 

 

 

the description of the dynamical problem in a state-
space form which includes a system model and an 
observation model which is considered only for linear 
systems. Kalman filter is a recursive minimum mean 
square error (MMSE) estimator and it provides optimal 
estimation solution for linear and unbiased process with 
additive white noise.

 

There is enough literature on KF, 
for example [5,21].

 

The implementation of KF for channel 
estimation problem given in above subsection is given in 
detail as follow steps [29].    

 

Filter initialization

 

1 1ˆ
hh n n µ − −  = 

 

and  1 1 hP n n C − −  =         
(11)

 

Prior state estimation

 

ˆ ˆ1 1 1h n n Ah n n −  =  − −    

 

                                
(12)

 

Prior estimate error covariance

 

1 1 1 TP n n AP n n A Q −  =  − −  +                     
(13)

                    
 

Kalman Filter gain

 

[ ] [ ] [ ] [ ]( ) 1
1 1 (TK n P n n V n V n P n n V n R

−

=  −   −  +   
                                                                                 (14)

 

Posterior state estimate 

 

[ ] [ ] [ ]( )1 1ˆ ˆ ˆTh n n h n n K n x n V n h n n  =  −  + −  −      
                                                                                  (15)

 

Posterior estimate error covariance

 

[ ] [ ]( ) 1TP n n I K n V n P n n  = −  −                  (16)

                  

b)

 

Proposed Risk Sensitive Filter approach 

 

A RSF which is recursively update a posteriori 
state and estimate error covariance as given in [23] is 
used here for fading channel estimation.

 

Implementation 
of fading channel estimation using RSF is follows:

 

For linear system, the posteriori state estimate 

ĥ

 

of h

 

at kth

 

time is obtained by the risk sensitive 

( ) [ ]
1

0

arg min [exp {

 

( , ) ,ˆ } ]ˆ |
k

m m m
m

h E l h h l h x nθ
−

=

∈ +∑

 

                                                                               (17)

 
 

 

   

     
 

 
 

 

(Notation T denotes transpose) 

 

This is strictly filtering problems. For more 
details readers can refer [23-26  ].

 

As [25], the posteriori state estimation is given as 

 

[ ] [ ] [ ] [ ] 1ˆ ˆ| 1| 1 | Th n n Ah n n P n n V n R−= − − +

 

[ ] [ ] [ ]( )

 

|

 

1ˆ 1Tx n V n Ah n n− − −

 

                      (20)

 

Posteriori estimation error covariance is given as  

 

[ ]( )
1111[ | ] 1| 1    TP n n A P n n I A Q
−−−−  = − − −∅ +  

[ ] [ ]1 TV n R V n−+ (21)

 

                                                        
VI.

 

SIMULATION

 

RESULTS

 

  

 

 

  

 
 

The graphs are plotted for Error Rate versus 
SNR and Mean Square Error versus SNR by taking 2x2 
MIMO-OFDM systems. Performance is compared in the 
aspect of mean square error (MSE) LS, KF and RSF 
under uncertainty with 0.5 and the Bit error rate (BER) 
shown in Figure.3 and Figure.4 respectively.
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Here, 𝜃𝜃 is a tuning parameter, known as risk 

factor or risk parameter, the function )ˆ,( hhl is defined as

( ) ( ) ( )1, ˆ ˆ
2

ˆT
l h h h h h h= − −

                                (18)

                              [ ] [ ] [ ]{ }1 , ,x n x x n= …
                                     (19)

© 20 7   Global Journa ls Inc.  (US)1
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The simulation parameters are as follows. The 
FFT size, N, is 64. The data symbol kX is based on 

QPSK. The channel nh is the Rayleigh fading channel 

which has two paths. The space-time coding scheme is 
Alamouti’s STBC with ½ rate and the decoding scheme 
used is Maximum likelihood (ML) technique with only 
linear processing. The number of OFDM symbols 
considered here are 8. The initial values of the for the KF 
are as follows: 0 h =[0 0]T , 0 P =100 I , 0 S=0 I , 0 q 
=[0 0]T , and 0 a=1. The comparison factor, MSE, is 
obtained after 100 independent trials. The linear 
interpolator is used as we considered slow fading 
channel. In contrast, the proposed RSF algorithm works 
well in parameter uncertainty conditions and usual 
performance and close to KF in absence of parameter 
uncertainty [22]. Although this paper focuses mainly on 
channel estimation under parameter uncertainty.

approach such that



 
 

 
 

 

 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Figure

 

3:

  

MSE vs SNR for LS, KF and RSF

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Figure 4:

 

BER vs SNR for LS, KF and RSF
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An Energy Efficient Routing based on Route Segmentation in 
Mobile Ad Hoc Network  

By M. Sunitha, Podili. V. S. Srinivas & Temberveni Venugopal                                                                                        
 CVR College of Engineering 

Abstract- Mobile Ad hoc networks based communication is one of an essential form of today's 
technologies which is highly effective in an emergency need. The feature of infrastructure 
independence makes it highly useful and versatile all kind of wireless communications needs. But the 
insufficiency of resources availability degrades its performance and stability of the network. Energy is 
the vital resource in MANET, as it makes a node to live and retain in-network for longer, which provide 
better network stability, scalability, and throughput. In this paper, we propose an energy efficient 
routing based on route segmentation mechanism (EER-RS) for energy saving in the high scalable 
network. It presents a lightweight route segments energy prediction algorithm to predicts the optimal 
energy efficiency path for data routing. We evaluate this mechanism in a high scalable network and 
the obtained results show an improvisation with 40 to 60 percent less energy consumption than 
traditional AODV and other compared protocol. 
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Abstract-

 

Mobile Ad hoc networks based communication is 
one of an essential form of today's technologies which is 
highly effective in an emergency need. The feature of 
infrastructure independence makes it highly useful and 
versatile all kind of wireless communications needs. But the 
insufficiency of resources availability degrades its performance 
and stability of the network. Energy is the vital resource in 
MANET, as it makes a node to live and retain in-network for 
longer, which provide better network stability, scalability, and 
throughput. In this paper, we propose an energy efficient 
routing based on route segmentation mechanism (EER-RS) for 
energy saving in the high scalable network. It presents a 
lightweight route segments energy prediction algorithm to 
predicts the optimal energy efficiency path for data routing. We 
evaluate this mechanism in a high scalable network and the 
obtained results show an improvisation with 40 to 60 percent 
less energy consumption than traditional AODV and other 
compared protocol.

 

Keywords:

 

AD hoc network, energy efficiency, route 
segmentation, scalability.

 

I.

 

Introduction

 

n the today's activities, rapid utilization of wireless 
communication is common. The availability of service 
like Wi-Fi, hotspots in public places makes it more 

efficient and scalable. These services are well stabilized 
for a fixed infrastructure based networks but in the case 
of a mobile ad hoc network (MANET), it is highly 
unstable due to its frequent changing network topology 
and absence of infrastructure. In MANET each node 
operates as routers to forward packets to other mobiles 
nodes which are in their transmission range. It creates a 
good amount of overload over the nodes and high and 
quicker energy loss. In a practical scenario, the batteries 
can be recharged or replaced but quicker exhaustion 
may lead to network partitioning due to poor 
connectivity range. To ensure a better energy efficient 
routing new routing mechanism is needed in a scalable 
environment.

 

MANET is a very dynamic and uncertain 
environment due to "frequent topology", "data traffic 
load", "bandwidth" and "energy resources" change often. 

On the other hand, possible routing information is 
undecided and deficient because of MANET dynamic 
and distributed organization. To make certain high-
quality network performance, the routing protocol have 
to need to modify the routing strategy dynamically to 
account the transform in network situations. That is, the 
routing protocol for the MANET must adapt for different 
contexts such as mobility, traffic, energy utilization [1], 
[2], [3].  

Routing at all times been one of MANET's key 
challenges and has become difficult as the size of the 
network grows. Various routing protocols for MANET 
have been proposed in [4], [5], [6], [7] and these 
protocols can be classified into dissimilar type 
according to diverse standard. Routing protocols can be 
cluster into "proactive" and "reactive" protocols if they are 
categorized in a manner that corresponds to network 
topology changes. The reactive routing protocol works 
well on small networks with hundreds of nodes. 
However, as the network develops due to "routing 
overhead" and "high energy consumption" its 
performance degrades rapidly. "Clusterhead-Gateway 
Switch Routing" (CGSR) [12] is a proactive routing 
protocol that separates the network into segments that 
are in rounded areas with a predefined number of hops. 
Later the network is partitioned into segments, the local 
route maintenance doings without affects the adjacent 
segment, but the other segments are not affected. 
Therefore, scalability is achieved.  

However, as the network develops, the path 
among the source and target node happen to longer. 
When a route is interrupted because of "node mobility" 
or "node failure", reactive routing protocols such as 
"DSR" and "AODV" normally reject the main complete 
route and start one more route discovery to create a 
fresh route from the source to the target node. If the 
path is broken, only have some hops are usually 
corrupted, but the previous hops are not corrupted. 
Therefore, this methodology desecrates knowledge of 
the unique route and can result in considerable 
overhead and energy loss in discovering the new route.  

In DSR, the source route transmits in data 
packets can source of considerable overhead in large 
networks with longer routes. The "Internet draft of DSR" 
[8] describes that DSR is appropriate for "MANET up to 
200 nodes". In "DSR" [8] and "AODV" [9], if a path is lost 
due to "node mobility or node failure", then the failure 
path is deleted and a new path is found from the source 

I
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to the target node. The "Scalability" and "performance" 
issues can arise in large networks. To defeat this 
problem in this paper, we propose an energy efficient 
routing solution based on route segment to support high 
scalability routing through effectively managing the 
energy consumption in route segments for active routes 
from source to the target node. 

The following paper organized as follows. 
Related works are discussed in section-2, the proposed 
energy efficient routing based on route segment is 
presented in section-3, the experimental work and result 
in the analysis is presented in section-5 and section-6 
presents the conclusion of the paper. 

II. Related Works 

This section illustrates the main tasks 
associated with energy efficient routing in MANET. 
Developing energy efficient routes is a challenge in 
mobile ad-hoc networks. The existence of an active 
route depends on the lifetime of each individual node in 
that route. If all nodes in the path die due to energy 
shortage, the path between all target node pairs is 
considered an invalid path [17]. To overcome the 
problem, the routing protocol must recognize the 
"residual energy". Making sure of the proper use of 
network resources throughout routing is a difficult 
assignment which needs to address [11], [13], [21]. 

Much research has been completed in the 
previous years, and the authors have attempted to 
extend an energy-efficient path based on "load 
balancing" [14], [15], [16], [27]. To enhance network life 
span, a "cross-layer load balancing algorithm" for DSR 
(CLB-DSR) has been proposed to stabilize the load 
among the "data link layer" and "the network layer". 
"CLB-DSR" can exchange information among this layer 
to properly handle the load, thus minimizing network 
energy consumption [25], [26]. 

The author [18] tailored the original DSR 
protocol and proposed a "Power-Aware Dynamic Source 
Routing" approach. When the energy level of a node 
exceeds a predefined threshold, the node broadcasts 
an individual packet. These packets notify the 
neighbouring nodes that the initiating node is not 
competent of sending any new request messages for 
the lack of outstanding energy. Therefore, the 
neighbouring node does not forward the message to 
this node. The difficulty with this protocol is that the 
broadcast of this particular control packet gets through 
a large quantity of energy from the mobile node. In 
addition, the overhead of the network enhances as more 
nodes attempt to deliver such control packets over time. 

J. Zhu et. al. [10] proposed an important 
proposal to create an "energy-efficient routing protocol" 
for mobile ad hoc networks known as "PEER". However, 
without watchful intend, energy efficient routing 
protocols can outperform conventional routing 

protocols. In particular, energy-efficient routing protocols 
can result in significantly advanced control overhead 
and path setup delays as evidenced by simulation and 
can get through additional energy than a typical routing 
protocol in a mobile environment. The new link cost 
model allows for more accurate tracking of energy 
consumption and path maintenance issues related to 
path navigation and minimum energy routing protocols. 
"PEER protocol" with fast and small overhead path 
search and proficient path maintenance plan to reduce 
energy consumption in particular in a mobile 
environment. 

J.E. Garcia et. al. [28] proposed ED-DSR is an 
energy-dependent DSR algorithm that prevents nodes 
from sharply dropping battery power consumption. ED-
DSR provides better power usage compared to LEAR 
and MDR [7]. ED-DSR avoids the use of low-powered 
nodes and the outstanding energy information of the 
nodes is useful for path finding. The remaining battery 
power of every node is calculated by itself, and if it is 
higher than a certain threshold, the node cannot 
contribute in the routing activity. Otherwise, the node 
delays the rebroadcast of the "route request message" 
by a phase that is in reverse proportional to the 
expected duration. 

Y. chen et. al. [29] proposed ECAODV, an 
"energy efficient routing protocol" that takes into relation 
the compactness of nodes affecting "energy 
consumption", valuable flooding mechanisms related to 
node steadiness and node remaining energy. "ALMEL-
AODV" [30], "Alternate Link Maximum Energy Level The 
Ad-hoc On-Demand Distance Vector Routing Protocol" 
is also an enhancement of the existing "AODV routing" 
protocol. In this protocol, the residual energy sum of the 
nodes in the path acts as a metric for path selection. 
Highest energy path is opted for longer communication 
and network duration. The ESDSR ("Energy Saving 
Dynamic Source Routing") protocol is another modified 
DSR protocol for extending network life using two basic 
approaches to power consumption. One is the 
transmission power control method and the second is 
the load balancing method. The "Minimum Energy 
Dynamic Source Routing Protocol" (MEDSR) was one of 
the best attempts to make DSR an energy-aware routing 
protocol. 

The above-mentioned routing protocols build 
up energy efficient routing in MANET using unexploited 
nodes with higher energy to balance the network load 
and thus reduce residual energy consumption [19], [20]. 
Finding high-energy nodes with "overhead" and "cross-
layer load balancing" introduces an effective mechanism 
and necessitates additional overhead. Increasing the 
overhead of a critical baseline approach degrades 
network performance. To overwhelm this problem, we 
propose a mechanism to develop an energy efficient 
path among every source-target node pair that makes 
available a long life of network life by efficient and 

G
lo
ba

l 
Jo

ur
na

l 
of
 C

om
pu

te
r 
Sc

ie
nc

e 
an

d 
Te

ch
no

lo
gy

  
  

  
 V

ol
um

e 
X
V
II 

Is
su

e 
II 

V
er
sio

n 
I 

  
  
   

22

Y
e
a
r

20
17

  
 (

)
E

© 20 7   Global Journa ls Inc.  (US)1

An Energy Efficient Routing based on Route Segmentation in Mobile Ad Hoc Network



effective use of node energy [22], [23]. Considering 
node energy and current queue state, the mechanism 
can apply "fuzzy-based rules" to expand the life of the 
node and develop a path that significantly improves 
network performance. 

III. Energy Efficient Routing based on 
Route Segmentation 

The proposed energy efficient routing based on 
route segmentation (EER-RS) provides a scalable and 
energy saving routing model for MANETs. This 
maintains small route segments for the active routes. 
The functionality of route discovery of EER-RS is 
comparable to DSR where multiple routes are 
discovered to reach the target node, and the shortest 
and optimal route is used for routing. In the case of 
longer routing, the shortest route might have a few hops 
to reach the target node. These hops, when segmented 
into w node, makes v route segments. The process of 
construction segmentation is described below. 

a) Route Segmentation Mechanism 
The intention of segmenting route is to make 

EER-RS scale for the bigger network. The distribution of 
network in MANET is into regions based on the node 
ranges as shown in Fig.1. The two highlighted node in 
the figure makes a 2-hop segment. One can decide the 
number of hops based on the route hops length.  

 

Figure 1: A general network with regions and 1-hop 
nodes 

Let's consider a route discovery process of 
node S, identifies two prominent routes to reach D as 
shown below.   

Route 1: S→1→4→6→8→10→12→16→18→19→D
 

Route 2: S→1→2→6→7→9→12→15→20→19→D
 

If the segment length, w=2, then each route will 
be divided w segments having a segment head which 
maintain the segment path to reach segment end node 
as shown in Table-1. 

Table 1:
 
Node Segment routes

 

S
 

6
 

12
 

19
 

1→4→6
 

1→2→6
 8→10→12

 

7→9→12
 16→18→19

 

15→20→19
 D

 

The advantage of these route segment supports 
in low energy utilization in maintenance in case of 
broken links. It can be present locally at the stage of a 
segment. Fixing a failure route within a segment 
broadens the life span of the route and accumulate 
energy through minimizing frequent route discoveries 
process. Thus, this mechanism will substantially help in 
reducing the routing overhead and energy consumption 
and improve the performance. Even varying segment 
length, w can support the adaptive routing scheme, 
which will be important for MANETs. Utilizing these 
segments we compute the minimum energy required to 
route data over it which will save the energy further. 

b) Energy Saving Mechanism 
Even though segmenting route save quite an 

amount of energy through minimizing routing overhead, 
but is essential to route data in an energy efficient route. 
As mention in Table-1 that each node in a route 
maintains its own segment path, eventually identifying 
the best energy sufficient path for routing can make the 
segment life longer and throughput efficiency can be 
achieved. To compute the energy level of each segment 
path we enhance the algorithm CMMBCR [24] 
("Conditional Min-max Battery Capacity Routing") which 
recognize the routes that have an adequate left over 
energy of a battery and then choose the routes with 
lowest total transmission power. 

Let’s represent a routing structure by a graph V 
= (N, E), where, N is "the set of nodes" and E is "the set 
of communication edges". 

 
Figure 2: A graph model of node S to reach Node-6 

Based on fig.2, the node S has to send a 
packet to N6, which has two paths to reach and the 
energy needed to send a message to each hopping 
node is directly comparative to the square of its 
distance. If the first path distance, p1 have a distance is, 
p1=(d1+d2+d3)  then the energy required for transmi- 
tting is, e1= (p1)2. Since, node S also have another 
path for transmitting and its distance is, p2 = 
(d1+d4+d5), and its energy required is, e2 = (p2)2. In 
this case, if e1 ≥ e2 then, S transmit data through p2 
instead of p1 to save energy. 

The minimum energy, B required between 
nodes S to next node n to send the message can be 
computed using the equation-1 as follows, 

𝐁𝐁𝐒𝐒→𝐧𝐧 = 𝛕𝛕𝐝𝐝𝐒𝐒,𝐧𝐧
𝛅𝛅                                                                  (1) 
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where, 𝛕𝛕𝐝𝐝𝐒𝐒,𝐧𝐧
𝛅𝛅  is compute the required energy 

transmission between two nodes, and δ will be link loss 
exponent having minimum 2 and maximum 4, i.e., 2 ≤ δ 
≤ 4, it depends based on the communication medium 
feature[15]. In such case the total transmitting energy 
required by node S to transmit to N6 is given by, 

𝐁𝐁(𝐒𝐒→𝐍𝐍𝐍𝐍→𝐍𝐍𝐍𝐍→𝐍𝐍𝐍𝐍) =  𝐁𝐁(𝐒𝐒→𝐍𝐍𝐍𝐍) + 𝐁𝐁(𝐍𝐍𝐍𝐍→𝐍𝐍𝐍𝐍) + 𝐁𝐁(𝐍𝐍𝐍𝐍→𝐍𝐍𝐍𝐍) + (𝐥𝐥 ×
𝛃𝛃)                                                                                   (2) 

where, β is a constant amount of energy consumed by a 
receiver node, and l is the segment length excluding 
segment start and end node. A periodically monitoring 
of the node energy will be made after a configured time 
t, for each segment nodes to compute the remaining 
energy, 𝐁𝐁𝐍𝐍𝐍𝐍(𝐭𝐭) using the equation-3 as follows. 

𝐁𝐁𝐍𝐍𝐍𝐍(𝐭𝐭) = 𝐁𝐁𝐍𝐍𝐍𝐍 − (𝐁𝐁𝐓𝐓𝐓𝐓 + 𝐁𝐁𝐑𝐑𝐑𝐑 + 𝐁𝐁𝐈𝐈𝐈𝐈𝐈𝐈𝐈𝐈)                           (3) 

where,  
𝐁𝐁𝐍𝐍𝐍𝐍- is the current battery energy status, 
𝐁𝐁𝐓𝐓𝐓𝐓 - total energy being consumed for transmitting 
packets, 

𝐁𝐁𝐑𝐑𝐑𝐑 - total energy being consumed for receiving 
packets, 
𝐁𝐁𝐈𝐈𝐈𝐈𝐈𝐈𝐈𝐈- total energy being consumed being idle. 

Using equation-2 and 3 we can compute 
required energy and available energy in the path 
segment based on this we can select the energy 
efficient segment to save the energy and route for 
longer. 

c) EER-RS Based Routing Mechanism 
In EER-RS, the nodes in the primarily 

discovered path are selected as segment end point 
based on the configured segment length. The 
advantage of the proposal is that when a node-link fails 
or a routing node moves out it does not discard the 
entire path, only the segment has to discover a new 
path to reach segment end. This provides a clear energy 
saving and low overhead performance. Based on 
functionality it routes the data packets in energy efficient 
route as described in Alogorithm-1 below. 

In the next section, we evaluate this work with varying different scale nodes.  

IV. Experiment Evaluation 

a) Simulation Setup 
We perform at widespread simulations to 

estimate the performance of EER-RS and contest with 
"DSR" [8], "AODV"[9] and "PEER"[10]. The simulation 
was executed over a scalable simulation background for 
wireless network structures. Traffic will be "constant bit 
rate" (CBR). The source and destinations of each "CBR 

flow" arbitrarily opt for but not the same. Every flow does 
not transform the source and target node during the life 
span of the simulation execution. Every source transmits 
data packets at the rate of "4pkts/sec" having size 
"512bytes" each. A "random waypoint" mobility model is 
utilized with variation speed from "0 -

 
10 m/s" having a  

pause time of  "30 seconds".
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Table 2: Configuration Network Size and Nodes 

 

We perform six nodes sets simulations to 
assessment the performance of EER-RS varying the 
terrain area and nodes as shown in Table-2. The 
performance of EER-RS being studied with the varying 
number of nodes from "100 nodes to 500 nodes". The 
dimension and the area were certain so that the node 
compactness was remain something like invariable, 
which would appropriately imitate the scalability of 
routing protocols. For every performance measure, we 
calculated the results of EER-RS with "DSR", "AODV" and 
"PEER". The computed results are shown in below 
section. 

b) Result and Analysis 
The simulation being performed with different 

nodes variation to assessment the performance of EER-
RS in compared to DSR, AODV and PEER with respect 
to throughput, energy efficiency and routing overhead. 

• Throughput: The throughput is measured based on 
the ratio of "the number of packets produced by the 
source" versus "the number of packets being 
delivered at the target node". The obtained results in 
Fig.3 shows the throughput comparison between 
DSR, AODV, PEER and EER-RS. 

 

Figure 3: Throughput Comparison 

• Energy Efficiency: It is defined as "total number of 
packets transmitted" / "total energy consumed". The 
higher the PE the better the energy efficiency will be 
considered. The comparison result is shown in 
Fig.4. 

𝐏𝐏𝐄𝐄 =  
∑(𝐑𝐑𝐄𝐄𝐄𝐄𝐓𝐓𝐓𝐓 + 𝐑𝐑𝐑𝐑𝐑𝐑𝐓𝐓𝐓𝐓 + 𝐑𝐑𝐑𝐑𝐑𝐑𝐑𝐑𝐓𝐓𝐓𝐓 + 𝐂𝐂𝐂𝐂𝐂𝐂𝐓𝐓𝐓𝐓  +  𝐃𝐃𝐃𝐃𝐓𝐓𝐓𝐓) 

𝐓𝐓𝐓𝐓𝐓𝐓𝐓𝐓𝐓𝐓 𝐄𝐄𝐄𝐄𝐄𝐄𝐄𝐄𝐄𝐄𝐄𝐄 𝐂𝐂𝐂𝐂𝐂𝐂𝐂𝐂𝐂𝐂𝐂𝐂𝐂𝐂𝐂𝐂𝐂𝐂𝐂𝐂𝐂𝐂
  

 
 

 

Figure 4: Energy Efficiency Comparison 

• Routing Overhead: The "total number of control 
packets" being generated all through the simulation 
time. The comparison result is shown in Fig.5. 

 

Figure 5: Routing Overhead Comparison 

The main intention of the projected work is to 
reduce energy consumption and routing overhead, and 
also improve throughput. Fig.3 presents a promising 
improvement in throughput in compare to DSR, AODV, 
and PEER. The analysis shows that DSR and AODV 
cannot extend to networks away from a few hundred 
nodes but PEER shows a good performance up to 
certain scale but it also degrades with high number 
nodes. The EER-SR achieve nearly 20% better 
throughput in compare to PEER and nearly 40% in 
compare to DSR and AODV. 

Fig.4 presents energy efficiency comparison 
between DSR, AODV, PEER and EER-RS. With 
increased number of nodes all shows falling off the 
efficiency, where DSR shows the lowest efficiency in 
comparing others. EER-RS shows an average of 20% 
efficiency improvisation in compare to others due to 
route segment based routing mechanism. Fig.5 
presents routing overhead of EER-RS in compare with 
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DSR, AODV, and PEER, which shows drastically 
reduced since of the use of the segmented routing. But 
in the case of link loss between segment the node 
attained an additional overhead to rebuild the segment 
link. This creates a high routing overhead in compare to 
DSR, which can be crucial for EER-RS in the case of 
scale to large MANETs. 

V. Conclusion 

In this work, we point an attention on 
improvising the energy efficiency routing for a reactive 
routing protocol. The approach presents three 
mechanism to describe the functionality of the proposal. 
It initially discusses the mechanism and its advantage of 
route segment creation. It divides a primarily discovered 
route to few hop segments to minimize the routing 
overhead and energy consumption. Next, we discuss 
the mechanism for energy saving routing in a route 
segment and compute the energy required between two 
nodes for data transmission based on hops distance 
and node battery energy status. Based on the 
computed energy level we find the energy efficient route 
between segment start and end node. This contributes 
an energy saving and longer lifetime of the node and 
network with low overhead. An experiment evaluation in 
varying number of nodes shows promising 
improvisation in throughput and energy efficiency with 
low overhead. In future, it can be evaluated in different 
mobility scenarios and also in traffic load which causes 
frequent link loss and congestion. 
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Abstract-

 

The application of wireless technology is increasingly 
influencing the deployment of sensor networks at low cost

 

and 
maintainance in all walks of life. Poor channel conditions, 
severe power constraints, fading, interference and the

 

low 
power communication requirements magnify the need for 
energy efficient and preferably cross layer error control

 

schemes in Wireless Sensor Networks (WSNs). The main goal 
of error control mechanisms in WSNs is to reduce the

 

energy 
expenditure while taking care of reliable and fast delivery of the 
sensed data. In this paper, we propose a ’Dynamic

 

and 
Channel Adaptive Error Control Scheme in Wireless Sensor 
Networks’ (DCAECS) that estimates the channel errors

 

and 
controls errors dynamically based on channel characteristics 
and noise power observed at the receiver. This motivates

 

the 
error control strategy to vary as the channel conditions change 
in terms of noise level. In this paper, we have come up

 

with the 
models for both the error and channel estimation. Analysis and 
simulation results for various message sizes and

 

error 
conditions show that there is an improvement in terms of 
throughput, BER and the probability of retransmission as

 

compared to ’ARQ Scheme With Adaptive Error Control’ 
(ASAEC).

 

Keywords:

 

ARQ, BER, error control, energy efficiency.

 

I.

 

Introduction

 

ecause of a high bit error rate (BER) in wireless 
link due to attenuation, multipath fading and 
noise, data can be corrupted

 

during transmission. 
To handle the errors, reduce energy consumption 
(especially in case of retransmissions) and to

 

maintain 
the required quality of service (QoS), an impressive and 
efficient error control scheme is necessary. The system

 

with error control scheme provides better BER 
performance relative to others for the same signal to 
noise ratio (SNR). The

 

goal of an error control system is 
to determine the perfect output parameters (e.g. 
retransmission limit) given the input

 

parameters (e.g. 
BER). The error control mechanisms should trade off 
complexity, buffering requirements and energy

 

requirements (taking into account the required energy 
for both processing and communication) for the 
throughput and

 

delay. However, it is usually impossible 
to provide a very high degree of error correction as 
some left over errors pass

 

through [1].

 

Generally, the wireless channel is considered to 
be such that the samples of an additive noise are added 
to the modulated

 

symbols and these noise samples are 

not related to the source. This model is comparatively 
straightforward to prove mathematically and comprises 
additive white Gaussian noise (AWGN) channels, flat 
Rayleigh fading channels and binary symmetric 
channels (BSC). In classical error correction and control 
(ECC) theory, the combination of modulation, noisy 
medium and demodulation is modeled as a discrete 
memoryless channel such as BCS that recognizes only 
a finite number of distinct signals. It is called 
memoryless because the probability of an error is 
assumed to be unrelated to all the occurrences of earlier 
errors. The binary transmission over an AWGN channel 
is modeled as BSC. The BSC channel is symmetric 
because the probability of receiving 1 when 0 is sent      
( i.e. P(1 | 0) ) is same as the probability of receiving 0 
when 1 is sent ( i.e. P(0 | 1) ). The BSC is defined by the 
parameter Pe, the probability of error where P(0 | 1) = 
P(1 | 0) = Pe and P(0 | 0) = P(1 | 1) = 1−Pe. Error 
control system should balance among the added 
redundancy, BER and the energy expenditure. However, 
error control is not a layer centric issue and can be 
conceived in any layer of the protocol stack. As 
retransmissions and coding consume significant 
amount of energy, it is essential to go for energy efficient 
error control schemes at the same time maintaining the 
required QoS. In WSNs, sensor nodes are essentially 
battery-powered and should operate without being 
attended for a relatively long time. In such cases, it is 
very difficult and even impossible to change or recharge 
batteries of sensor nodes [2]. 

Error control in WSN can broadly be achieved 
by Automatic Repeat Request (ARQ), Forward Error 
Correction (FEC), or a mixture of both i.e Hybrid ARQ 
(HARQ). In ARQ, if the packet is erroneous or lost, it is 
retransmitted until it is received to be error free. The 
error detection is usually realized through a cyclic 
redundancy check (CRC) code before retransmission. 
ARQ mechanism is used in both data link and higher 
layers (such as transport and application layers). The 
ARQ scheme uses positive acknowledgment (ACK) or 
negative acknowledgment (NACK) for expected or 
unexpected reception respectively. The transmitter 
would retransmit if it has not collected ACK within expiry 
time [3]. ARQ handles the issue of duplicate packets by 
maintaining sequence numbers for each packet. While 
ARQ is a straightforward applicable mechanism to avoid 
packet errors, it has noticeable limitations such as the 
retransmissions (that lead to an increase in energy 
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expenditure) and delay that are unacceptable for the 
time critical applications. ARQ schemes are typically 
used in data networks where reliability of received 
packet is of foremost relevance than latency. ARQ is 
occasionally used with Global System for Mobile (GSM) 
communication to ensure data integrity. Although, ARQ 
provides an unfailing transmissions, it would be costly in 
poor channels where retransmissions cannot be 
avoided. FEC performs better in this case, but the extra 
bits prove to be expensive even when channel 
conditions are better. Redundancy is defined as the 
ratio of redundant bits to data bits i.e. r/d where r is the 
number of redundant bits and d is the number of data 
bits. HARQ schemes exploit the advantages of both 
FEC and ARQ [4] where sender transmits an encoded 
packet which is retransmitted if the destination was 
unable to correct errors. 

ARQ scheme can be used to provide with an 
assured QoS by persistent retransmissions until the data 
is successfully delivered. However, the performance of 
ARQ is closely associated with the channel conditions 
and probability of collisions. If the medium is in good 
condition and fairly loaded, then the retransmissions are 
rarely needed and ARQ can improve successful data 
delivery ratio. On the other hand, the delay, packet drop 
ratio and energy expenditure per successfully 
transmitted packet can rise to an unacceptable levels, 
especially for bound real delay time applications [5]. The 
idea behind the FEC mechanism is to avoid 
retransmission of the entire data packet in case of 
partial errors by including some extra bits in the packet. 
At the destination, this redundancy is then used to 
recover from errors. FEC is useful for one way channels 
where receiver does not have the privilege to request 
retransmission if an error was detected. FEC codes can 
be preferred for delay-sensitive traffic in WSNs. Also, the 
FEC coding algorithm must be simple and featherweight 
since sensor nodes are armed with very low clock rate 
processors [5]. In FEC, the energy required for 
encoding is negligible compared to that for decoding. 
The main limitation of FEC is the cost of extra bits that 
increase the packet size. Additionally FEC brings up 
encoding and decoding costs. Therefore FEC is mainly 
used in situations where retransmissions are 
comparatively expensive. Both ARQ and FEC are 
probabilistic ways and there is no deterministic way to 
guarantee the reliable transmission. ARQ is better for 
small frames and FEC for larger frames. 

a) Related Works 
Many researchers tried to resolve the issues at 

physical and MAC layers in WSNs in the past. The work 
proposed in [6] compares and analyzes energy models 
and modulation schemes in WSNs. The metrics used in 
performance evaluation are energy consumption, 
throughput, average jitter and end to end delay. Both 
Mica-mote and Mica-Z energy models perform better 

with Amplitude Shift Keying (ASK) and Quadrature 
Phase Shift Keying (QPSK) but Binary Phase Shift 
Keying (BPSK) requires higher energy. The choice of 
modulation / demodulation techniques, filtering 
techniques, and frequency bands equally affect the 
energy consumption in WSNs. In the work [7], the 
researchers estimate the expected duration in which the 
quality of a specific link remains stable using the 
conditional distribution function of SNR of the received 
acknowledgment packets. This approach resulted in 
high packet delivery compared with the case where 
packets were transmitted without the knowledge of link 
quality fluctuations. 

The researchers in [8], discuss the limitations of 
applying FEC codes in industrial WSNs based on the 
lack of access to the PHY layer, the limited memory 
resource and the delay requirements. In order to 
examine the likliness of employing FEC codes in existing 
wireless sensor nodes, the researchers benchmark 
different types of FEC codes with the software 
implementation in terms of memory consumption and 
processing time. Evaluation results exhibit that low 
density parity check (LDPC) and Turbo codes as the 
state of the art FEC codes and are overwhelming to the 
wireless sensor nodes and fail to fulfill both memory and 
timing requirements. Repetition and Hamming codes 
can be considered due to the simplicity, but still not able 
to give the most satisfying performance. The RS (15, 11) 
code is the most suitable FEC code among all the 
candidates with decent memory footprint and fast 
processing time. 

The work proposed in [9], does a 
comprehensive performance evaluation of ARQ, FEC, 
Erasure Coding (EC), linklayer hybrid FEC/ARQ, and 
cross-layer hybrid error control schemes over Wireless 
Multimedia Sensor Network (WMSNs) is performed. 
Performance metrics such as energy efficiency, frame 
Peak Signal-to-Noise Ratio (PSNR), frame loss rate, 
cumulative jitter, and delay-constrained PSNR are 
investigated. The results of analysis show how wireless 
channel errors can affect the performance of multimedia 
sensor networks and how different error control 
scenarios can be effective for those networks. The 
results also provide the required insights for efficient 
design of error control protocols in multimedia 
communications over WSNs. 

In [10], the researchers proposed an analytical 
energy efficiency model using adaptive error correction 
code (AECC) in wireless sensor networks in fading 
environments. To adapt energy efficiency of sensor 
node to channel variations, the packet length is tuned at 
the data link layer. The analysis is based on Mica2 
sensor node where a look-up table of distance and 
correction code is adaptive installed in the node. Based 
on channel conditions, the sender can adjust the 
adequate BCH code required for the next transmission. 
The numerical results show that the AECC scheme can 
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greatly improve the energy efficiency for the lengthy and 
under different message sizes over Rayleigh fading 
channel.  

The researchers in [11], analyze FEC code 
based on CRC and adaptive Multiple Input Multiple 
Output (MIMO) approach. The mathematical analysis 
and simulation results show that the proposed 
transmission control scheme performs better in terms of 
throughput, reliability, latency and energy efficiency 
compared to the FEC and MIMO approaches 
considered alone. In [12], the researchers have 
focussed on the energy efficiency of particular error 
control codes (ECC) in WSNs with the outcome that 
coding saves energy for short distances, but larger 
packet size results into stretched radio on time. Only the 
energy spent in encoding and decoding schemes is 
acknowledged. The researchers in [13], check out the 
energy spent for three different ECCs but only for 
precise platforms. Researchers in [14], have tried to 
resolve some of the MAC layer issues based on the 
combination of parameters such as message length, 
node energy and number of requests. Results analysis 
shows an improved performance in energy efficiency, 
optimal message length and throughput. 

The work mentioned in [15] presents an 
analysis of error control schemes in WSNs where ARQ, 
FEC, and HARQ are contrasted in terms of energy 
expenditure, delay, and packet error rate (PER). Here, 
the researchers proposed a technique called hop length 
expansion, where the reduced PER could be ventured 
by providing lengthy hops leading to fewer hops for a 
transmitted packet to reach its destination. In turn fewer 
hops would lead to increased energy efficiency and 
lower delay. But the lengthy hops affect the transmission 
power of radio. 

In [16], researchers analyse convolutional 
codes and consider the cost of decoder at the 
destination side and not the sum of computation cost, 
that rises with bigger packets in terms of energy 
expenditure. Researchers in their work [17] prove 
mathematically and from the simulation results that the 
energy skilfullness of ARQ scheme does not rely on the 
no of retransmissions. Researchers in [18], study Turbo 
codes in WSN and use parallel concatenated 
convolutional code circuit for encoding at source while 
the repetitious decoding is performed at the sink. 
Simulation tests performed for various SNRs, show 
progress in bit error rate and frame error rate. 

In [19], researchers correlate energy 
expenditure and error correction capacity of Reed-
Solomon, and Hermitian codes. They inspect encoding 
in the initial node and competent decoding at the 
destination to conserve energy at relay nodes. The work 
proposed in [20] discusses convolution codes with 
changing rates to evaluate their energy expenditure in 
slow Rayleigh fading medium. Larger length of code 
incomparably reduces transmit power but the 

consumption of energy also increases exponentially with 
the increase in constraint length of the code. Encoding 
consumes slight amount of energy while decoding 
consumes significant amount of energy. In [21], different 
error control techniques are considered, but the 
investigation is focused on the question of optimal 
packet size for WSNs. 

In [22], the researchers applied the double 
binary convolutional turbo code to the 21451-5 
architecture. To reduce the computational load in the 
turbo code decoder, a low complexity decoding solution 
has been proposed. At BER of 10−5, noise power of the 
proposed decoding scheme is reduced compared to 
the Log-MAP algorithm. The complexity of the compare, 
the shifting and the addition operations have reduced by 
15.8%, 86.84% and 73.7% respectively. The proposed 
solution is a suitable error correction scheme with low 
decoding complexity that can be adopted. 

We observe that all the research works 
mentioned above concentrate mainly on error control 
schemes for a fixed and static environment and do not 
consider the varying channel error conditions. Therefore, 
we propose a channel adaptive error control scheme 
based on the changing channel conditions with respect 
to noise and error rate. Our approach is compared with 
’ARQ Scheme With Adaptive Error Control’ (ASAEC) [23] 
that discusses about an adaptive ARQ scheme as the 
channel state varies. 

b) Our Contributions 
In our previous work, ’Priority based Slot 

Allocation for media access in Wireless Sensor 
Networks’ (PSAWSN), the probability based priority 
scheme is used to allocate slots to competing nodes 
[24]. Limitations of this work are: 1) PSAWSN does not 
handle the dynamic and variable slot allocation based 
on the varying requirements from the nodes. 2) Error 
and flow control are not taken into account. 3) Effect of 
channel conditions on transmission quality, is not 
handled. To overcome some of these limitations, we 
propose a Dynamic and Channel Adaptive Error Control 
Scheme in Wireless Sensor Networks () that estimates 
the channel condition and controls the errors 
dynamically based on channel errors and noise power 
observed at the receiver. This allows error control 
strategy to vary depending on the channel conditions. 
Models have been designed for both the error and 
channel estimation. Analysis and simulation results for 
various message sizes and error conditions show that 
there is a performance improvement in terms of 
throughput and probability of retransmission compared 
to ASAEC. 

c) Channel adaptive model using Markov chain 
A larger BER in the channel can lead to a high 

retransmission rate costing additional energy 
consumption. On the other hand, even for good channel 
conditions, the retransmission rate increases 
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tremendously if there are more number of receivers. 
Choosing a fixed error control scheme may result in 
wastage of bandwidth during the normal behavior of the 
channel. That means the channel adaptive scheme that 
changes operating modes based on the error coditions 
and estimated noise in the channel, is required. Channel 
adaptive means formulating the error control strategies 
based on the error conditions prevailing in the channel. 

The channel adaptive error control schemes are 
required for reliable transmission and maintainance of 
the given QoS requirements. These error control 
schemes need to estimate the channel conditions in 
order to adjust the parameters dynamically based on 
the optimization criteria. The Markov chain can be used 
to esitmate the wireless channel error conditions as the 
use of such a model lies on its ability to capture the 
burstiness of the error process as well as to predict the 
future states of the channel based on its present state. 
That means, in order to track channel variations closely, 
reliable estimation of the channel state information 
should be carried out before applying the error 
correction mechanisms. The noise in the channel is 
measured in terms of signal to noise ratio (SNR) and 
through the estimated SNR of the channel, the required 
BER can be computed. 

Usually, the received signal can no longer be 
modeled as a deterministic signal in white Gaussian 
noise (WGN). Instead, it should be considered as a 
function of either the state of a Markov chain or of its 
state transition probability with known parameters 
observed in the WGN. Markov chain is a special kind of 
stochastic process where the outcome of an experiment 
depends only on the present state not on the preceding 
states. Markov chain is defined as the process with 

descrete set of states and can be observed when it 
passes through a BSC. It is a stochastic model 
describing the sequence of possible events in which the 
outcome of a given experiment can affect the outcome 
of the next experiment. In other words, future is 
independent of the past given the present. Apart from 
digital communications, Markov chain finds its 
applications in detection problems where the observed 
signal is a function of the states or transitions of a 
Markov chain. 

As shown in the figure 1, channel condition is 
estimated and the derived BER is divided into three 
ranges: lower, middle and higher. Depending on the 
BER range, error control scheme uses three modes to 
handle the erors. All the three modes are detailed in the 
figure. We have assumed low range of BER is from 
10−9 to 10−12, mid range from 10−6 to 10−8 and 
high range from 10−3 to 10−5. For the low range, 
simple error control scheme without retransmission is 
used. For the middle range, error control scheme with 
retransmission is employed and for the high range, the 
error control is left to the upper layer. As BER depends 
on the SNR, its requirement is different for different 
services and systems. For instance, wireless link BER is 
less than 10−6 while optical BER is less than 10−12. 
On optical fiber link, the average BER is approximately 
10−9 where as on a coaxial cable, the probability of bit 
errors is around 10−6. For a switched telephone line, 
these numbers are even higher between 10−4 and 
10−5. Digitized voice can tolerate bit errors as high as 1 
bit per thousand bits sent i.e 10−3. Computer data 
requires a BER of 10−6 to 10−12 (i.e. 1 per million to 1 
per trillion) depending on the content.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 
Figure 1:

 
Channel adaptive error control scheme
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START

Observe the channel conditions

Estimate the channel error

Derive an expression for BER

BER in lower range BER in middle range BER in high range 

Use simple error control scheme 

Make frame and send it to the lower layer 

Use error control scheme with retransmission 

Make frame 

Store the frame for retransmission 

Send the frame and wait for ACK

If ACK received

Send ACK to upper layer

Else

Retransmit the stored frame

Let upper layer handle the errors

Switch on to error schemes based on BER level
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i. Markov chain model 
The Markov process starts in one of the states 

and moves successively from one state to another 
where each move is called a step. If the system currently 
in state Si, moves to state Sj at the next step with a 
probability Pi j , then this probability does not depend on 
the states the system was in before the current state. 
The probabilitiy Pi j is called the transition probability. As 
shown in the figure 2, the probability pj(n) = P(Xn = j) is 

the probability of the system to reach state j in n steps. 
Similarly, the probability pi j(m+n) is the probability of 
going from state i to j in (m+n) steps and is expressed 
in equation 1 

 
 
 
 

 

 

 

 

 

 

 

 

Figure 2: Marcov chain with transition probabilities

 

where s is the number of states in the Markov chain and 
p is the transition probability from current to next state 
where as

 

(1−

 

p) is the probability to remain in the same 
state. Using these transition probabilities, one can 
establish an asymptotic

 

formula for the capacity of a 
BSC as the noise parameter tends to zero. To capture 
the bursty nature of wireless networks,

 

Markov chains 
have been extensively used to model the error 
sequences generated by a wireless channel where a 

BSC is

 

associated with each state. TheMarkov chain 
provides a good approximation of the error process in 
fading channels. Here,

 

the Markov state and transition 
probabilities between the states are assumed. As shown 
in the figure 3, the probability

 

pj

 

(n) = P(Xn = j) is the 
probability of the system to reach state j in n steps. For 
instance, p2(1) = P(X1 = 2) is the

 

probability to reach 
state 2 from state 1 in one step. 

 

 

 

 

 

 

 

 

 

 

 

 

 

Figure 3:

 

Markov chain representation of errors

 

The channel states associated with consecutive 
symbols are assumed to be the neighboring states for a 
slow fading

 

channel where the SNR varies slowly as the 
symbol interval T increases. Each state describes the 
SNR level received

 

as the interval T increases. In order 
to estimate the errors, we need to find out the 
expression for BER in terms of SNR

 

using the standard

 

deviation and mean. To estimate the BER, the system 
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pi j(m+n) =
s

∑
k=1

pik(m)pk j(n) (1)

0 1 2 3

p

1−p

q

1−q

p(1−q)

q(1−p)

pq(1−p)(1−q)

0 1 2
... S−1

p
1,2

p
s−1,s−1p p

1,10,0
2,2

p

p
2,11,0

p

p
0,1

should move from one state to another in both the 
directions from good to bad and vice versa. The type of 
random noise in a communication system that 
determines the BER of a circuit is the thermal noise 
which can well be described by additive white Gaussian 
(AWG) noise across a narrow frequency band. Even
though it is possible to have other types of noise from 
the interfering signals that combine with thermal noise in 
the final BER, the type of noise addressed here is purely 
Gaussian.

Because of the AWGN assumption, each noise 
source can be described by a single temperature. These 
temperatures are additive in nature so that the total 
noise energy, Ntotal in the system can be expressed as 
in the equation 2

Ntotal =Cb ×Ttotal (2)

where Cb is Boltzmann’s constant and Ttotal is the 
system noise temperature in Kelvin. Note that Ttotal is 
the sum of all the individual noise temperatures in the 
system normalized by the previous gains in the system. 
The Gaussian distribution provides with the probability 
to detect an observed value given the mean and the 
standard deviation of the measurement. To know the 
probability of a signal being misinterpreted (or in error) 
by the system, one just needs to know the number of 
standard deviations that is added or subtracted from the 
average signal level so that the signal can cross the 
threshold value. Then this number of standard 
deviations is related to the probability, (P) of an error 
occurring, using the Gaussian function as shown in 
equation 3

P =C×Q(x) (3)

whereC is a constant that depends on the modulation 
and coding techniques used, x is the number of 
standard deviations of the detection level away from the 
mean signal level, and Q(x) (called the Q function) is the 
tail probability of the standard Normal distribution. In 
other words, Q(x) is the probability that a normal 
(Gaussian) random variable obtains a value larger than x 
standard deviations above the mean. This function is 
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used to evaluate the error probability of transmission

 

systems that are affected by the AWGN. Q(x) is defined 
in terms of error function (er f) in equation 4

 
 
 
 
 

where the error function, er f is expressed as in the 
equation 5

 
 
 

The er f (x) also called the Normal distribution or 
the Gaussian error function is a special function of 
sigmoid shape that

 

occurs in probability, statistics, and 
partial differential equations describing the diffusion. It is 
the cumulative distribution

 

function (cdf) of Normal 
distribution with mean =0 and standard deviation =1. 
The signal Energy per bit divided by the

 

Spectral noise 
density (Eb/N0) within the frequency band of 
measurement time (the time period of the bit), is a 
function

 

of x. This ratio can be expressed as: Eb/N0 = 
Bx2 where B is a constant that depends on the 
modulation and coding

 

schemes used.

 

The probability of bit error is proportional to er f 
c(Eb/N0) where erfc is a complementory error function 
defined as

 

(1−er f ). As the argument of er f c() 
increases, the probability of error also increases. Thus it 
is very important to have

 

either high Eb or low N0 for 
good quality reception. Hence Eb/N0 is of the great 
importance and all BER and Symbol

 

Error Rate (SER) 
curves are plotted against Eb/N0 for different forms of 
modulations such as BPSK, QPSK, and QAM,

 

etc. 
These curves show the best performance that can be 
achieved across a digital link with a given amount of RF 
power

 

and noise level in the system. Here, we have 
assumed BPSK modulation as it is the most robust of all 
the PSKs since it

 

takes the highest level of noise or 
distortion to make the demodulator reach an incorrect 
decision. Since the number of bits

 

for BPSK modulation 
is always one, the notations symbol energy (Es) and bit 
energy (Eb) can be used interchangeably.

 

For BPSK, since Es=Eb, the probability of 
symbol error (Ps) and the probability of bit error (Pb) are 
the same. Therefore,

 

expressing the Pb and Ps in terms 
of Q function and er f c, we will get the equation 6.

 
 
 
 
 
 

It can be easily recognized that Pb is the BER or 
equivalently the SER for the optimum BPSK modulator. 
This is the best

 

possible error performance that any 
BPSK modulator-demodulator can achieve in the 
presence of AWGN.

 

Let 0 = SNRF0 < SNRF1 < SNRF2 < ... < 
SNRFn−1 = ¥ be the thresholds of the received SNR or 
fading at the states

 

S0, S1, S2 ... Sn−1. The channel is 
said to be in the state S where S 2 0,1,2,3, ...S−1 if the 

received SNR is in the

 

interval SNRFs and SNRFs+1. 
Associated with each state, there is a BSC with along 
with respective error probability. The

 

Rayleigh fading 
results in exponentially distributed distortion of the 
received signal (SNRF) and the probability density

 

function (pdf) of the SNRF, i.e. F(SNRF) which is given in 
the equation 7
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Q(x) =
1

2
[1− er f (x/

√
2)] (4)

er f (x) =
2√
π

∫ x

0
e−t2

dt (5)

Pb = Ps = Q[
√

2Eb/N0] =
1

2
er f c[

√

(Eb/N0)] (6)

F(SNRF) =
1

SNRF
exp[−SNRF/SNRF ] (7)

SNRF = a2 ×SNR (8)

where SNRF is the average received SNR or fading and 
SNRF > 0. Assuming BPSK modulation, the expression 
for SNRF is given in the equation 8

where a is the magnitude of the fading coefficient or 
amplitude. By using Q, a and SNR, the expression for 
BER is given in the equation 9

To find the average BER, we need to compute 
the average with respect to the distribution of a i.e. FA(a) 
= 2ae−a2 where FA(a) is the analytical pdf of the fading 
amplitude. Therefore, the average BER over the limits 0 
to ¥, can be expresse das given in the equation 10

After solving the equation 10, we will get an 
expression for the average BER in terms of SNR as 
shown in the equation 11

BER = Q×
√

a2 ×SNR = Q×
√

SNRF (9)

BER =
∫ ∞

0
Q×

√

a2 ×SNR×FA(a)da (10)

BER =
1

2
[1−

√

SNR/(2+SNR)] (11)

The detailed procedure for the derivation of BER 
for BPSK, is given in the algorithm 1. Next subsection 
describes the BER error model by using the Binomial 
distribution.

ii. Error Model
The number of errors in a message of length n 

bits, confirm to the Binomial distribution with n Bernouli 
trials and probability of success as the BER (note that 
an error is being treated here as ’success’). So the 
errors in the communication networks (BER) can be 
modeled by using the Binomial distribution. The 
Binomial distribution models the number of ’successes’ 
in a number of independent Bernouli trials where each 
trial occurs with one of two outcomes: success or
failure. The Binomial distribution is best suitable to 
model the BER as the number of bit errors can be 
represented by the number of successes. Similarly the 
number of bits in the codeword can be represented by 
the number of Bernouli trials conducted. Thus, the 
number of bit errors in the codeword can be modeled as 
the events that are ’successes’ and the other correctly 
received bits (in the codeword) as ’failures’. The number 

Dynamic and Channel Adaptive Error Control Scheme in Wireless Sensor Networks



  
 
 
 
 

  
 
 
 
 

  

  
 
 
 
 

  
 
 
 

 
 

  

 

 

 

 

 

 

 

 

 

 
 
 
 
 
 

 

 

  

Binomial coefficient that indicates the total number of 
possible ways by which one can get k errors out of n

 

bits of the codeword.

 

For

 

a BSC channel with bit error probability 
BER, the packet error rate (PER) is given by equation 13

 
 
 

where L is the message length in bits. The probability 
that m out of n packets need retransmission is 
expressed in the

 

equation 14

 
 
 
 

d)

 

Algorithms

 

Algorithm 1 explains the steps involved in 
estimating the channel condition in terms of errors and 
derives an expression

 

for

 

BER. Based on the level of this 
BER, appropriate operating modes become active to 
control the errors. These operating

 

modes are detailed 
in the algorithm 2. The algorithm 3 details the steps at 
the receiver after receiving the frame from the

 

sender.
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of bits in the codeword can be considered as the the 
number of Bernouli trials that can be either success 
(errors) or failure (without errors). In general, we can 
write the formula for finding the probability of getting k 
number of errors out of n total bits of data sent as 
shown in equation 12.

As shown within the square brackets in 
equation 12, there is a computation of probability of 
occurrance of exactly k bit errors in an n bit codeword. 
This means that we want the probability of getting k 
errors with (n−k) bits (received without errors) because 
the probability of getting an error is actually one minus 
the probability of getting no error. The part is the 

Ptot =

(

n

k

)

[BERk(1−BER)n−k] (12)

PER = 1− (1−BER)L (13)

PRT x =

(

n

m

)

[PERm(1−PER)n−m] (14)

Algorithm 1 Channel Error Estimation Algorithm

1: Use Markov model to estimate SNR and BER at each state of the system.

2: for each Si in steps of 1 AND i = 0, i ≤ n do

3: Received Power at each state = |h2|×Tp where h is fading coefficient and Tp is the transmit power.

4: Fading Coefficient h = aeφ and |h|= a where ’a’ is the magnitude of fading coefficient h.

5: Received Power at each state = a2 P where ’a’ is the magnitude of fading coefficient and P is the received power.

6: Received SNR or fading, SNRF =a2P/σ2 = a2SNR

7: Average BER =
∫ ∞

0 Q×
√

a2 ×SNR×FA(a)da where Q(x) is the tail integration of normal Gaussian distribution

i.e Q(x) =
∫ ∞

x
1√
2π

e−x2/2dx.

8: FA =2ae−a2
is the probability density function of ’a’.

9: Solve the equation in step 7 to derive an expression for BER.

10: BER = 1
2
[1−

√

SNR/(2+SNR)]
11: Calculate the SNR value for each state.

12: Calculate the BER value by using the corresponding SNR.

13: end for

14: Compare the calculated BER with the predefined range.

15: if 10−9 ≥ BER ≥ 10−12 then

16: Use simple error control scheme without retransmission.

17: else

18: if 10−6 ≥ BER ≥ 10−8 then

19: Use error control scheme with retransmission.

20: else

21: if 10−3 ≥ BER ≥ 10−5 then

22: Request Upper layers to handle the errors

23: end if

24: end if

25: end if

(

n
k

)

Dynamic and Channel Adaptive Error Control Scheme in Wireless Sensor Networks
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Algorithm 2 Sender algorithm

1: while TRUE do

2: if (RequestToSendFromU pperLayer) then

3: Collect data packet from the upper layers.

4: Estimate the error in the channel using algorithm 1

5: Depending on the BER estimated, Use one of the three methods.

6: if 10−9 ≥ BER ≥ 10−12 then

7: Use simple error control scheme without retransmission.

8: Use simple code to make the frame = d + k where d represents data bits and k the redundant bits.

9: Send the frame.

10: else

11: if 10−6 ≥ BER ≥ 10−8 then

12: Use error control scheme with retransmission.

13: Store the frame in the buffer for retransmission.

14: Start the timer for retransmission.

15: Send the frame and wait for ACK from the receiver.

16: if (ACKArrivalNoti f icationFromReceiver) then

17: Receive the ACK frame and send it to upper layer.

18: else

19: Retransmit the frame.

20: end if

21: else

22: if 10−3 ≥ BER ≥ 10−5 then

23: Request Upper layers to handle the errors

24: end if

25: end if

26: end if

27: end if

28: end while

Algorithm 3 Receiver algorithm

1: Input: Frame received from the sender.

2: while TRUE do

3: if (FrameArrivalNoti f icationFromSender) then

4: Receive the frame.

5: if Are there redundant bits in the received frame then

6: Decode the frame.

7: Separate redundant bits (n-d) from the frame

8: Calculate the redundant bits.

9: Compare the received bits with the calculated bits.

10: Accept the frame if the codewords match else Reject the frame.

11: else

12: if Check whether the frame is damaged or lost then

13: Accept the frame and send it to upper layer.

14: else

15: Prepare the NACK and send it to the sender.

16: end if

17: end if

18: end if

19: end while

II. Simulation Parameters

The proposed scheme is simulated using the 
following simulation inputs in C language. Message 
length ranging from L = 7 to 300 bits, bandwidth = 
300kbps, BER in the range 10−1 to 10−3. Number of 

standarad deviations, x values in the range 0 to 4 and 
the SNR values in the range 0 to 10. The following 
performance parameters are assessed.

• Throughput: Throughput is expressed in terms of 
BER as shown in the equation 15
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where L is the frame size in bits and K is the payload 
part (excluding redundant bits) of L and R is the 
transmission

 

rate.

 

•

 

Bit error rate: Bit error rate is the number of bit errors 
divided by the total number of transferred bits often 
expressed

 

as a percentage. It is computed using 
the estimated

 

SNR and is defined in equation 11

 

•

 

Probability of errors:

 

It is defined as the probability 
with which the errors occur given the noise in the 
transmission

 

medium and is expressed in equation 
12

 

•

 

Probability of retransmission:

 

This is the probability 
of occurence of retransmission in case of frame is 
lost or

 

corrupted and is given in the equation 14.

 

III.

 

Results

 

Simulation results of the scheme using 
DCAECS are analyzed and compared with ASAEC in 
this section.

 

a)

 

Analysis of Gaussian error function

 

The graph in figure 4 shows the behavior of er f 
(x) as the values of x, the number of standard deviations 
vary. Note that

 

er f (0)=0, and er f (¥)=1. The error 
function gets progressively better with larger values of x. 
Initially when x increases

 

the error function (er f (x)) also 
increases. At some particular point, er f (x) touches the 
value 1 and remains constant there

 

after.

 

 

 

 

 

 

 

 

Figure 4: Plot for error function
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T hr =
K

L
×R(1−BER)L (15)

 0
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b) Analysis of BER
The graph in figure 5 shows BER Vs SNR. As 

shown in the graph, when SNR increases, BER keeps 
on decreasing because the noise level in the channel 
decreases. Increase in SNR decreases BER and 
increase in data rate increases BER.

Similarly an increase in bandwidth allows an 
increase in data rate. This behaviour of BER is not 
handled in ASAEC.

Dynamic and Channel Adaptive Error Control Scheme in Wireless Sensor Networks



  

 

 

 

 

 

 

 

 

 

 

 

 

 

Figure 5:

 

BER Vs. SNR for BPSK

 
c)

 

Analysis of Throughput

 

As shown in the figure 6, the throughput 
fluctuates for various SNR values for a fixed number of 
frame lengths. However

 

the throughput increases as the 
SNR increases. This is because, as the SNR increases, 
the number of errors in the frame

 

decreases thereby 

increasing the number of frames delivered thus 
increasing the throughput. The throughput is slightly

 

more for DCAECS compared to ASAEC since in the 
case of ASAEC, the throughput increases with SNR 
slowly. In case

 

of DCAECS, the throughput increases 
fast with various SNR values.

 

 

 

 

 

 

 

 

 

 

 

 

 

Figure 6: Throughput Vs.SNR

 

d)

 

Analysis of Probability of Errors

 

In figure 7, probability of errors is plotted 
against the number of errors for different frame lengths 
(10, 20 and 30 bits). As

 

shown in the graph, the 
probability of errors decreases as the number of errors 
increase. For all the three frame lengths, the

 

probability 
of error decreases fast initially, then remains almost 
constant as the number of errors increase. This shows 
that

 

for larger frame lengths, the probabiblity of errors 
decreases tremendously. In ASAEC, the conductance of 
probability of

 

errors against the number of errors for 
various message lengths is not taken care.
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 Figure 7: Probability of Errors Vs. Number of Errors for different message lengths

 e)

 

Analysis of Retransmissions

 

Although ASAEC speaks about ARQ, it does not 
analyze the probability of retransmissions where as 
DCAECS discusses

 

about probability retransmission for 
different frame lengths. As shown in the graph in figure 
figure 8, the probability of

 

retransmission is PRTx is 

plotted against frame lengths for different values of BER. 
As the frame length increases, the PRTx

 

also increases 
slowly and remains constant at some point (L = 
200bits). This plot indicates that PRTx initially increases

 
and later remains stable as the frame length increases.

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Figure 8: Probability of Retransmission Vs. Frame lengths for different BERs

 

IV.

 

Conclusion

 

In this paper, we have proposed a ’Dynamic 
and Channel Adaptive Error Control Scheme in Wireless 
Sensor Networks’

 

(DCAECS) that estimates the channel 
state and controls the errors dynamically based on 
channel conditions and noise

 

power observed. This 
allows error control strategy to vary as the channel 
conditions vary. Models have been designed

 

for both 
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the error and channel estimation where the expression 
for BER is derived. Error control strategy is formulated
based on the observed BER levels. Simulation analysis 
has been done for BER, throughput, probability of 
retransmission, probability of errors and Guassian error 
function. Results for throughput, BER and probability of 
retransmission show an improved performance over 
ASAEC.
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With the advancement in communication and 
internet technologies, recently there have been many research

 

efforts in the area of

 

Wireless Sensor Networks (WSNs) to 
conserve energy. Clustering mechanisms have been

 

applied 
to WSNs to enhance the network performance while reducing 
the necessary energy consumption.

 

The goal of Weighted 
Clustering Algorithm (WCA) is to determine the cluster heads 
dynamically based on

 

a combined weight metric that includes 
one or more parameters such as node degree, distances with 
respect

 

to a nodes neighbors, node speed and the time spent 
as a cluster head. In this work, we have proposed a

 

refined 
and improved version of

 

WCA known as Energy Efficient 
Weighted Clustering Algorithm (EEWCA)

 

to prolong the 
network lifetime by reducing energy consumption. EEWCA is 
designed and simulated with

 

additional constraint on energy 
for the selection of cluster heads. Both the WCA and EEWCA 
schemes have

 

been simulated using MATLAB. The proposed 
EEWCA behaves better than WCA for longer system lifetime.

 

The proposed work is simulated and performance is tested for 
number of clusters and average execution time.

 

Simulation 
results show that the EEWCA outperforms WCA in terms of 
both the number of clusters formed

 

and the execution time.

 

Keywords:

 

WSN; MANETS; energy efficiency; cluster.

 

I.

 

Introduction

 

ith the popularity of cell phones and smart 
devices, computing devices have become 
cheaper, mobile and

 

more distributed in daily 
life. Wireless Sensor Network (WSN) is a collection of 
sensor nodes organized into

 

a co-operative network to 
accomplish a common task. Each sensor node consists 
of a processing capability,

 

multiple types of memory 
(program, data or flash memories), RF transceiver, and 
a power source. In addition, the

 

nodes accommodate 
sensors and actuators [1]. WSNs have been widely 
considered as one of the most important

 

technologies 
for the twenty first century [2]. Enabled by recent 
advances in microelectronic mechanical systems

 

(MEMS) and wireless communication technologies, tiny, 
cheap and smart sensors deployed in a physical area 
and

 

networked through wireless links and the Internet; 
provide unprecedented opportunities for a variety

 

of 
civilian

 

and military applications, for example, 
environmental monitoring, battle field surveillance and 
industry process

 

control [3]. After the initial deployment, 
sensor nodes communicate and self organize into an 

appropriate network

 

often with multihop connections 
among sensor nodes. In most cases, it is very difficult 
and even impossible

 
to change or recharge batteries for 

the sensor nodes. Distinguished from traditional wireless 
communication

 
networks, WSNs have unique 

characteristics for example, denser level of node 
deployment, higher unreliability

 
of sensor nodes, and 

severe energy, computation, and storage constraints [4] 
that present many new challenges in

 
the applications of 

WSNs. In the past decade, WSNs have received 
tremendous attention from both academia and

 
industry 

all over the world. It is envisioned that in the near future 
WSNs will be widely used in various civilian

 
and military 

fields, and revolutionize the way we live, work and 
interact with the physical world [5]. The next

 
section 

describes unique characterstics of WSNs.
 

Equipped with sensors, embedded 
microprocessors and radio transceivers, the sensor 
nodes have not only

 
sensing capability but also data 

processing and communication capabilities [6]. 
Compared with traditional wireless

 
communication 

networks such as cellular systems and MANETs, WSNs 
have unique characteristics and

 
constraints that are 

listed below [7]. Sensor nodes are usually densely 
deployed in the field of interest. Thus, the

 
data sensed 

by multiple sensor nodes has
 

a certain level of 
redundancy [8]. Sensor nodes are usually deployed

 
in 

harsh or hostile environments and the network operation 
is autonomous. As a result, the network undergoes

 

frequent topology change and it is prone to physical 
damages or failures [3].

 
The following section briefs the

 

hierarchical structure and clustering in WSNs.
 

a)
 

Hierarchical structure and clustering in Wireless 
Sensor Networks

 

In a hierarchical network shown in figure 1, 
sensor nodes can be organized into clusters, where the 
cluster members

 
send their data to the cluster heads 

that serve as relays for transmitting data to the sink. The 
collaboration

 
among sensor nodes is very important in 

WSNs for two reasons: 1. Data collected from multiple 
sensor nodes

 
can offer valuable inference about the 

system under study. 2. The collaboration among sensor 
nodes can provide

 
trade-offs between communication 

cost and computation energy. Since it is likely that the 
data acquired

 
from one sensor node are highly 

correlated with the data from its neighbors, data 
aggregation can reduce the

 
redundant information

 

W
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Abstract-



energy consumed for transferring
 
one bit of data can be 

used to perform a large number of arithmetic operations 
in a sensor processor [9]. When

 
the base station is far 

away, there are significant advantages in using local 
data aggregation instead of direct

 
communication. 

Clustering aggregates nodes into groups and facilitates   

 

consumption. The primary idea in clustering is to group 
nodes around a cluster head responsible for state

 

maintenance and inter-cluster connectivity.
 

A node with lower energy can be used to 
perform the sensing task and send the sensed data to 
its cluster

 
head at short distance, while a node with 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Figure 1:

 

General Architecture of WSN

 

from its cluster members and transmit the processed 
data to sink. This process cannot only reduce the 
energy

 

consumption for communication, but also 
balance traffic load and improve scalability when the 
network size

 

grows. Moreover, data aggregation can be 
performed at cluster heads to reduce the amount of 
data transmitted

 

to the sink and improve the energy 
efficiency of the network [10]. The major problem with 
clustering is how

 

to select the cluster heads and 
organize the clusters [11]. Even routing mechanisms 
have been applied to sensor

 

networks with hierarchical 
structures to enhance the network performance while 
reducing the necessary energy

 

consumption [12]. In this 
context, there are many clustering strategies proposed 
in the literature. Next section

 

highlights some of the 
important works carried out in this domain.

 

II.

 

Related Works

 

In Highest Connectivity Cluster Algorithm [13], 
the node with the highest connectivity (connected to the 
most

 

number of nodes) is elected cluster

 

head, but in 
the case of a tie, the node with the lowest ID prevails. 
Mobility

 

Based Metric for Clustering [14] proposes a 
local mobility metric such that mobile nodes with low 
speed relative

 

to their neighbors have the chance to 
become cluster

 

heads. By calculating the variance of a 
mobile node’s

 

speed relative to each of its neighbors, 
the aggregate local speed of a mobile node is 
estimated. A low variance

 

value indicates that this 
mobile node is relatively less mobile to its neighbors. 
Consequently, mobile nodes with

 

low variance values in 

their neighborhoods are chosen as clusterhead. Thus, a 
selected clusterhead can normally

 

promise the low 
mobility with respect to its member nodes. However, if 
mobile nodes move randomly the performance

 

may 
reduce. Clustering for energy conservation [15] 
assumes two node as master and slave. A slave node

 

must be connected to one master node only and there 
is no direct connection between slave nodes. Each 
master

 

node can establish a cluster based on 
connections to slave nodes. The drawback of this 
scheme are paging process

 

before each round of 
communication consumes a large amount of energy. 
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WSNs may not be optimal in terms of energy 

Master node election is not adaptive and the method of 
selecting the master node is not specified. In vote based 
clustering algorithm [16], researchers consider 
neighbor’s number and remaining battery time of each 
mobile node. The basic concept is the Hello message, 
which is transmitted in the shared channel. Making use 
of node location and power information, this work 
proposes voting concept which is weighted sum of 
number of valid neighbors. The next section highlights
the contribution of our work.

a) Our Contributions
The goal of Weighted Clustering Algorithm 

(WCA) [17] is to determine the cluster heads 
dynamically in Mobile Adhoc Networks (MANETs). The 
Cluster heads are selected based on a combined 

transmitted in the network. It is well known fact that the 

practical deployment and operation of WSNs. Traditional higher energy can be selected as a cluster head to 
process the data(i.e. flat) routing and data dissemination protocols for 

weight metric that includes one or more parameters 
such as node degree, distances with respect to a nodes 
neighbours, node speed, and the time spent as a 
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cluster head. Wireless sensor networks are however little 
different from traditional wireless

 

networks due to energy 
constraints. Besides in WSNs, prolonging network 
lifetime is an important issue. WCA

 

cannot be applied 
directly to wireless sensor networks as it does not 
consider the energy constraint prevalent in

 

WSNs. To 
have an improvement

 

over WCA, we have proposed”

 

Energy Efficient

 

Weighted Clustering Algorithm

 

(EEWCA)” that enhances network lifetime by reducing 
energy consumption. In EEWCA, we have considered an

 

additional constraint on energy over WCA for the 
selection of cluster heads and to form clusters in WSNs. 
Both

 

the WCA and EEWCA algorithms have been 
simulated using MATLAB. The proposed EEWCA 
behaves better

 

than WCA in WSNS for longer system 
lifetime. The proposed work is simulated and 
performance is tested for the

 

reduced number of 
clusters and reduced average execution time. The 
simulation results show that the EEWCA

 

outperforms 
WCA in terms of number of clusters and execution time. 
The next part of this work describes the

 

steps involved in 
WCA and EEWCA.

 

  

The following subsections explain both the WAC 
and EEWCA algorithms in detail.

 

a)

 

Weighted Clustering Algorithm

 

The Weighted Clustering Algorithm (WCA) 
proposed for selecting cluster heads in MANETs, is

 

based on a

 

combined weight metric that includes the 
node degree, distances with respect to a nodes 
neighbors, node speed,

 

and the time spent as a cluster 
head [17]. Each node broadcasts its weight value to all 

other nodes. A node is

 

chosen to be a cluster

 

head if its 
weight is the minimum among its neighbors; otherwise, 
it joins a neighboring

 

cluster. Nodes in MANET can be 
modelled as a set of nodes and links,

 

represented by a 
graph G = (V,E), where

 

V is the set of nodes and E is 
the set of links. In MANETs, the transmission radii of all 
the nodes are assumed to

 

be the same [17]. The 
equation 1 is used to calculate the effective combined 
weight

 

(Wv) of a node v as a cluster

 

head.

 

Wv = w1dv+w2Dv+w3Mv+w4Tv                                (1)

 

where v is the serial number (ID) of a mobile node, dv is 
the degree difference of node v, Dv is the sum of the

 

distances between v and its neighbors, Mv is the 
average speed of node v, Tv is the cumulative time in 
whichnode v has acted as cluster head, and Wi is the 
weighted coefficient for the i-th factor. The degree of a 
node v

 

is the number of nodes within the transmission 
radius of v excluding itself. The dv is the difference 
between the

 

degree of a node v and a predefined 
degree M of an ideal node in a cluster. Wv is used to 
determine the goodness

 

of a node as a cluster head. 
Lower the Wv value, better are the chances of node v to 
become cluster head.

 

•

 

Input: A set of sensor nodes, each with the same 
transmission radius Rv, Individual cumulative time 
Tv

 

and mobility speed Mv, the predefined ideal 
node number M in a cluster and the four coefficients 
w1 to w4.

 

•

 

Output: A set of clusters with cluster heads and its 
members.

 

Algorithm 1 Weighted Clustering Algorithm

 

1: Begin

 

2: for Each

 

sensor node do

 

3: Find the neighbors N(v) by using the equation

 

4: end for

 
 
 

5: Calculate the degree dv of node v as the number of the neighbors of v that fall within its transmission radius

 

    Rv, not including itself

 

6: Compute the degree difference for each node v by using the equation

 
 
 

7: Compute the sum Dv of the distances between node v and all its neighbors by using the equation

 
 

N(v) = v′|distance(v,v′)≤ Rv (2)

δv = |dv−M| (3)

Dv = ∑
v′∈N(v)

distance(v,v′) (4)

© 2017   Global Journals Inc.  (US)
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8: Compute the running average of the speed for every node till current time T by using the following formula.

    

This gives the measure of mobility and is denoted by Mv

9: Assume an appropriate value of cumulative time Tv for each sensor node. Cumulative time is the time in

Mv = 1/T ∑
√

((Xt −Xt−1)+(Yt −Yt−1)) (5)

Energy Efficient Weighted Clustering Algorithm in Wireless Sensor Networks

III. Algorithms



 
 

 
 
 

 

which node v has acted as a cluster head. A larger Tv value with node v implies that it has spent more

 

resources (for example energy).

 

10: Calculate the combined effective weight, Wv by using the equation

 
 
 

11: Select the node with a minimum Wv as the cluster head.

 

12: Eliminate the chosen cluster head and its neighbors (cluster members) from the

 

set of original sensor nodes.

 

13: Repeat Steps 1 to 12 for the remaining nodes not yet selected as a cluster head or until each node is assigned

 

      to a cluster.

 

14: All the mobile nodes are grouped into several clusters and each cluster has its own cluster head.

 

15: End

  
 

Although the WCA based on weighted 
coefficients, performs better than the earlier algorithms 
proposed in

 

the domain of MANETs, it cannot be 
straight away used for WSN applications. In this work, 
the WCA is

 

modified such that it can be used in WSNs 
with their specific energy constraint considered. The 
next part of

 

our work describes the proposed EEWCA 
which is an improved version of WCA that takes care of 
energy

 

constraints in WSNs.

 

IV.

 

Energy Efficient Weighted 
Clustering Algorithm

 

The WCA algorithm was designed to select 
cluster heads dynamically in MANETs. It is not so 
appropriate

 

to directly apply the WCA algorithm to 
WSNs since it does not take care of energy contraints 
and the

 

transmission rate into consideration. In the real 
world, the assumption of homogeneous sensors may 
not

 

be practical because sensing applications may 
require heterogeneous sensors in terms of their sensing 
and

 

communication capabilities in order to enhance 
network reliability and extend network lifetime. Also, 
even

 

if the sensors are equipped with identical 
hardware, they may not always have the same 
communication

 

and sensing models. In fact, at the 
manufacturing stage, there is no guarantee that two 
sensors using the

 

same platform have exactly the same 
physical properties. Heterogeneous nodes in WSNs can 
bring the

 

benefits of reduced response time and 
increased life time. The proposed EEWCA has been 
worked out

 

for heterogeneous WSNs to form clusters 
with the energy constraints being considered. In this 
algorithm,

 

energy factor is added into the evaluation 

formula such that the nodes chosen as cluster heads 
may have a

 

better behavior in heterogeneous sensor 
networks than those without this additional factor. 
Equation 7 is

 

used to calculate the effective combined 
weight

 

(Wv) of a node v as a cluster head.

 
 
 

where Wv is used to determine the likliness of a node as 
a cluster head. The lower the Wv value is, the

 

better v 
acts as a cluster head. v is the serial number (ID) of a 
mobile node, dv is

 

the degree difference

 

of node v, Dv is 
the sum of the distances between v and all its 
neighbors, Mv is the running average of

 

the speed of 
node v, Tv is the cumulative time in which node v acted 
as a cluster head, wi is the weighted

 

coefficient for the i-
th factor and Cv is a characteristic factor of each node 
and is defined by the following

 

equation 8

 
 
 

Where rv the transmission rate and Ev is the 
initial energy of node v. After a fixed interval of time, the

 

proposed algorithm is then re-run again to find new 
cluster heads for the purpose of getting a longer system

 

lifetime. The detailed procedure for the EEWCA is 
described as follows.

 

−

 

Input: A set of sensor nodes, each with the same 
transmission radius Rv, individual cumulative time

 

Tv, mobility speed Mv, transmission rate rv, the 
initial energy Ev, the predefined ideal node number

 

M in a cluster and the five weighted coefficients w1 
to w5.

 

−

 

Output: A set of clusters with cluster heads and its 
members.

 

Algorithm 2 Energy Efficient Weighted Clustering Algorithm

 

1: Begin

 

2: for Each sensor node do

 

3: Find the neighbors N(v) by using the equation

 
 

Wv = w1δv+w2Dv+w3Mv+w4T v (6)
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N(v) = v′|distance(v,v′)≤ Rv (9)

Wv = w1δv+w2Dv+w3Mv+w4T v+W5Cv (7)

Cv = rv/Ev (8)

4: end for
5: Calculate the degree dv of node v as the number of the neighbors of v that fall within its transmission radius
Rv, excluding itself.

Energy Efficient Weighted Clustering Algorithm in Wireless Sensor Networks



 
 

 
 

6: Compute the degree difference for each node v by using the equation

 
 
 

7: Compute the sum Dv of the distances between node v and all its neighbors by using the equation

 
 
 

8: Compute the running average of the speed for every node till current time T by using the following formula.

 

This gives the measure of mobility and is denoted by Mv

 
 
 

9: Assume an appropriate value of cumulative time Tv for each sensor node. Cumulative time is the time in

 

which 
node v has acted as a cluster head. A larger Tv

 

value with node v implies that it has spent more

 

resources (for

 

xample energy).

 

10: Compute the characteristic factor Cv of every node by using the equation

 
 
 

11: Calculate the combined effective weight, Wv by using the equation

 
 

12: Select the node with a minimum Wv as the cluster head.

 

13: Eliminate the chosen cluster head and its neighbors (cluster members) from the set of original sensor nodes.

 

14: Repeat Steps 1 to 13 for the remaining nodes not yet selected as a cluster head or until each node is assigned

 

to a cluster.

 

15: All the mobile nodes are grouped into several clusters and each cluster has its own cluster head.

 

16: End

  
 

V.

 

Simulation Parameters

 
Both WCA and EEWCA have been simulated in 

MATLAB. There are totally fourteen mobile sensor

 

nodes 

loaded with their initial simulation parameters (or factors) 
as shown in figure 2. Where SN

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Figure 2: Input Parameteres for Simulation 

δv = |dv−M| (10)

Dv = ∑
v
′∈N(v)

distance(v,v′) (11)

Mv = 1/T ∑
√

((Xt −Xt−1)+(Yt −Yt−1)) (12)

Cv = rv/Ev (13)

Wv = w1δv+w2Dv+w3Mv+w4T v+w5Cv (14)
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represents the serial number of a sensor node, Position 
is the coordinate position(X,Y) of a sensor node, Rv 
represents the transmission radius of node v, Mv is the 
running average speed of node v, Tv represents the 
cumulative time, Rt is the transmission rate of node v 
and Ev represents the initial power on node v. The ideal 
degree of a node, M is set at 3 that means a cluster 
head can ideally handle 3 sensor nodes. The five 
coefficient values are set as follows: w1=0.5, w2=0.1, 
w3=0.05, w4=0.05 and w5=0.3 where the sum of these 
weights is equal to 1. For comparison, the same 
simualtion parameters are run with WCA. The result 
analysis is done in the next part along with the effect of 
number of input

 

parameters and the execution time on 
the number of clusters generated.

 
VI.

 

Results Analysis

 
There are two main parameters that have been 

used to evaluate the performance of EEWCA and

 

WCA. 
These parameters are the number of input sensor nodes 
and execution time as described in the

 

following 
sections.

 
∗

 

Number of nodes: When the simulation example 
(with 14 sensor nodes as input) is run with both

 
EEWCA and WCA, the EEWCA performs better than 
WCA with less number of clusters formed

 

as shown 
in the figure 3 as compared to figure 4

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

  
Thus EEWCA reduces the number of 

transmissions between the cluster heads and the base 
station.

 

This reduces energy consumed in transmission 
of messages, thus prolonging the life time of

 

a sensor 
network. The EEWCA and WCA are simulated with 
different number of input sensor

 

nodes and the number 
of output clusters are noted down as shown in 5 and 6 
respectively.

 
The graph 7 is drawn to compare the 

performance of both these algorithms with respect to 
the

 

number of input sensor

 

nodes against number of 
clusters formed. The graphs show that EEWCA

 

forms 
less number of clusters compared to WCA for the same 
number of input sensor nodes.

 

∗

 

Execution time: While EEWCA and WCA are 
simulated for different number of input sensor

 

nodes, the execution time in each of the cases is 
noted down. The following graph is drawn to plot

 

execution times against number of inputs to 
compare the performance of both these algorithms.

 

It is found that the average execution time of 
EEWCA is better compared to

 

WCA. The execution
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Figure 3: Clusters formed after simulating EEWCA

times of both these algorithms for different number 
of input sensor nodes are listed in the figure 8.

VII. Conclusion
In WSNs, power usage is an important factor for 

network lifetime. The proposed EEWCA is an improved 

Energy Efficient Weighted Clustering Algorithm in Wireless Sensor Networks



  

  

 

  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Figure 4: Clusters formed after simulating WCA
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Figure 5: Inputs and corresponding outputs of EEWCA
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consumption for selection of cluster heads in mobile 
wireless sensor networks. The characteristics of sensor 
nodes including the power energy and the transmission 
rate are considered in the proposed algorithm. 
Experimental results have shown that the proposed 
algorithm behaves better than WCA on wireless sensor 

networks for long system lifetime. The proposed 
algorithm reduces the number of

clustering algorithm based on the weighted clustering 
algorithm with a constraint of energy

Energy Efficient Weighted Clustering Algorithm in Wireless Sensor Networks

Number of sensor nodes
(Input)

Number of clusters
(Output)

8 4

12 4

14 5

16 6

18 8



 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Figure 6:

 

Inputs and corresponding outputs of EEWCA

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Figure 7:

 

Performance of EEWCA and WCA

 

clusters compared to WCA for the same number of input 
sensor nodes. The average execution time

 

of EEWCA is 
better than that of WCA when simulation runs are carried 
for different number input

 

sensor nodes.
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Number of sensor nodes Execution Time(Sec)
(EEWCA)

Execution Time(Sec)
(WCA)

8 0.309785 0.390993

12 0.284146 0.335276

14 0.314154 0.343704

16 0.309675 0.332417

18 0.340255 0.363349
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Abstract-

 

Mobile ad-hoc networks are wireless networks and 
these are suitable for safety critical applications

 

due to its ad-
hoc behavior

 

but attackers

 

easily enter in to the network and 
they can access the network, so security is

 

a crucial factor for 
any communication protocols, especially in mobile 
environment, so

 

verifying the

 

node that may be

 

a malicious

 

node or trustworthy node

 

is a challenging task,

 

but most of the 
researchers focused on

 

the neighbor

 

nodes distance

 

only but 
they are not focused on security.

 

This paper provides secure 
routing for

 

MANET

 

using NNDRP

 

protocol, this protocol verify 
and validate the nodes

 

with security measures.

 

Keywords: MANETS,

 

validation,

 

AODV,

 

NTP,

 

NNDRP.

 

I.

 

Introduction

 

obile Ad-hoc Networks (MANETS) are wireless 
mobile nodes that cooperatively form a network 
without underlying any infrastructure. It has 

become a hot topic in wireless network over the past 
years.The Mobile Ad-hoc Network (MANET) is a 
networking concept defines simple mechanism which 
enable mobile terminals

 

to form a temporary fraternity

 

without any planned coronation, or human interference.

 

Finding the

 

node position is an important task

 

in 
mobile networks, and it becomes particularly 
challenging in the presence of contestant

 

aiming at 
harming the system. In these cases, we need solutions 
that let nodes correctly

 

find

 

their location in spite of 
attacks supplying the

 

false location information, and 
verify

 

the positions of their neighbors, so as to detect 
malicious

 

nodes announcing false locations.

 

Mobile ad hoc network, where a

 

prevalent

 

infrastructure is not present, and the location data

 

must 
be obtained

 

through node-to-node communication

 

only. 
Such

 

a scenario is of particular interest, since it is

 

open 
for malicious

 

nodes to misuse or dislocate

 

the location

 

based

 

services. For example, by advertising forged 
positions,

 

adversaries could bias geographic routing or 
data gathering

 

processes, attracting network traffic and 
eavesdropping or discarding. Similarly, counterfeit 
positions could grant adversaries unauthorized access 
to location-dependent services, let vehicles forfeit road 
tolls, disrupt vehicular traffic or endanger passengers 
and carriers. In this context, the challenge is to perform, 
in absence of trusted nodes, a fully-distributed.

 

Neighbor discovery is the process in which a 
node present in the network computes an identity and 
the total number of other nodes in its proximity. Many 
protocols consists fundamental building block including 
localization, routing, and group management. Time-
based communications and many media access control 
mechanisms rely on meticulous neighbor information. 
Neighbor discovery is important to the proper 
functioning of wireless networks.  

Neighbours are usually defined as nodes that 
lie within radio range of each other in the wireless 
network. Thus, neighbour discovery may be considered 
as the exploration of the volume of space or 
neighbourhood immediately surrounding a wireless 
node. Nodes found within the neighbourhood are 
neighbours and, depending on network configuration 
and topology, may cooperate in the performance of 
various tasks including communications, sensing and 
localization. However, wireless communications are 
prone to exploitation. Attackers have the freedom to do 
malicious activities ranging from simple denial of service 
to sophisticated deception. The correctness of node 
locations is thus an important task in mobile networks, 
and it becomes particularly challenging in the presence 
of adversaries target at harming the system. In these 
cases, we require solutions that let nodes (1) correctly 
establish their location in spite of attacks supplying not 
correct location information, and (2) verify the positions 
of their neighbours, so as to detect antipathetic nodes 
announcing false locations. 

In this paper, NNDRP (Neighbour Node 
Discovery Routing Protocol) discovers the trusted 
neighbour node by AODV (Ad hoc on Demand Distance 
Vector) and NTP (Node Transition Probability), after 
finding the trusted node that can be validated by 
passing that node information to all its neighbour nodes 
to update their routing tables, then only easily to find the 
destination route from the source node. 

II. Related Work 

In this [2] paper, they presented a method 
which exploits Time-of-Flight distance bounding and 
node cooperation to mitigate the problems of the 
previous solutions. However, the cooperation is limited 
to couples of neighbor nodes, which renders the 
protocol ineffective against colluding attackers.  

In this [1] paper, the new scheme is presented 
for neighbor position verification (NPV) protocol which 

M
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allows nodes to validate the neighbor nodes position 
based on local observations, this is done only by 
checking whether subsequent positions announced by 
one neighbor and draw a movement over time that is 
physically possible. The limitation of this method is an 
adversary can fool the protocol by simply announcing 
false positions that follow a realistic. 

In this [3] paper,  an impossibility proof showing 
that time-based protocols will not guarantee SND unless 
the environment is free of obstacles and the distance 
between neighbors is small.  

In this[4] paper, each node transmits at 
randomly chosen times and discovers all its neighbors 
in a given time with high probability, each node 
transmits according to predetermined transmission 
schedule that allows  to detect all its neighbors in  a 
given time with its probability.  

In this [5] paper, the algorithm used by Omni 
directional antenna is 1-way and the receiver will not 
send any acknowledgement after receiving the 
discovery message. The sender delivers the DISCOVER 
message to advertise itself. The receivers will discover 
one neighbor, if it receive the DISCOVER message 

properly in the listen state, The Omni directional 
antennas have drawbacks like decreased gain, 
increased signal distraction, high bandwidth 
consumption, and increased noise. Directional antenna 
requires longer transmission range and high. They 
strongly reduce jamming susceptibility and signal 
interferences in unnecessary directions.  

This [7] paper, AODV protocol finds the node in 
source-destination rout, but it cannot find the whether it 
is a trust node or malicious node. 

III. Proposed Protocol 

NNDRP (Neighbor Node Discovery Routing 
Protocol) finds the trust node with the help of AODV [7] 
(Ad hoc On Demand Distance Vector) and NTP [6] 
(Node Transition Probability) protocols, AODV protocol 
finds the neighbor node in the source to destination 
route, but that node can be verified by NTP protocol, 
whether it is a malicious node or trust node and it can 
be validated by sending trust information to all neighbor 
nodes to update in their routing table. 

 
 
 
 
 

 
                 
 
 
 
 
 
 
 
  
 
 
 
 
  
                
 
 

 
Figure 1:

 
Proposed Architecture
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AODV protocol sends a message to find a 
neighbour node, that message consists of rout request 
(RREQ),rout reply(RREP),rout error(RERR) and for 
checking the link status(HELLO)

In a network, after finding a node in the source-
destination route by AODV protocol, to find whether it is 
a trust node or malicious node, that can be found by 
NTP protocol, it determines node based on the 

Formal Verification and Validates the Mobile Nodes using NNDRP



 
 

 
    

 
  

probability,

 

normally the nods lie within the verifier

 

node’s proximity

 

for longer

 

time,

 

thereby improving the 
stability of the node, so verifier

 

uses

 

less control packets 
to determine the route between two nodes. The 
proposed algorithm adapts quickly changes in routing 
when host movement is frequent.

 

NTP based routing 
algorithm,

 

which determines the route

 

on replied 
information from

 

a particular node replied and reply that 
same information to all of it neighbours. In this 
algorithm, verifier

 

floods a control packet,

 

if it does not 
have neighbour nodes information and has data to 
send. The verifier table

 

is computed based on the 
received replies and we choose the node, which is 
replied with maximum replies

 

for more times as 
neighbor. By choosing that neighbour

 

node, route

 

table

 

is computed for the Source to Destination.

 

We

 

have 
assumed that a node within the other node’s proximity 
then we can say i.e. a neighbor node,  

 

When a node in a network receives a number of 
route requests that is greater than the threshold value by 
a specific source to

 

a destination in a particular time 
interval Tinterval, the node is declared as malicious and the 
message is sent to all the nodes in a

 

network.

 

If any

 

node is generating the control packets more

 

than the 
threshold value in a particular time

 

interval Tfrequency, this 
node service can be treated as denial of service. If the 
source does not receive any reply from the destination 
for a particular time interval Twait., then that node can be 
treated as malicious node.

 

We can determine the crisp value for the 
different traffic range of the mobile nodes based up on 
the input parameters such as queue length (QL), data 
rate (DR), and item size(IS)  for the  Node Transition 
Probability protocol.

 

IV.

 

Traffic Levels

 

                

 

Figure

 

3: Three levels of input.

 

The above figure shows the three traffic levels 
based upon the input parameters after rule base is 
selected and sorted for various traffic levels.

 

a)

 

Rule base

 

Rule base

 

is designed for

 

the fuzzy model as 
low-level, medium-level and high-level based on the 

input traffic level that is

 

shown in table 1, 2 and 3 
respectively. 

 
Low level:  

Table1: 
 
Rule Base for low level range

 

Rules
 

Queue 
length

 Data 
rate

 Item size
 

Traffic 
range

 

Rule1
 

Low
 

Low
 

Low
 

Low
 

Rule2
 

Low
 

Low
 

High
 

Low
 

Rule3
 

Low
 

Low
 

Medium
 

Low
 

Rule4
 

Low
 

Medium
 

High
 

Low
 

Rule5
 

Low
 

High
 

Low
 

Low
 

Rule6
 

Low
 

Medium
 

Low
 

Low
 

Rule7
 

Low
 

High
 

Medium
 

Low
 

Rule8
 

High
 

Low
 

Low
 

Low
 

Rule9
 

Medium
 

Low
 

Low
 

Low
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Medium level: 

Table 2:  Rule Base for Medium level range 

Rules Queue 
length 

Data rate Item 
size 

Traffic 
range 

Rule10 Medium Medium Medium Medium 
Rule11 Medium Medium Low Medium 
Rule12 Medium Medium High Medium 
Rule13 Medium Low High Medium 
Rule14 Medium Low Medium Medium 
Rule15 Medium High Medium Medium 
Rule16 Medium High Low Medium 
Rule17 Low  Medium Medium Medium 
Rule18 High Medium Medium Medium 

High level:  Table
 
3:

 
Rule Base for High level range

 
Rules Queue 

length 
Data 
rate 

Item size Traffic 
range 

Rule19 High High High High 
Rule20 High High Low High 
Rule21 High High Medium High 
Rule22 High Medium Low High 
Rule23 High Low High High 
Rule24 High Medium High High 
Rule25 High Low Medium High 
Rule26 Low High High High 
Rule27 Medium High High High 

In order to find the crisp value, we have framed 
27 rules based on the three input parameters QL, DR 
and IS. Now based upon the crisp value output, the 
threshold parameter associated with respect to the 
traffic pattern in any routing protocol can be changed to 
achieve desired flow control. In order to improve the 
Intrusion detection model and the intrusion response 
model crisp can be used to reduce the malicious node 
activity in the given ‘MANET’. Packet size, queue length 
are selected for fuzzy parameters of the data packets, 
data rate, power margin of nodes, and mobility range of 
nodes etc., a rule base is generated based upon these 
parameters. 

V. Intrusion Detection Method 

A node sends an intrusion (or anomaly) status 
request to a neighboring node, and then each node 
(including the initiation node) propagates the intrusion or 
anomaly status information. Then each node verifies 
whether the majority of the received reports indicate an 
intrusion or anomaly; if yes, then it concludes that the 
network is under attack. Any node that detects an 
intrusion then initiates the response procedure 
throughout the network. 

If any node identifies that another node is 
compromised, when its malcount exceeds the crisp 
value of the fuzzy approach (case-2) or threshold value 
as for (case-1) for allegedly compromised node. In such 
cases, it transmits this information to the entire network 
through a Mal packet. If other nodes also suspect that 

the node which has been detected, is compromised, it 
reports its suspicious to the network through a ReMal 
packet. 

 

           Figure 4: Mal packets generation                      

Audited data from other nodes cannot be 
trusted and should not be used because the 
compromised nodes can send false data. However, the 
compromised nodes have no chance to send reports of 
intrusion or anomaly because the intrusion response 
may result in their expulsion from the network. Therefore, 
unless the majority of the nodes are compromised, in 
this case one of the legitimate nodes will probably be 
able to detect the intrusion with strong evidence and will 
respond, the above scheme can detect intrusion even 
when the evidence at individual nodes is weak. 

VI. Intrusion Response Method (IRM) 

If two or more nodes report about a particular 
node, Purge packet is transmitted to isolated node in 
the network. 
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 Figure
 
5:

 
Purge packets transmission

 
All nodes look for a newer route through 

compromised node.
 

All packets received from the 
compromised node are dropped. Any node that detects 
locally known intrusion or anomaly with strong evidence 
(i.e., the detection rule triggered has a very high 
accuracy rate), can determine independently that the 
network is under attack and can initiate the

 
response.  

Purge packet is send to all the nodes in the network so 
that all nodes in that

 
network becomes aware of the 

malicious or anomaly node
 
and discards all the data 

packets and control packets from that
 
node, through the 

purge packet all nodes change their rout table entry, 
purged node is detected from

 
the neighbor node routing 

table and check the table for the neighbor nodes.
 

               
                  Figure 6:

 
ReMal packets generation

 
VII.

 
Implementation

 
The proposed security measures were 

implemented using NS2
 

as the simulator. The 
implementation part consists of following steps:

 a)
 

Creation of Malicious Nodes
 Out of N nodes 30% of the nodes were made 

malicious
 
in a network. In

 
a

 
network the nodes were 

selected randomly as malicious node, which
 
generate 

more Route
 

Requests (RR)
 

than the normal value.
 Normally the nodes generate route requests for a proper 

rout is not known to the destination when data is present 
in their buffer. The randomly selected nodes were made 
to generate more number of route requests irrespective 
of their buffer

 

data and for route discovery. Randomly 
each malicious node generates a variable number of 
route requests to another

 

in the network.IDM and IRM

 

operations are done cooperatively by a group of nodes 
when the confidence percentage level

 

is very low. When 
the confidence level is very high the alleged node is 
directly purged from the network increasing the 
efficiency of the method

 

and thereby decreasing the 

time taken for the detection and response modules 
incorporated. Thus the malicious

 

nodes are identified 
through the proposed security model.

 

b)

 

Method implementation

 

NS2

 

software is used to implement

 

the method. 
The simulations were based on 1KM X 1KM area

 

with 50 
wireless nodes. The nodes move from a random starting 
point to a destination with a speed ranging from 0-20 
m/sec, whenever

 

destination is reached another 
destination be targeted after a pause time. The Intrusion 
detection and intrusion response methods are

 

incorporated. Traffic sources are used Constant Bit Rate 
(CBR) with

 

each data packet 512 bytes size,

 

15

 

nodes in 
the network were made

 

malicious, sources and 
destinations were spread randomly across the network. 
The mobility model used random way in

 

rectangular 
field. Duration of the simulation is 900 seconds. 
Separate simulation was

 

performed for the malicious 
node creation

 

in the network and after the 
implementation of the Intrusion Detection and Response 
methods.

 

c)

 

Performance scaling

 

i.

 

Control overhead

 

The number of control packets transmitted

 

for 
every data

 

packet is noted,

 

for routing each hop is

 

treated as a packet. The following graph shows that the 
malicious nodes increase the routing load over

 

the 
network as they generate the false route requests and 
thereby increasing the number of control packets for 
each data packet.

 

After implementing the proposed 
security model, it considerably decreases the routing 
overhead

 

by identifying the malicious nodes and 
eliminating them from the network and bringing the 
network near to normal through NTP protocol. The 
performance metrics of control Overhead Vs Pause 
Time is shown in the below figure.
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ii.

 

Throughput 

  

The ratio of CBR packets delivered to the

 

generated is termed as throughput. For different

 

pairs of 
the source and destination pair corresponding 
throughput is noted. The throughputs for the NTP 

affected with malicious nodes are less when compared 
with ordinary NTP protocol. After incorporating the fuzzy 
approach the throughput is getting increased. The 
performance scaling

 

of the throughput Vs Source-
Destination Pair is shown in the figure 3.2.

 

          

iii.

 

Mobility

  
The graph is plotted for different

 

mobility

 
ranges. The system

 

performance has been observed in 
the presence of malicious nodes. The performance of 
the system is enhanced due to the implemented model. 
In the simulation misbehaving node generates false 
route requests, so that node corresponding packet 
delivery decreases.

 

The performance metrics of Packet 
delivery Vs Mobility is shown in the below figure.

 
  

Figure 7: Control Overhead Vs Pause Time

Figure 8: Throughput Vs Source-Destination Pair
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iv.

 

Delay Vs Pause Time

 

This is an

 

average of delays incurred by all of 
the packets that are

 

successfully transmitted. The below

 

graph shows the malicious nodes in the network has 

 

compared to the normal network as the nodes forward 
the false RRs to other nodes and thereby increasing the 
overall time to process the control packets. The 
performance metrics of delay Vs Pause Time is shown in 

 

  

After incorporating the fuzzy security scheme 
the end-to-end delay is brought down to near normal 
network as intruder nodes were

 

identified and their

 

activities are restricted and intruder nodes are 
eliminated from the network.

 

VIII.
 

Conclusion
 The distributed false route request problem 

increases end-to-end delay, routing overhead,
 decreases

 
the throughput and overall efficiency of the 

Figure 10: Delay Vs Pause Time
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meticulously increased end-to-end delay of the network the below figure.
            

network. Our solution to this problem as successfully 

eliminated the intruder nodes and has brought the 
network performance near to the normalcy. The 
performance characteristics of network depicted in the 
graphs prove this statement. 
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Abstract-

 

Node.js gave rise to the Full Stack Developers who 
are now able to manage server and client side by their own. 
Node.js is fast and reliable for heavy files and heavy network 
load applications due to its event driven, non-blocking, and 
asynchronous approaches, where developers can also 
maintain a complete projects in single pages (SPA) and can 
use for IOT. The result of study

 

concludes from a survey and 
from literature review the implementation areas and challenges 
of the Node.js. Lastly will provide suggestion on how to 
improve to overcome the challenges.

 
  I.

 

Introduction

 eb based applications are increasing its 
popularity as they become easier to develop, 
maintain and secure. Also they are easily 

reachable to the clients and does not require additional 
installations in most cases and are quickly customizable 
[1]. Web application is derived from web based system,

 which

 

have

 

additional functionality to execute business 
logic of an organization. These applications are totally 
web based instead of requiring to install a separate 
application on the operating system [2]. Google Docs,

 Web based retail stores,

 

Google Maps, and the web 
based email applications are kind of Web applications 
[1][3]. 

The Web development industry will find two 
kinds of developers. i.e. Front-end developers and 
Back-end developers[3]. Front-end developers require 

to have knowledge of HTML, CSS, and a programming 
language to add effects and more to the front – end i.e. 
JavaScript. They build the web sites display and effects 
which are shown to the clients by converting the 
designer’s design [3].Back-end Developers build the 
business logic behind any web application. The actions 
for instance adding and retrieving news highlights to 
and from a web applications, or sending email from a 
web based forms, or authenticating a visitors or clients 
credentials are all part of back-end developers. A back-
end developers need to know languages like PHP, .NET, 
Java, and others [3][4].Back-end developers should 
also have knowledge of databases like My SQL, Oracle, 
and SQL Server, or should hire or entrust a database 
administrator to work with the flow. A database 
administrator will take care of database server and 
ensure its smooth performance [5] [4].  

Full stack developers are jack of all trades, and 
they are the one who do all. Mostly back-end developers 
are required to have skills of front-end developers and 
vice versa and have extra burden on them of learning 
additional skills set[4].So it is clear that for a developer 
to become full stack, he have to have expertise in 
languages of three kinds, i.e. Client Side languages 
such as Java script along with HTML and CSS, Server 
Side Languages such as PHP, .NET, Java, Ruby, etc, 
and database expertise such as SQL Server, MySQL 
Server, and Oracle. As depicted in Figure 1. 

Figure 1: Full Stack Developer

 Node.js is overriding the complication of 
learning multiple languages in the same time to become 
a Full Stack developer where a front-end developer who 

is confident in JavaScript just requires to learn some 
additional Server Side Functions and he becomes a 
Back-end developer [6] [7]. Apart from this where 
Node.js is free, it is also used by thousands of 
developers around the globe [8].While the web 
application demands performance and scalability, 
history have already adopted threading and events 

W 
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either separately or its combination. But its daily internet 
traffic’s increasing nature demand better and new 
solutions to improve the concurrent nature of the 
service. One solution is Node.js (which sometimes is 
also termed as Node [9]) which is a lightweight, and 
fulfills the demands through event-driven and non-
blocking I/O model and server-side JavaScript [10][11]. 
Chrome’s V8 JavaScript engine is the basis for Node.js 
as Node.js JavaScript runtime is built on it [11]. Written 
in C++, V8 is an open source from Google as a high 
performance JavaScript engine. Google have used V8 in 
Google Chrome browser, and is capable to run 
standalone and can also be embedded into C++ 
applications. It is capable to run on different versions of 
Windows, Mac OS, and Linux [12].  As Node.js is event-
based and not thread-based, it is also capable of 
scaling to millions of connections concurrently, while 
using an event loop within a single thread and not 
making overhead of multiple threads. Node.js 
processes its I/O operations asynchronously and is 
widely misunderstood with AJAX. While Node.js and 
AJAX are considerably different [9]. 

a) Advantages of Node.js over others 
Node.js is built from ground for the purpose of 

handling asynchronous I/O as it is built of JavaScript 
and JavaScript is built as event loop. Like the on click 
event for a button in client side JavaScript is and event 
loop. While other environments do have this feature, 
they have it with using third party libraries or are not built 
from ground for the same purpose like the Node.js and 
hence they are often slow, or lags and does not belongs 
as a standard feature to them. Some of the examples 
are Event Machine – built for Ruby, Twisted – licensed 
under open source MIT License, it is introduced for 
Python and is available since Python 2 onwards, and 
network framework library for Apache named as Apache 
MINA which is also called “Networking Socket Library” 
and is another example of providing event-driven and 
asynchronous limited to APIs only. Similarly Apache 
AsyncWeb is built using Apache MINA and Perl’s Any 

Event. Similarly an edge of Node.js over others will be 
that it will be capable of handling multiple request while 
it will act like a client towards the third party services by 
executing only a single thread. Other languages in this 
regard will block the processing until the remote server 
responds first for their initial request as a result they will 
be requiring multiple threading for executions. 
Comparatively in Node, all what you will use is 
asynchronous as it will become quite hard if you are to 
write non-asynchronous code in it. Also Node.js will 
never force to buffer data before outputting while the 
others like Event Machine, forces buffering in many 
cases to buffer the data[7][6][13][14][15][16][17]. 

Being server side JavaScript, another admirable 
edge of Node.js over others is that a developer will be 
required to only have knowledge and experience of a 
single language i.e. JavaScript, no matter if he is 
developing client side scripts or scripts for server side. 
The developer is not required to swap his brain cycles 
from for one language at client side and then for another 
language at server side. Hence JavaScript end-to-end 
as depicted in the Figure 2. Here the database of 
JavaScript also store date like a JavaScript Object. 
Adding to this, it is also worth considering that Node.js 
is new and thus have benefit of taking precautions 
against the mistakes which other languages had come 
across in the past such as the mistake of backward 
compatibility[7][6]. Figures shows that about 47% of 
web surfers wants a website to be loaded within 2 
seconds and a 3 second delay drops the customer 
satisfaction by 16% [18]. Here the Node.js leads as the 
interpreter of Node.js is smaller and fast compared to 
other languages like PHP. Here the server side apps are 
permanently kept ON unlike other languages where 
every initiation of the application will follow cycles 
consuming steps of for example loading configurations, 
followed database connectivity, acquire required 
information and finally render the markup language. 
Node.js on other hand reduces these steps by keeping 
an app permanently ON [19]. 

Figure 2: JavaScript end-to-end 

b) Disadvantage of Node.js over others 
A code in Node.js becomes fast growing, along 

with making it difficult to debug due to the fact that it is 
using event-driven/callback approach [7]. Big drawback 
currently is the unavailability of ready hosting for Node.js 

environment. Complex topics of JavaScript language 
such as prototypical inheritance, anonymous function, 
callbacks make the language hard to learn, and thus 
becomes the choice to be learnt when one has 
mastered another easy language first [20]. Node.js is 
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not a mature language still and thus faces so much 
hesitation to get joined by expert programmers. Another 
issue is that being single-threaded, other requests are 
stopped if in case the CPU is occupied even for some 
parts of a second. And so the developers are also 
forced to think in asynchronous which is not easy to get 
used with [21] [22]. 

The scope of the study is to make struggles for 
exploring the implementations of Node.js and try to 
catch on how it can be made easy to implement for new 
comers specially. Also it tries to explore challenges to 
Node.js that why it is still not being very widely 
implemented and why new comers to Node.js are less? 
Efforts will be made to combine the ideas with real 
experiences and not suffice just theories. The study will 
be exploring the issues in the Node.js implementations 
and adoption if any and provide recommendations for 
those challenges. This study will make the reader 
interested in the adopting of Node.js as the features and 
possibilities of Node.js will be uncovered to the reader. 
The result of this study will help developers to find out 
reasons and methods to quickly adopt the Node.js and 
help Node.js become popular in the market similar to 
other top languages like .Net Languages and PHP. This 
paper is organized as follows, section 2 will explore the 
review of literature, section 3 will talk about material and 
methods used for this study and section 4 will depict the 
results and finally discussion and future work will be 
discussed. 

II. Literature Review 

This section describes about the existing 
research on the Node.js as a server side language and 
areas where Node.js is implemented practically, along 
with having some general review about the same like 

History of Node, and some application areas of Node.js 
and is it efficient or not. 

a) About JavaScript and Node.js 

The history of JavaScript dates back to the 
beginning of WWW and it started playing integral role in 
making the front ends of websites interactive. JavaScript 
introduced its concepts in AJAX in late 1990’s which is 
again used to add real time like behavior to the web 

pages. Till this time the JavaScript was always believed 
to be a client side scripting language and that it has 
nothing to do with the server side programming. 
However by the development of server side JavaScript 
like Node.js, the concept changed and now the 
JavaScript is not only a client side scripting 
programming language, but also it is also capable of 
executing on server side. Node.js is one of the main 
competitor in the JavaScript on server-side era. Again it 
is important to mention that Node.js is different from 
JavaScript, while JavaScript is no doubt backbone of 
Node, Node.js is just build on top of JavaScript only and 
hence use the same language [9]. 

b) History and Evolution of Node.js 
The created Ryan Dahl was first motivated to 

build Node.js from a progress bar showing file upload at 
Flickr (a company of Yahoo dealing with pictures 
galleries [23]) where the browser was asking server 
again and again about how much size of file is being 
uploaded [24][25]. And on March, 2009 Node.js got its 
name for the first time and the package manager for it 
was also introduced in the same year in October and an 
early preview of npm (the Node.js Package Manager) 
was introduced. Later in the same year in November, the 
creator Ryan Dahl did the first talk about Node.js at 
JSConf 2009 where he talked about Node.js in detail. He 
explained how Node.js is event based, and works on 
callbacks where every function of I/O as receiving input 
from disk, network or any process, should use callback 
and the audience stoop up to applaud for his extra 
ordinary project. In 2010 Express framework was 
introduced towards Node.js [26][17]. The node.js was 
not available for Windows Environment until July 2011 
when Microsoft partnered with Joyent for this purpose 
and support of even older version of Windows Server 
was added [27]. Later in end of 2014 some of the 
enthusiasts from Node.js team boycotted Node.js and 
created their own fork from Node.js naming it io.js or 
iojs. They boycotted as they were unhappy with the 
control of Joyent over the project [28]. The following 
year, both of them again seem to merge together as 
they both voted to form a neutral Foundation of Node.js 
and finally in the same year in September 2015 they 
merged back and their integrated community made 
amazingly progress in emerging a joined 
codebase[29][30]. 

c) Architecture of the Node.js Platform 
With the build of Node.js, the web servers got 

event driven programming. Which made the web server 
fast and in a language widely popular i.e. JavaScript, 
and this is also the reason that the entire web 
development community got access to Node.js within 
no time. In Node.js developers are not required to make 
use of threading while creating greatly scalable servers. 
Node.js uses a very easy event-driven model which 
uses the triggering of callback functions upon 
completion of a task or generation of error. Ryan Dahl 
created the Node.js behind the idea that other 
programming languages makes it difficult to program 
things to make them work concurrently[31][32]. 

d) Adoption of Node.js 
Node.js is adopted by giants such as PayPal, 

LinkedIn, Medium, and Netflix to mention among the 
many [33]. Face book adopted Node.js and it proved for 
them extremely proficient and then they adopted it for 
production [34].Microsoft made a worthy change of 
making Node.js a part of the developer stack mainly 
since then developers can now use it on Azure platform 
also along others and is not restricted to only old 
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Operating Systems[35]. Walmart adopted end-to-end 
JavaScript by using Node.js believing that Node.js will 
be helping them to front their services which they are 
providing all over the world. They mentioned they 
adopted Node.js also because it is not just introducing 

new thinking of how to build perfect software, but also 
great way to express the existing things in a new way 
[36].According to the statistics by GitHub, JavaScript is 
the most popular language. The statistics graph is 
shown in Figure 3[37]. 

Figure 3: Javascript the most popular language[37] 

e) Application of Node.js 
Node.js was compared with PHP/Nginx for 

Performance and Scalability, where Node.js showed 
high performance and scalability compared to PHP/ 
Nginx. The two researchers developed web application 
on Dijkstra Algorithm and simulated load of concurrent 
user requests using some load generators [38]. 
University of Notre Dame in [10] had a project report 
issued where the author performed tests between 
Node.js and Ruby’s Event Machine and Apache’s 
threading model, which measured request time over the 
number of cores. Node.js had again beaten the other 
two especially when the number of cores were 
increased. Node.js based DPWS – Devices Profile for 
Web Services (termed as Node. DPWS) was evaluated 
for performance and compared with alternative DPWS 
tools. The researcher concluded that Node.js based 
DPWS was easy to use as well as light weight. Node. 
DPWS had beaten even the most striking substitute of it 
in the field of IoT (Internet of Things) [39]. Node.js also 
plays important role in GIS field and a paper published 
in Journal of Korea Spatial Information Society used 
Node.js in Web GIS. They implemented Node map and 
concluded in their research that Internet GIS have its 
future bright in combination to the Node.js[40]. Another 
analysis study at [9] has shown that Node.js can be 
used to have complex real time applications and that 
these application can be served for millions of client 
connections. There is a web service named MAGI which 
is used in infrastructures of graphic processing unit 
(GPU) for the purpose of fast data analysis of Micro 

RNA-seq. While MAGI is based on Node.js, it did 
addressed the limitation of other similar tools to not 
being able to handle large files, and a burdensome error 
prone steps. Also MAGI helped uncovered the delay in 
downstream analysis as the others are time consuming 
and solved the issue of others of not being able to 
provide statistical tests [41]. 

i. Single Page Applications 

Single Page Applications or SPA is a term given 
to web based applications which does not cause a page 
to reload during use. While SPAs have history from quite 
a long time, and is based on Java, Flash and 
JavaScript.  It is known that JavaScript does not require 
any third party client plugins like the former ones. And 
that is the reason that Node.js as it is based on 
JavaScript becomes successful in competing the others 
in SPAs [42]. 

ii. NodeOS 

An operating system built on Java Scripit is 
Node OS. Its packages are managed by the package 
manager of Node.js which is npm hence any Node.js 
package is Node OS package. While packages in npm 
is about 300,000.NodeOSwon the Spanish 9th National 
Free Software Championship in the category of the 
Systems and is also honorably Mentioned in its 10th 
edition [43] [44]. 

iii.
 

PoisonTap
 

Poison
 

Tap is built on Node.js to create 
backdoors even the locked computers. This USB just 
requires to be plugged to a running computer even if it 
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is locked. It then installs continuous backdoors which 
operates even if the USB is removed later and allows the 
intruder to access also the router along with the target 
network and cookies of the web browser [45]. When we 
asked the creator Samy Kamkar through email that why 
he choose Node.js for Poison Tap, he replied: “The 
browser based code must be in JavaScript, so it made 
sense to me to keep the backend in the same 
language”. 

iv. Node.js in IOT 

Node.js is adopted by developers and 
researchers for IOT for the reasons that JavaScript fast 
and is familiar among the large number of web 
developers as they use it with HTML5 for programming 
front end User Interfaces, and important point is that 
JavaScript is best for embedded devices as its nature is 
to support asynchronous and event-driven functions. 
Also the programming model adopted by Node.js is a 
great fit for embedded devices as well as servers and 
the domain experts have already adopted Node.js for 
the purpose of IOT [46].Microsoft have also adopted 
Node.js for IOT development in its developer resources 
[47]. 

III. Materials and Methods 

This study gains knowledge from the Node.js 
domain experts through intensive literature review.  This 
study also gains knowledge from a surveys conducted 
from the professional developers. The survey was 
created on Google forms and ran for 1 month from the 
following link: 

 https://docs.google.com/forms/d/e/1FAIpQLSc4Ghr
oqubE5jQSnzmPOXEWuXzD8IcpRCtFPbSfFYscszX
SVg/viewform?hl=en 

The survey was targeted to the developers 
groups on the LinkedIn, Facebook and also shared with 
professional developers. 

IV. Results and Findings 

The Literature Review concluded that Node.js 
can be useful and should be implemented in any place 

where there is processing of large files or requires large 
network load. Below are discussed some results in the 
same context.  Due to Node.js a developer can easily 
become Full Stack Developer where he as a developer 
does not require separate colleagues for server side 
development and database development. Also the 
employers can reduce their cost by adopting Node.js as 
they will find a single developer taking care of 
performing all task at server side as well as at client 
side. Introduction of Node.js also introduced easy 
implementation Single Page Applications (SPA) where 
the web application developed in it are faster, as they 
use fewer resources of the server and fewer callbacks to 
the server while making the websites more interactive 
and user friendly[42]. The literature review also 
concluded that the field of Internet GIS have bright future 
in combination with Node.js. Also to mention, that 
Node.js is proven to be faster than other to process 
graphics processing. As there are benefits of the 
Node.js, there are large chances of misusing it and one 
such case is the release of PoisonTap USB which create 
backdoors to a computer and the network through any 
running computer even if it is password locked. Due to 
the increased use of JavaScript among the developers, 
such backdoor software are also part of life of 
developers. 

As the study is also based on the quantitative 
research, because a survey was conducted, below are 
mentioned the results of the same. The online survey 
was sent to several Professionals through LinkedIn, 
Facebook, and Personal Networking. Total 93 
responses were received. Among them 80 responses 
were useful for this study as they were developers and 
as this study is related to developers’ community. 
Among the 80 developers (respondents) which were 
reached within a month, 16.2% did not know about 
Node.js. The rest 83.8% of the developers proceeded 
with the rest of the survey questions and they were 67 in 
count as shown in Figure 4. 
 

 

Figure 4:
 
Awareness of Node.js
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Regarding learning challenge; the respondents 
shows that is somehow hard to learn the Node.js as only 
31.3% said it wasn’t a challenge for them to learn 

Node.js. 23.9% felt its learning as a challenge, 44.8% felt 
little bit the learning as a challenge as shown in Figure 5. 
 

Figure 5: Learning JavaScript for Node.js
 

 
Regarding Database challenge; the survey 

concluded the results that as developers are familiar 
with the SQL databases, they find it difficult to adopt the 

NoSQL databases
 
as quickly as only 31.3% said that the 

NoSQL
 
databases use and learning is not a challenge 

as shown in
 
Figure 6.  

Figure 6: Use of NoSQL Databases 

Regarding the Event-Driven feature challenge, 
the survey concluded that they felt

 
difficulty with Event-

Driven feature of Node.js as 40.3% did not considered it 

as a challenge, the rest25.4% felt it a challenge to some 
extent only, and the rest 34.3% said they felt it as a 
challenge as shown in

 
Figure 7. 

Figure 7:

 

Event Driven feature of Node.js

 

Regarding Non-blocking feature

 

challenge, the 
survey concluded this feature is a challenge to the 
developers. As the Figure 8

 

shows, only 41.8% did not 
feel it as a challenge while 31.3% see this feature as a 

challenge, 26.9% see it as a challenge up to some 
extent only.
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Figure 8: Non-Blocking I/O in Node.js 

Regarding asynchronous
 
feature challenge, the 

survey concluded this is not enjoyed by the developers 
as according to Figure 9

 
only 43.3%feel the feature 

wonderful, 38.85 say that this feature is a challenge and 
17.9% feel it as a challenge up to some extent only.

 
 

Figure 9: Asynchronous Processing in Node.js
 

Regarding the challenge of being familiar with 
other programming language; the survey concluded that 
the developers with hands on other languages also 
enjoys Node.js as according to the survey outcome 
shown in Figure 10

 

the respondents who are using other 
programming languages do not feel Node.js adoption 

as a challenge by 50.7% and rest of 17.9% from the 
other programming languages felt Node.js adoption

 

as 
a challenge to some extent. While only 31.3% feel it as a 
challenge if they are from other programming language 
environment.

 
 

Figure 10: Developers from other programming languages

 

Regarding the challenge of configuring server 
for Node.js; 61.2% responded as they did not felt it as a 
challenge. Only 25.4% felt it as a challenge, while 13.4% 
felt setting up the server a challenge up to some extent 

only. The result of survey to this opinion is shown in 
Figure 11. 
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Figure 11:
 
Setting up hardware for Node.js

 

Regarding the challenge of organizational 
decisions to adopt Node.js; according the Figure 12

 

from survey results, 47.8% said the reason to delay the 

Node.js implantation is their organization’s decision. 
37.3% disagreed with it, while 14.9% respondents are 
not so sure about this question.

 
 

Figure 12: Organization decision to replace the current technology 

The challenge of market awareness is also a 
factor in implementing the Node.js. This is shown from 
the Figure 13

 
as when asked from the online survey 

respondents about the market awareness factor, 44.8% 

agreed to it as a challenge, 19.4% agreed it as a 
challenge up to some extent. While only 35.8% said it is 
not a challenge.

 
 

 

  

As a result of the survey conducted, the greatly 
liked feature (by about 50% developers) of the Node.js 
is the reality that the same consistent language is used 
on both the servers and the clients. While the other 
features like event-driven, non-blocking feature, and the 

use of JavaScript is also liked by about 46% of 
developers. And some of them (which are 34.3%) also 
liked its ability to make itself best fit in IOT. This is shown 
in Figure 14
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Figure 13: Lack of market awareness as a challenge to implementing Node.js



Figure 14: Greatly Liked Features of Node.js 

V. Discussion and Future Work 
The study got the finding about the 

implementation of Node.js. Below is discussed the 
implementations positive findings as a result of literature 
review and the survey. 
 The Node.js have made Full Stack Developers’ job 

a dream come true. In absence of Node.js it was 
hard for a developer to learn several different 
languages and environments to manage the 
complete system at server side and client side. 

 Organizations and developers can now with the 
invent of Node.js build highly load bearable and 
faster applications and by using Single Page 
Applications (SPA) now the server calls are reduced 
and the applications are more user friendly and 
faster. 

 Node.js made it easy to achieve high load 
operations like graphic processing and Internet GIS 
very quicker, and it can be reliably used in every 
field where the files sizes are high or the network 
bandwidth is highly consumed. Node.js will make 
such operations faster and with less need of 
bandwidth. 

 Community like its feature that the same language is 
also being used at server side while JavaScript is 
always been used at client side for ages. 

Node.js have some challenges in context of its 
use in the community as well as its adoption by the 
developers and organizations over the existing 
programming technologies. No doubt that Node.js have 
great benefits, it have also some challenges to the 
community. One such challenge is the ability of misuse 
of the widely used language by developers. One 
enthusiast have made a backdoor software using 
Node.js on Raspberry Zero. It can create backdoors in 
the target computer and their network even if the 
computer is password locked. Although there are 
solutions from such backdoors but some seems 
impractical like totally blocking the USB ports, and 
closing the web browser every time the user leaves the 
computer. And other options are not implemented by 

majority and mostly might not be aware of it like using 
secure layer on ones websites (https), and enabling 
secure flags on the cookies which common users might 
not know about it [45]. 
 There is a plus point but as understood from the 

survey conducted that the community feel it hard to 
learn JavaScript for Node.js  

 Also the developers having knowledge of other 
programming languages have complications in 
adopting Node.js. Even the setting up of server for 
their programming work is not an obstacle. This is 
as concluded from the survey results. 

 Another plus points were event-Driven 
Programming, Non-Blocking I/O, and asynchronous 
feature. But according the survey results is that the 
features like event-driven programming, Non-
Blocking I/O, and Asynchronous processing is a 
hindrance.  

As a result of the survey, a challenge comes to 
front is that most organizations are not ready to adopt 
the new technologies like Node.js over their existing 
ones like PHP, .Net, etc. Also there is a lack of market 
awareness which is causing a barrier to adopt Node.js 
for implementation. At a developer level, there is a 
challenge which is seen from the survey results that they 
are not feeling it easy to learn the database working and 
using of the JavaScript environment. And there also 
seems a lack of enough knowledge among the 
developers as from the survey results a reasonable 
respondents to the questions on the important features 
like event-driven, non-blocking I/O and asynchronous 
processing is making the decision about this. 

The community can be taken to the Node.js by 
little efforts of trainings, and conducting workshops to 
introduce Node.js to new and existing programmers and 
explain to them the benefits of Node.js features like 
event-driven programming, non-blocking I/O, and 
asynchronous processing. The community need to be 
updated about the features of how Node.js is faster in 
performing network related tasks specially when it come 
to the challenge of handling large files over the network 
and handling multiple callbacks in the other languages 
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like PHP, .NET, etc, causing the server to overload or 
require more memory. Also organization should be 
briefed about the benefits of hiring Full Stack 
Developers based on Node.js and how they will cut 
costs related to server bandwidths and developers 
hiring and speed of the applications built over Node.js 
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Abstract-

 

The main objective of the paper is to supply security 
and to expand the

 

network lifetime. The energy management 
domain is selected to reinforce the security system in wireless 
sensor networks. A typical wireless sensor network consists of 
many trivial and low-power sensors that sense radio 
frequencies to perform disseminate sensing tasks. These 
nodes typically have really restri \cted and non-replenish 
prepared energy resources, that produces energy and an 
important vogue issue for these networks. Routing is another 
really troublesome vogue issue for WSNs. Properly designed 
routing protocol not absolutely guarantees high message 
delivery relation and low energy consumption for message 
delivery, but in addition it should balance the full sensor 
network energy consumption, and thereby extend the sensor 
network fundamental measure. Throughout this paper, the 
tendency to confer Secure and Economical value Aware 
Secure Routing protocol for WSNs to balance the energy 
consumption and enhance the network fundamental measure. 
Further the tendency to reinforce very cheap work to avoid the

 

fake energy indicator nodes by victimizing the house 
parameters.

 

Keywords:

 

wireless sensor network, security, energy 
efficiency, geo routing.

 

I.

 

Introduction

 

uture sensor networks area unit is composed of 
Associate in nursing oversize category of closely 
packed sensor nodes. Each node inside the 

sensor network may embody one or further sensors, 
occasionally radio power, movable power gives 
presumptively localization hardware, sort of GPS (Global 
Positioning System) unit or a travel device. A key feature 
of such networks is that their nodes area unit 
unattended. Consequently, they have restricted and 
non-replicable energy resources. Therefore, energy 
efficiency could be a crucial vogue thought for these 
networks. Throughout this paper the tendency to review 
energy economical geographic packet forwarding 
techniques. Distributive knowledge in an area would be 
a really useful antique in many location aware systems, 
and notably detector networks.  The region could also 
be expressed, as an example, by a tetragon in 2-space, 
therefore it satisfies the on prime of communication task, 
this question should be disseminated to the sensors 
inside the region, cost-effective because of publicize the 
geographic question to such a region is to leverage the 

position info inside the question and to route the 
question on to the region instead of flooding it 
everywhere. Previous survey had done to route a packet 
geographically to a target area in Associate in assist ad-
hoc networks. Detector networks believe wireless 
communication, that's naturally a medium and is further 
vulnerable to security attacks than its wired counterpart 
due to lack of a physical boundary. Inside the wireless 
detector domain, anyone with a suitable wireless 
receiver can oversee and interrupt the detector network 
communications. The adversaries may use valuable 
radio transceivers, powerful workstations, and move with 
the network from a distance since they don't seem to be 
restricted to exploitation detector network hardware, it's 
accomplishable for the adversaries confirm to spot, the 
message provide or maybe determine the availability 
location, though durable secret writing is employed. 
Source-location Privacy (SLP) could be a crucial security 
issue. Lack of SLP can reveal very important perception 
concerning the queue carried on the network and 
additionally the physical world entities. Whereas 
confidentiality of the message could also be ensured 
through content secret writing but  it miles a lot of 
difficult to adequately address the SLP and  protecting 
the SLP is toughest job in WSNs since the detector 
nodes embody exclusively cheap and low-power radio 
devices, and area unit designed to regulate unattended 
for long periods of some time. Battery recharging or 
replacement is additionally unfeasible or unacceptable. 
Computationally intensive crypto graphical algorithms, 
like public-key cryptosystems, and large scale 
broadcasting based protocols, are not acceptable for

 

WSNs. To optimize the detector nodes, restrict the node 
capabilities and additionally applying specific nature of 
the WSNs. Traditionally, security desires for the foremost 
half overlooked, this leads to WSNs vulnerable from 
network security attacks. Considering the worst case, 
opponents are able to undiscovered and lead some 
wireless detector nodes, compromise the 
cryptographically keys, and reprogram the wireless 
detector nodes. Throughout this paper, the tendency to 
initial proposes some criteria to quantitatively live 
source-location knowledge discharge for routing-based 
SLP schemes. Through the projected live criteria, the 
tendency to area unit able to establish security 
vulnerabilities of some exiting SLP schemes. We tend to 
propose a subject matter which is able to provide every 

F 
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content confidentiality and SLP through a two-phase 
routing. Inside the initial routing section, the messages 
provide randomly selects Associate in nursing 
intermediate node inside the detector domain therefore 
transmits the message to the Randomly Selected 
Intermediate Node (RSIN), this section provides SLP 
with a high native degree. Inside the second routing 
section, the messages area unit routed to a hoop node 
where the messages area unit homogenized through a 
Network Mixing Ring (NMR). By integration of the 
nuclear magnetic resonance, we tend to area unit able 
to dramatically decrease the native degree and increase 
the SLP. Our simulation results demonstrate that the 
projected theme is improbably economical and may 
return through a high message delivery relation. We 
believe it is going to be used in many smart 
applications. 

II. Related Work 

The main idea of [1] authors approach was to 
eliminate the unidirectional link at the network layer and 
magnificence novel shake and channel reservation 
mechanisms at the medium-access management layer 
using topological knowledge collected inside the 
network layer. This paper absolute to get the 
unidirectional links and to avoid the transmissions 
supported unlike links but they have not considered 
dynamic nodes benefits. In [2] paper, author designed a 
cross layer framework that constructively improves the 
performance of the raincoat layer in power 
heterogeneous extempore networks. In addition, our 
approach seamlessly supports the identification and 
usage of unidirectional links at the routing layer. In [3] 
paper author thought of the periodic salutation sharing 
is to hunt out the unidirectional link. But this periodic 
sharing may even causes to overhead inside the 
network. In [4] paper, author planned to distribute the 
answer supported reducing the density of the network 
exploitation with a pair of mechanisms: bunch and 
adjustable transmission vary. By exploitation adjustable 
transmission varies; author in addition achieved another 
objective, energy economical vogue, as a by-product. In 
[5] paper, author’s thought is bunch mechanism. The 
result of tightly coupled technique may increase the 
delay in information transmission and author presents 
ad-hoc on demand distance vector routing (AODV), a 
totally distinctive rule for the operation of such ad-hoc 
networks. Each mobile host operates as a specialized 
router, and routes unit obtained professional re natal 
(i.e., on-demand) with little or no reliance on periodic 
advertisements. AODV is on demand routing protocol 
that routes unit established on demand and destination 
sequence numbers unit accustomed notice the latest 
route to the destination. The affiliation setup delay could 
be a smaller quantity. The salutation messages 
supporting the routes maintenance and unit range-

limited, so those causes superfluous overhead inside 
the network but the intermediate nodes can lead to 
inconsistent routes if the availability sequence selection 
is very precious and additionally the intermediate nodes 
are stronger but not the latest destination sequence 
selection, thereby having stale entries. In [6] paper, 
authors present a mathematical framework for 
quantifying the overhead of proactive routing protocols 
in mobile ad hoc networks. They specialize in things 
where the nodes unit indiscriminately but the wireless 
transmissions could also be decoded faithfully and 
communication among nodes unit vary completely 
different. In [7] paper, authors present a general preview 
on different sources of energy consumption in wireless 
sensor networks, not on the routing. In [8] paper, 
authors concentrated on distance between nodes only 
not on security. 

a) Overview of Existing System  
Several geographical routing protocols were 

planned in recent years for wireless detector networks. 
In geographical routing each node forwards messages 
to its neighboring nodes by supported computable 
value and learning value. The computable value 
considers every house to the destination and 
additionally remaining energy of the detector nodes. 
Location privacy is provided through broadcasting that 
mixes the valid messages with dummy messages, but 
exclusively consumes the detector energy but in 
addition can increase the network collisions and scale 
back the packet delivery relation. 

b) Proposed System 
The energy consumption is severely 

disproportionate to the uniform energy preparation for 
the given configuration that greatly reduces the period of 
time of the detector networks. To resolve this drawback, 
we have an inclination to propose a secure and 
economical Cost-Aware Routing protocol which is able 
to address the energy balance and routing security at 
constant time in WSNs. In the proposed protocol each 
detector node needs to maintain the energy levels of its 
adjacent neighboring grids in addition to their relative 
locations, throughout this paper we'll specialize in a pair 
of routing strategies for message forwarding: shortest 
path message forwarding, and secure message 
forwarding through random walking to create routing 
path unpredictability for provide privacy and jam 
hindrance. 

  
Initially all nodes assortment contains data 

regarding neighbor nodes, the network monitors having 
the detailed data of neighbor nodes like routing table, It 
provides the nodes data to the route manager. 

  
The mobile devices periodically share their 

unused energy to all the nodes per unit area 
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i. Route Discovery

ii. Energy Updating



  

participating inside the network, this energy nodes will 
select the route i.e., reliable. 

  
When supply node sends a request, nodes can 

check the energy of all its one hop neighbor nodes. 
Then the node chooses succeeding node that one has 
high energy price. All the nodes do constant method.  

  
This module is split into 2 sub modules named as  

1. Poll method and information method 
2. Poll method–By exploitation this module the node 

will verify the neighbors. 

c) Data Process  
In this sub module, the node ought to cross 

check the knowledge.  A node must verify the other 
node, and then the champion checks the knowledge 
(which is collected from the neighbor). Throughout the 
checking methodology verifiers compares the house 
b/w each neighbor and the other. The distance is 
calculated in a pair of ways, i.e. during which  

• Location based comparison 

• Data transmitted speed comparison 
 

 
 

 

 

 

 

  

 

 

 

 

 

     

  
    

  

Fig.1:  Activity of proposed model
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iii. Calculating Hop-By-Hop Energy

iv. Neighbor Node Processing



  

III. Results 

Fig. 2 shows the network placement. The nodes are randomly deployed in the network with initial energy of 
100 Joules. 

 
Fig. 2: Network placement 

Fig.3 shows the results of route discovery through the broadcasting of route request and unicasting of route 
reply packets. 

Fig. 3: Route discovery 

Fig.4 shows the result of node failure. The node failure occurs when the energy of the particular node is 
drained out. 

 

Fig.4: Node failure 
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Fig.5 a and Fig.5b shows the attacker which is trying to track the source location. 

 
Fig. 5 a: Attacker movement 

 

Fig.5 b:  Attacker movement 

Fig.6 shows the attacker fails to find the source location due to random selection of nodes in the network 

 

Fig. 6.:  Attacker fails to find the source 

 
 
 
 
 

© 2017   Global Journals Inc.  (US)

Secure and Economical Cost Aware Routing Protocol for Wireless Sensor Networks

G
lo
ba

l 
Jo

ur
na

l 
of
 C

om
pu

te
r 
Sc

ie
nc

e 
an

d 
Te

ch
no

lo
gy

  
  

  
 V

ol
um

e 
X
V
II 

Is
su

e 
II 

V
er
sio

n 
I 

  
  
 

  

75

Y
e
a
r

20
17

  
 (

)
E



  

Fig.7 shows the comparison of energy efficiency in terms of the failure occurred at the particular time for 
existing, and proposed technique. 
 

  
Fig.7: Energy efficiency graph 

Packet delivery rate is defined as the rate at which the numbers of packets are delivered successfully. 

 
Fig. 8:  Packet Delivery Rate 

 

Fig. 9: Comparison of Protocols Life Time 

IV. Conclusion 
In this paper, the proposed routing protocol 

provides the security in message forwarding and also 
enhances the packet delivery rate and network lifetime. 

The non uniform energy deployment scheme is 
implemented to extend the network lifetime and the fake 
energy sharing tracing technique is also introduced to 
find the malicious node present in the sensor network. 
The simulation results show that the lifetime of the 
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network and packet delivery rate is enhanced while 
increasing the secure routing. 
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Global Journals Incorporation (USA) is accredited by Open Association of Research 
Society, U.S.A (OARS) and in turn, affiliates research institutions as “Institutional 
Fellow of Open Association of Research Society” (IFOARS).
The “FARSC” is a dignified title which is accorded to a person’s name viz. Dr. John E. 
Hall, Ph.D., FARSC or William Walldroff, M.S., FARSC.
The IFOARS institution is entitled to form a Board comprised of one Chairperson and three to five 
board members preferably from different streams. The Board will be recognized as “Institutional 
Board of Open Association of Research Society”-(IBOARS).

The Institute will be entitled to following benefits:

The IBOARS can initially review research papers of their institute and recommend 
them to publish with respective journal of Global Journals. It can also review the 
papers of other institutions after obtaining our consent. The second review will be 
done by peer reviewer of Global Journals Incorporation (USA) 
The Board is at liberty to appoint a peer reviewer with the approval of chairperson 
after consulting us. 
The author fees of such paper may be waived off up to 40%.

The Global Journals Incorporation (USA) at its discretion can also refer double blind 
peer reviewed paper at their end to the board for the verification and to get 
recommendation for final stage of acceptance of publication.

The IBOARS can organize symposium/seminar/conference in their country on behalf of 
Global Journals Incorporation (USA)-OARS (USA). The terms and conditions can be 
discussed separately.

The Board can also play vital role by exploring and giving valuable suggestions 
regarding the Standards of “Open Association of Research Society, U.S.A (OARS)” so 
that proper amendment can take place for the benefit of entire research community. 
We shall provide details of particular standard only on receipt of request from the 
Board.

The board members can also join us as Individual Fellow with 40% discount on total 
fees applicable to Individual Fellow. They will be entitled to avail all the benefits as 
declared. Please visit Individual Fellow-sub menu of GlobalJournals.org to have more 
relevant details.
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We shall provide you intimation regarding launching of e-version of journal of your stream time to 
time. This may be utilized in your library for the enrichment of knowledge of your students as well as it 
can also be helpful for the concerned faculty members.

After nomination of your institution as “Institutional Fellow” and constantly 
functioning successfully for one year, we can consider giving recognition to your 
institute to function as Regional/Zonal office on our behalf.
The board can also take up the additional allied activities for betterment after our 
consultation.

The following entitlements are applicable to individual Fellows:

Open Association of Research Society, U.S.A (OARS) By-laws states that an individual 
Fellow may use the designations as applicable, or the corresponding initials. The 
Credentials of individual Fellow and Associate designations signify that the individual 
has gained knowledge of the fundamental concepts. One is magnanimous and 
proficient in an expertise course covering the professional code of conduct, and 
follows recognized standards of practice.

Open Association of Research Society (US)/ Global Journals Incorporation (USA), as 
described in Corporate Statements, are educational, research publishing and 
professional membership organizations. Achieving our individual Fellow or Associate 
status is based mainly on meeting stated educational research requirements.

Disbursement of 40% Royalty earned through Global Journals : Researcher = 50%, Peer 
Reviewer = 37.50%, Institution = 12.50% E.g. Out of 40%, the 20% benefit should be 
passed on to researcher, 15 % benefit towards remuneration should be given to a 
reviewer and remaining 5% is to be retained by the institution.

We shall provide print version of 12 issues of any three journals [as per your requirement] out of our 
38 journals worth $ 2376 USD.                                                                      

Other:

The individual Fellow and Associate designations accredited by Open Association of Research 
Society (US) credentials signify guarantees following achievements:

 The professional accredited with Fellow honor, is entitled to various benefits viz. name, fame, 
honor, regular flow of income, secured bright future, social status etc.
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Note :

″

″

 In addition to above, if one is single author, then entitled to 40% discount on publishing 
research paper and can get 10%discount if one is co-author or main author among group of 
authors.

 The Fellow can organize symposium/seminar/conference on behalf of Global Journals 
Incorporation (USA) and he/she can also attend the same organized by other institutes on 
behalf of Global Journals.

 The Fellow can become member of Editorial Board Member after completing 3yrs.
 The Fellow can earn 60% of sales proceeds from the sale of reference/review 

books/literature/publishing of research paper.
 Fellow can also join as paid peer reviewer and earn 15% remuneration of author charges and 

can also get an opportunity to join as member of the Editorial Board of Global Journals 
Incorporation (USA)

 • This individual has learned the basic methods of applying those concepts and techniques to 
common challenging situations. This individual has further demonstrated an in–depth 
understanding of the application of suitable techniques to a particular area of research 
practice.

 In future, if the board feels the necessity to change any board member, the same can be done with 
the consent of the chairperson along with anyone board member without our approval.

 In case, the chairperson needs to be replaced then consent of 2/3rd board members are required 
and they are also required to jointly pass the resolution copy of which should be sent to us. In such 
case, it will be compulsory to obtain our approval before replacement.

 In case of “Difference of Opinion [if any]” among the Board members, our decision will be final and 
binding to everyone.                                                                                                                                             
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Process of submission of Research Paper     

  

The Area or field of specialization may or may not be of any category as mentioned in 
‘Scope of Journal’ menu of the GlobalJournals.org website. There are 37 Research 
Journal categorized with Six parental Journals GJCST, GJMR, GJRE, GJMBR, GJSFR, 
GJHSS. For Authors should prefer the mentioned categories. There are three widely 
used systems UDC, DDC and LCC. The details are available as ‘Knowledge Abstract’ at 
Home page. The major advantage of this coding is that, the research work will be 
exposed to and shared with all over the world as we are being abstracted and indexed 
worldwide.  

The paper should be in proper format. The format can be downloaded from first page of 
‘Author Guideline’ Menu. The Author is expected to follow the general rules as 
mentioned in this menu. The paper should be written in MS-Word Format 
(*.DOC,*.DOCX). 

 The Author can submit the paper either online or offline. The authors should prefer 
online submission.Online Submission: There are three ways to submit your paper: 

(A) (I) First, register yourself using top right corner of Home page then Login. If you 
are already registered, then login using your username and password. 

      (II) Choose corresponding Journal. 

      (III) Click ‘Submit Manuscript’.  Fill required information and Upload the paper. 

(B) If you are using Internet Explorer, then Direct Submission through Homepage is 
also available. 

(C) If these two are not convenient, and then email the paper directly to 
dean@globaljournals.org.  

Offline Submission: Author can send the typed form of paper by Post. However, online 
submission should be preferred.                    
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Preferred Author Guidelines    

MANUSCRIPT STYLE INSTRUCTION (Must be strictly followed) 

 Page Size: 8.27" X 11'" 

Left Margin: 0.65 
Right Margin: 0.65 
Top Margin: 0.75 
Bottom Margin: 0.75 
Font type of all text should be Swis 721 Lt BT.  
Paper Title should be of Font Size 24 with one Column section. 
Author Name in Font Size of 11 with one column as of Title. 
Abstract Font size of 9 Bold, “Abstract” word in Italic Bold. 
Main Text: Font size 10 with justified two columns section 
Two Column with Equal Column with of 3.38 and Gaping of .2 
First Character must be three lines Drop capped. 
Paragraph before Spacing of 1 pt and After of 0 pt. 
Line Spacing of 1 pt 
Large Images must be in One Column 
Numbering of First Main Headings (Heading 1) must be in Roman Letters, Capital Letter, and Font Size of 10. 
Numbering of Second Main Headings (Heading 2) must be in Alphabets, Italic, and Font Size of 10. 

You can use your own standard format also. 
Author Guidelines: 

1. General, 

2. Ethical Guidelines, 

3. Submission of Manuscripts, 

4. Manuscript’s Category, 

5. Structure and Format of Manuscript, 

6. After Acceptance. 

1. GENERAL 

 Before submitting your research paper, one is advised to go through the details as mentioned in following heads. It will be beneficial, 
while peer reviewer justify your paper for publication. 

Scope 

The Global Journals Inc. (US) welcome the submission of original paper, review paper, survey article relevant to the all the streams of 
Philosophy and knowledge. The Global Journals Inc. (US) is parental platform for Global Journal of Computer Science and Technology, 
Researches in Engineering, Medical Research, Science Frontier Research, Human Social Science, Management, and Business organization. 
The choice of specific field can be done otherwise as following in Abstracting and Indexing Page on this Website. As the all Global 

© Copyright by Global Journals Inc. (US) | Guidelines Handbook

IX



 

 
 

 
 

Journals Inc. (US) are being abstracted and indexed (in process) by most of the reputed organizations. Topics of only narrow interest will 
not be accepted unless they have wider potential or consequences. 

2. ETHICAL GUIDELINES 

 Authors should follow the ethical guidelines as mentioned below for publication of research paper and research activities. 

Papers are accepted on strict understanding that the material in whole or in part has not been, nor is being, considered for publication 
elsewhere. If the paper once accepted by Global Journals Inc. (US) and Editorial Board, will become the copyright of the Global Journals 
Inc. (US). 

Authorship: The authors and coauthors should have active contribution to conception design, analysis and interpretation of findings. 
They should critically review the contents and drafting of the paper. All should approve the final version of the paper before 
submission 

The Global Journals Inc. (US) follows the definition of authorship set up by the Global Academy of Research and Development. According 
to the Global Academy of R&D authorship, criteria must be based on: 

1) Substantial contributions to conception and acquisition of data, analysis and interpretation of the findings. 

2) Drafting the paper and revising it critically regarding important academic content. 

3) Final approval of the version of the paper to be published. 

All authors should have been credited according to their appropriate contribution in research activity and preparing paper. Contributors 
who do not match the criteria as authors may be mentioned under Acknowledgement. 

Acknowledgements: Contributors to the research other than authors credited should be mentioned under acknowledgement. The 
specifications of the source of funding for the research if appropriate can be included. Suppliers of resources may be mentioned along 
with address. 

Appeal of Decision: The Editorial Board’s decision on publication of the paper is final and cannot be appealed elsewhere. 

Permissions: It is the author's responsibility to have prior permission if all or parts of earlier published illustrations are used in this 
paper. 

Please mention proper reference and appropriate acknowledgements wherever expected. 

If all or parts of previously published illustrations are used, permission must be taken from the copyright holder concerned. It is the 
author's responsibility to take these in writing. 

Approval for reproduction/modification of any information (including figures and tables) published elsewhere must be obtained by the 
authors/copyright holders before submission of the manuscript. Contributors (Authors) are responsible for any copyright fee involved. 

3. SUBMISSION OF MANUSCRIPTS 

 Manuscripts should be uploaded via this online submission page. The online submission is most efficient method for submission of 
papers, as it enables rapid distribution of manuscripts and consequently speeds up the review procedure. It also enables authors to 
know the status of their own manuscripts by emailing us. Complete instructions for submitting a paper is available below. 

Manuscript submission is a systematic procedure and little preparation is required beyond having all parts of your manuscript in a given 
format and a computer with an Internet connection and a Web browser. Full help and instructions are provided on-screen. As an author, 
you will be prompted for login and manuscript details as Field of Paper and then to upload your manuscript file(s) according to the 
instructions. 
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To avoid postal delays, all transaction is preferred by e-mail. A finished manuscript submission is confirmed by e-mail immediately and 
your paper enters the editorial process with no postal delays. When a conclusion is made about the publication of your paper by our 
Editorial Board, revisions can be submitted online with the same procedure, with an occasion to view and respond to all comments. 

Complete support for both authors and co-author is provided. 

4. MANUSCRIPT’S CATEGORY 

Based on potential and nature, the manuscript can be categorized under the following heads: 

Original research paper: Such papers are reports of high-level significant original research work. 

Review papers: These are concise, significant but helpful and decisive topics for young researchers. 

Research articles: These are handled with small investigation and applications. 

Research letters: The letters are small and concise comments on previously published matters. 

5. STRUCTURE AND FORMAT OF MANUSCRIPT 

The recommended size of original research paper is less than seven thousand words, review papers fewer than seven thousands words 
also.Preparation of research paper or how to write research paper, are major hurdle, while writing manuscript. The research articles and 
research letters should be fewer than three thousand words, the structure original research paper; sometime review paper should be as 
follows: 

 Papers: These are reports of significant research (typically less than 7000 words equivalent, including tables, figures, references), and 
comprise: 

(a)Title should be relevant and commensurate with the theme of the paper. 

(b) A brief Summary, “Abstract” (less than 150 words) containing the major results and conclusions. 

(c) Up to ten keywords, that precisely identifies the paper's subject, purpose, and focus. 

(d) An Introduction, giving necessary background excluding subheadings; objectives must be clearly declared. 

(e) Resources and techniques with sufficient complete experimental details (wherever possible by reference) to permit repetition; 
sources of information must be given and numerical methods must be specified by reference, unless non-standard. 

(f) Results should be presented concisely, by well-designed tables and/or figures; the same data may not be used in both; suitable 
statistical data should be given. All data must be obtained with attention to numerical detail in the planning stage. As reproduced design 
has been recognized to be important to experiments for a considerable time, the Editor has decided that any paper that appears not to 
have adequate numerical treatments of the data will be returned un-refereed; 

(g) Discussion should cover the implications and consequences, not just recapitulating the results; conclusions should be summarizing. 

(h) Brief Acknowledgements. 

(i) References in the proper form. 

Authors should very cautiously consider the preparation of papers to ensure that they communicate efficiently. Papers are much more 
likely to be accepted, if they are cautiously designed and laid out, contain few or no errors, are summarizing, and be conventional to the 
approach and instructions. They will in addition, be published with much less delays than those that require much technical and editorial 
correction. 
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The Editorial Board reserves the right to make literary corrections and to make suggestions to improve briefness. 

It is vital, that authors take care in submitting a manuscript that is written in simple language and adheres to published guidelines. 

 Format 

Language: The language of publication is UK English. Authors, for whom English is a second language, must have their manuscript 
efficiently edited by an English-speaking person before submission to make sure that, the English is of high excellence. It is preferable, 
that manuscripts should be professionally edited. 

Standard Usage, Abbreviations, and Units: Spelling and hyphenation should be conventional to The Concise Oxford English Dictionary. 
Statistics and measurements should at all times be given in figures, e.g. 16 min, except for when the number begins a sentence. When 
the number does not refer to a unit of measurement it should be spelt in full unless, it is 160 or greater. 

Abbreviations supposed to be used carefully. The abbreviated name or expression is supposed to be cited in full at first usage, followed 
by the conventional abbreviation in parentheses. 

Metric SI units are supposed to generally be used excluding where they conflict with current practice or are confusing. For illustration, 
1.4 l rather than 1.4 × 10-3 m3, or 4 mm somewhat than 4 × 10-3 m. Chemical formula and solutions must identify the form used, e.g. 
anhydrous or hydrated, and the concentration must be in clearly defined units. Common species names should be followed by 
underlines at the first mention. For following use the generic name should be constricted to a single letter, if it is clear. 

Structure 

All manuscripts submitted to Global Journals Inc. (US), ought to include: 

Title: The title page must carry an instructive title that reflects the content, a running title (less than 45 characters together with spaces), 
names of the authors and co-authors, and the place(s) wherever the work was carried out. The full postal address in addition with the e-
mail address of related author must be given. Up to eleven keywords or very brief phrases have to be given to help data retrieval, mining 
and indexing. 

 Abstract, used in Original Papers and Reviews: 

Optimizing Abstract for Search Engines 

Many researchers searching for information online will use search engines such as Google, Yahoo or similar. By optimizing your paper for 
search engines, you will amplify the chance of someone finding it. This in turn will make it more likely to be viewed and/or cited in a 
further work. Global Journals Inc. (US) have compiled these guidelines to facilitate you to maximize the web-friendliness of the most 
public part of your paper. 

Key Words 

A major linchpin in research work for the writing research paper is the keyword search, which one will employ to find both library and 
Internet resources. 

One must be persistent and creative in using keywords. An effective keyword search requires a strategy and planning a list of possible 
keywords and phrases to try. 

Search engines for most searches, use Boolean searching, which is somewhat different from Internet searches. The Boolean search uses 
"operators," words (and, or, not, and near) that enable you to expand or narrow your affords. Tips for research paper while preparing 
research paper are very helpful guideline of research paper. 

Choice of key words is first tool of tips to write research paper. Research paper writing is an art.A few tips for deciding as strategically as 
possible about keyword search: 
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One should start brainstorming lists of possible keywords before even begin searching. Think about the most 
important concepts related to research work. Ask, "What words would a source have to include to be truly 
valuable in research paper?" Then consider synonyms for the important words. 
It may take the discovery of only one relevant paper to let steer in the right keyword direction because in most 
databases, the keywords under which a research paper is abstracted are listed with the paper. 
One should avoid outdated words. 

Keywords are the key that opens a door to research work sources. Keyword searching is an art in which researcher's skills are 
bound to improve with experience and time. 

 Numerical Methods: Numerical methods used should be clear and, where appropriate, supported by references. 

Acknowledgements: Please make these as concise as possible. 

 References 

References follow the Harvard scheme of referencing. References in the text should cite the authors' names followed by the time of their 
publication, unless there are three or more authors when simply the first author's name is quoted followed by et al. unpublished work 
has to only be cited where necessary, and only in the text. Copies of references in press in other journals have to be supplied with 
submitted typescripts. It is necessary that all citations and references be carefully checked before submission, as mistakes or omissions 
will cause delays. 

References to information on the World Wide Web can be given, but only if the information is available without charge to readers on an 
official site. Wikipedia and Similar websites are not allowed where anyone can change the information. Authors will be asked to make 
available electronic copies of the cited information for inclusion on the Global Journals Inc. (US) homepage at the judgment of the 
Editorial Board. 

The Editorial Board and Global Journals Inc. (US) recommend that, citation of online-published papers and other material should be done 
via a DOI (digital object identifier). If an author cites anything, which does not have a DOI, they run the risk of the cited material not 
being noticeable. 

The Editorial Board and Global Journals Inc. (US) recommend the use of a tool such as Reference Manager for reference management 
and formatting. 

 Tables, Figures and Figure Legends 

Tables: Tables should be few in number, cautiously designed, uncrowned, and include only essential data. Each must have an Arabic 
number, e.g. Table 4, a self-explanatory caption and be on a separate sheet. Vertical lines should not be used. 

Figures: Figures are supposed to be submitted as separate files. Always take in a citation in the text for each figure using Arabic numbers, 
e.g. Fig. 4. Artwork must be submitted online in electronic form by e-mailing them. 

 Preparation of Electronic Figures for Publication 

Even though low quality images are sufficient for review purposes, print publication requires high quality images to prevent the final 
product being blurred or fuzzy. Submit (or e-mail) EPS (line art) or TIFF (halftone/photographs) files only. MS PowerPoint and Word 
Graphics are unsuitable for printed pictures. Do not use pixel-oriented software. Scans (TIFF only) should have a resolution of at least 350 
dpi (halftone) or 700 to 1100 dpi (line drawings) in relation to the imitation size. Please give the data for figures in black and white or 
submit a Color Work Agreement Form. EPS files must be saved with fonts embedded (and with a TIFF preview, if possible). 

For scanned images, the scanning resolution (at final image size) ought to be as follows to ensure good reproduction: line art: >650 dpi; 
halftones (including gel photographs) : >350 dpi; figures containing both halftone and line images: >650 dpi. 

Color Charges: It is the rule of the Global Journals Inc. (US) for authors to pay the full cost for the reproduction of their color artwork. 
Hence, please note that, if there is color artwork in your manuscript when it is accepted for publication, we would require you to 
complete and return a color work agreement form before your paper can be published. 
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Figure Legends: Self-explanatory legends of all figures should be incorporated separately under the heading 'Legends to Figures'. In the 
full-text online edition of the journal, figure legends may possibly be truncated in abbreviated links to the full screen version. Therefore, 
the first 100 characters of any legend should notify the reader, about the key aspects of the figure. 

6. AFTER ACCEPTANCE

 
Upon approval of a paper for publication, the manuscript will be forwarded to the dean, who is responsible for the publication of the 
Global Journals Inc. (US). 

 

6.1 Proof Corrections

 
The corresponding author will receive an e-mail alert containing a link to a website or will be attached. A working e-mail address must 
therefore be provided for the related author. 

Acrobat Reader will be required in order to read this file. This software can be downloaded 

(Free of charge) from the following website: 

www.adobe.com/products/acrobat/readstep2.html. This will facilitate the file to be opened, read on screen, and printed out in order for 
any corrections to be added. Further instructions will be sent with the proof. 

Proofs must be returned to the dean at dean@globaljournals.org within three days of receipt. 

As changes to proofs are costly, we inquire that you only correct typesetting errors. All illustrations are retained by the publisher. Please 
note that the authors are responsible for all statements made in their work, including changes made by the copy editor. 

 

6.2 Early View of Global Journals Inc. (US) (Publication Prior to Print)

 
The Global Journals Inc. (US) are enclosed by our publishing's Early View service. Early View articles are complete full-text articles sent in 
advance of their publication. Early View articles are absolute and final. They have been completely reviewed, revised and edited for 
publication, and the authors' final corrections have been incorporated. Because they are in final form, no changes can be made after 
sending them. The nature of Early View articles means that they do not yet have volume, issue or page numbers, so Early View articles 
cannot be cited in the conventional way. 

 

6.3 Author Services

 
Online production tracking is available for your article through Author Services. Author Services enables authors to track their article - 
once it has been accepted - through the production process to publication online and in print. Authors can check the status of their 
articles online and choose to receive automated e-mails at key stages of production. The authors will receive an e-mail with a unique link 
that enables them to register and have their article automatically added to the system. Please ensure that a complete e-mail address is 
provided when submitting the manuscript. 

 

6.4 Author Material Archive Policy

 
Please note that if not specifically requested, publisher will dispose off hardcopy & electronic information submitted, after the two 
months of publication. If you require the return of any information submitted, please inform the Editorial Board or dean as soon as 
possible. 

 

6.5 Offprint and Extra Copies

 
A PDF offprint of the online-published article will be provided free of charge to the related author, and may be distributed according to 
the Publisher's terms and conditions. Additional paper offprint may be ordered by emailing us at: editor@globaljournals.org . 

                   

You must strictly follow above Author Guidelines before submitting your paper or else we will not at all be responsible for any
corrections in future in any of the way.
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2. Evaluators are human: First thing to remember that evaluators are also human being. They are not only meant for rejecting a paper. 
They are here to evaluate your paper. So, present your Best. 

3. Think Like Evaluators: If you are in a confusion or getting demotivated that your paper will be accepted by evaluators or not, then 
think and try to evaluate your paper like an Evaluator. Try to understand that what an evaluator wants in your research paper and 
automatically you will have your answer. 

4. Make blueprints of paper: The outline is the plan or framework that will help you to arrange your thoughts. It will make your paper 
logical. But remember that all points of your outline must be related to the topic you have chosen.  

5. Ask your Guides: If you are having any difficulty in your research, then do not hesitate to share your difficulty to your guide (if you 
have any). They will surely help you out and resolve your doubts. If you can't clarify what exactly you require for your work then ask the 
supervisor to help you with the alternative. He might also provide you the list of essential readings. 

6. Use of computer is recommended: As you are doing research in the field of Computer Science, then this point is quite obvious. 

 

7. Use right software: Always use good quality software packages. If you are not capable to judge good software then you can lose 
quality of your paper unknowingly. There are various software programs available to help you, which you can get through Internet. 

 

8. Use the Internet for help: An excellent start for your paper can be by using the Google. It is an excellent search engine, where you can 
have your doubts resolved. You may also read some answers for the frequent question how to write my research paper or find model 
research paper. From the internet library you can download books. If you have all required books make important reading selecting and 
analyzing the specified information. Then put together research paper sketch out. 

9. Use and get big pictures: Always use encyclopedias, Wikipedia to get pictures so that you can go into the depth. 

 

10. Bookmarks are useful: When you read any book or magazine, you generally use bookmarks, right! It is a good habit, which helps to 
not to lose your continuity. You should always use bookmarks while searching on Internet also, which will make your search easier. 

 

 

Before start writing a good quality Computer Science Research Paper, let us first understand what is Computer Science Research Paper? 
So, Computer Science Research Paper is the paper which is written by professionals or scientists who are associated to Computer Science 
and Information Technology, or doing research study in these areas. If you are novel to this field then you can consult about

 
this field 

from your supervisor or guide.
 

TECHNIQUES FOR WRITING A GOOD QUALITY RESEARCH PAPER:
 

1. Choosing the topic:
 
In most cases, the topic is searched by the interest of author but it can be also suggested by the guides. You can 

have several topics and then you can judge that in which topic or subject you are finding yourself most comfortable. This can
 
be done by 

asking several questions to yourself, like Will I be able to carry our search in this area? Will I find all necessary recourses to accomplish 
the search? Will I be able to find all information in this field area? If the answer of these types of questions will be "Yes" then you can 
choose that topic. In most of the cases, you may have to conduct the surveys and have to visit several places because this field is related 
to Computer Science and Information Technology. Also, you may have to do a lot of work to find all rise and falls regarding the various 
data of that subject. Sometimes, detailed information plays a vital role, instead of short information.

 

 

11. Revise what you wrote: When you write anything, always read it, summarize it and then finalize it. 
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16. Use proper verb tense: Use proper verb tenses in your paper. Use past tense, to present those events that happened. Use present 
tense to indicate events that are going on. Use future tense to indicate future happening events. Use of improper and wrong tenses will 
confuse the evaluator. Avoid the sentences that are incomplete. 

17. Never use online paper: If you are getting any paper on Internet, then never use it as your research paper because it might be 
possible that evaluator has already seen it or maybe it is outdated version.  

18. Pick a good study spot:  To do your research studies always try to pick a spot, which is quiet. Every spot is not for studies. Spot that 
suits you choose it and proceed further. 

19. Know what you know: Always try to know, what you know by making objectives. Else, you will be confused and cannot achieve your 
target. 

 

20. Use good quality grammar: Always use a good quality grammar and use words that will throw positive impact on evaluator. Use of 
good quality grammar does not mean to use tough words, that for each word the evaluator has to go through dictionary. Do not start 
sentence with a conjunction. Do not fragment sentences. Eliminate one-word sentences. Ignore passive voice. Do not ever use a big 
word when a diminutive one would suffice. Verbs have to be in agreement with their subjects. Prepositions are not expressions to finish 
sentences with. It is incorrect to ever divide an infinitive. Avoid clichés like the disease. Also, always shun irritating alliteration. Use 
language that is simple and straight forward. put together a neat summary. 

21. Arrangement of information: Each section of the main body should start with an opening sentence and there should be a 
changeover at the end of the section. Give only valid and powerful arguments to your topic. You may also maintain your arguments with 
records. 

 

22. Never start in last minute: Always start at right time and give enough time to research work. Leaving everything to the last minute 
will degrade your paper and spoil your work. 

23. Multitasking in research is not good: Doing several things at the same time proves bad habit in case of research activity. Research is 
an area, where everything has a particular time slot. Divide your research work in parts and do particular part in particular time slot. 

 

24. Never copy others' work: Never copy others' work and give it your name because if evaluator has seen it anywhere you will be in 
trouble. 

 

25. Take proper rest and food: No matter how many hours you spend for your research activity, if you are not taking care of your health 
then all your efforts will be in vain. For a quality research, study is must, and this can be done by taking proper rest and food.  

 

26. Go for seminars: Attend seminars if the topic is relevant to your research area. Utilize all your resources. 

 

12. Make all efforts: Make all efforts to mention what you are going to write in your paper. That means always have a good start. Try to 
mention everything in introduction, that what is the need of a particular research paper. Polish your work by good skill of writing and 
always give an evaluator, what he wants. 

13. Have backups: When you are going to do any important thing like making research paper, you should always have backup copies of it 
either in your computer or in paper. This will help you to not to lose any of your important. 

14. Produce good diagrams of your own: Always try to include good charts or diagrams in your paper to improve quality. Using several 
and unnecessary diagrams will degrade the quality of your paper by creating "hotchpotch." So always, try to make and include those 
diagrams, which are made by your own to improve readability and understandability of your paper. 

15. Use of direct quotes: When you do research relevant to literature, history or current affairs then use of quotes become essential but 
if study is relevant to science then use of quotes is not preferable.  
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sufficient. Use words properly, regardless of how others use them. Remove quotations. Puns are for kids, not grunt readers. 
Amplification is a billion times of inferior quality than sarcasm. 

32. Never oversimplify everything: To add material in your research paper, never go for oversimplification. This will definitely irritate the 
evaluator. Be more or less specific. Also too, by no means, ever use rhythmic redundancies. Contractions aren't essential and shouldn't 
be there used. Comparisons are as terrible as clichés. Give up ampersands and abbreviations, and so on. Remove commas, that are, not 
necessary. Parenthetical words however should be together with this in commas. Understatement is all the time the complete best way 
to put onward earth-shaking thoughts. Give a detailed literary review. 

33. Report concluded results: Use concluded results. From raw data, filter the results and then conclude your studies based on 
measurements and observations taken. Significant figures and appropriate number of decimal places should be used. Parenthetical

 

remarks are prohibitive. Proofread carefully at final stage. In the end give outline to your arguments. Spot out perspectives of further 
study of this subject. Justify your conclusion by at the bottom of them with sufficient justifications and examples. 

 

34. After conclusion: Once you have concluded your research, the next most important step is to present your findings. Presentation is 
extremely important as it is the definite medium though which your research is going to be in print to the rest of the crowd. Care should 
be taken to categorize your thoughts well and present them in a logical and neat manner. A good quality research paper format is 
essential because it serves to highlight your research paper and bring to light all necessary aspects in your research.

 

Key points to remember:  

Submit all work in its final form. 
Write your paper in the form, which is presented in the guidelines using the template. 
Please note the criterion for grading the final paper by peer-reviewers. 

Final Points:  

A purpose of organizing a research paper is to let people to interpret your effort selectively. The journal requires the following sections, 
submitted in the order listed, each section to start on a new page.  

The introduction will be compiled from reference matter and will reflect the design processes or outline of basis that direct you to make 
study. As you will carry out the process of study, the method and process section will be constructed as like that. The result segment will 
show related statistics in nearly sequential order and will direct the reviewers next to the similar intellectual paths throughout the data 
that you took to carry out your study. The discussion section will provide understanding of the data and projections as to the implication 
of the results. The use of good quality references all through the paper will give the effort trustworthiness by representing an alertness 
of prior workings. 

 

27. Refresh your mind after intervals: Try to give rest to your mind by listening to soft music or by sleeping in intervals. This will also 
improve your memory. 

28. Make colleagues: Always try to make colleagues. No matter how sharper or intelligent you are, if you make colleagues you can have 
several ideas, which will be helpful for your research. 

Think technically: Always think technically. If anything happens, then search its reasons, its benefits, and demerits. 

30. Think and then print: When you will go to print your paper, notice that tables are not be split, headings are not detached from their 
descriptions, and page sequence is maintained.  

31. Adding unnecessary information: Do not add unnecessary information, like, I have used MS Excel to draw graph. Do not add 
irrelevant and inappropriate material. These all will create superfluous. Foreign terminology and phrases are not apropos. One should 
NEVER take a broad view. Analogy in script is like feathers on a snake. Not at all use a large word when a very small one would be                    
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Separating a table/chart or figure - impound each figure/table to a single page 
Submitting a manuscript with pages out of sequence 

In every sections of your document 

· Use standard writing style including articles ("a", "the," etc.) 

· Keep on paying attention on the research topic of the paper 

 

· Use paragraphs to split each significant point (excluding for the abstract) 

 

· Align the primary line of each section 

 

· Present your points in sound order 

 

· Use present tense to report well accepted  

 

· Use past tense to describe specific results  

 

· Shun familiar wording, don't address the reviewer directly, and don't use slang, slang language, or superlatives  

 

· Shun use of extra pictures - include only those figures essential to presenting results 

 

Title Page: 

 

Choose a revealing title. It should be short. It should not have non-standard acronyms or abbreviations. It should not exceed two printed 
lines. It should include the name(s) and address (es) of all authors. 

 
 

 

 

 

Writing a research paper is not an easy job no matter how trouble-free the actual research or concept. Practice, excellent preparation, 
and controlled record keeping are the only means to make straightforward the progression.  

General style: 

Specific editorial column necessities for compliance of a manuscript will always take over from directions in these general guidelines. 

To make a paper clear 

· Adhere to recommended page limits 

Mistakes to evade 

Insertion a title at the foot of a page with the subsequent text on the next page 
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shortening the outcome. Sum up the study, with the subsequent elements in any summary. Try to maintain the initial two items to no 
more than one ruling each.  

Reason of the study - theory, overall issue, purpose 
Fundamental goal 
To the point depiction of the research 
Consequences, including definite statistics - if the consequences are quantitative in nature, account quantitative data; results 
of any numerical analysis should be reported 
Significant conclusions or questions that track from the research(es) 

Approach: 

Single section, and succinct 
As a outline of job done, it is always written in past tense 
A conceptual should situate on its own, and not submit to any other part of the paper such as a form or table 
Center on shortening results - bound background information to a verdict or two, if completely necessary 
What you account in an conceptual must be regular with what you reported in the manuscript 
Exact spelling, clearness of sentences and phrases, and appropriate reporting of quantities (proper units, important statistics) 
are just as significant in an abstract as they are anywhere else 

Introduction:  

 

The Introduction should "introduce" the manuscript. The reviewer should be presented with sufficient background information to be 
capable to comprehend and calculate the purpose of your study without having to submit to other works. The basis for the study should 
be offered. Give most important references but shun difficult to make a comprehensive appraisal of the topic. In the introduction, 
describe the problem visibly. If the problem is not acknowledged in a logical, reasonable way, the reviewer will have no attention in your 
result. Speak in common terms about techniques used to explain the problem, if needed, but do not present any particulars about the 
protocols here. Following approach can create a valuable beginning: 

Explain the value (significance) of the study  
Shield the model - why did you employ this particular system or method? What is its compensation? You strength remark on its 
appropriateness from a abstract point of vision as well as point out sensible reasons for using it. 
Present a justification. Status your particular theory (es) or aim(s), and describe the logic that led you to choose them. 
Very for a short time explain the tentative propose and how it skilled the declared objectives. 

Approach: 

Use past tense except for when referring to recognized facts. After all, the manuscript will be submitted after the entire job is 
done.  
Sort out your thoughts; manufacture one key point with every section. If you make the four points listed above, you will need a

 

least of four paragraphs. 

 

 

Abstract: 

The summary should be two hundred words or less. It should briefly and clearly explain the key findings reported in the manuscript--
must have precise statistics. It should not have abnormal acronyms or abbreviations. It should be logical in itself. Shun citing references 
at this point. 

An abstract is a brief distinct paragraph summary of finished work or work in development. In a minute or less a reviewer can be taught 
the foundation behind the study, common approach to the problem, relevant results, and significant conclusions or new questions.  

Write your summary when your paper is completed because how can you write the summary of anything which is not yet written? 
Wealth of terminology is very essential in abstract. Yet, use comprehensive sentences and do not let go readability for briefness. You can 
maintain it succinct by phrasing sentences so that they provide more than lone rationale. The author can at this moment go straight to 

                   

© Copyright by Global Journals Inc. (US) | Guidelines Handbook

XIX



 

 
 

principle while stating the situation. The purpose is to text all particular resources and broad procedures, so that another person may 
use some or all of the methods in one more study or referee the scientific value of your work. It is not to be a step by step report of the 
whole thing you did, nor is a methods section a set of orders. 

 

Materials: 

Explain materials individually only if the study is so complex that it saves liberty this way. 
Embrace particular materials, and any tools or provisions that are not frequently found in laboratories.  
Do not take in frequently found. 
If use of a definite type of tools. 
Materials may be reported in a part section or else they may be recognized along with your measures. 

Methods:  

Report the method (not particulars of each process that engaged the same methodology) 
Describe the method entirely 
To be succinct, present methods under headings dedicated to specific dealings or groups of measures 
Simplify - details how procedures were completed not how they were exclusively performed on a particular day.  
If well known procedures were used, account the procedure by name, possibly with reference, and that's all.  

Approach:  

It is embarrassed or not possible to use vigorous voice when documenting methods with no using first person, which would 
focus the reviewer's interest on the researcher rather than the job. As a result when script up the methods most authors use 
third person passive voice. 
Use standard style in this and in every other part of the paper - avoid familiar lists, and use full sentences. 

What to keep away from 

Resources and methods are not a set of information. 
Skip all descriptive information and surroundings - save it for the argument. 
Leave out information that is immaterial to a third party. 

Results: 

 
 

The principle of a results segment is to present and demonstrate your conclusion. Create this part a entirely objective details of the 
outcome, and save all understanding for the discussion. 

 

The page length of this segment is set by the sum and types of data to be reported. Carry on to be to the point, by means of statistics and 
tables, if suitable, to present consequences most efficiently.You must obviously differentiate material that would usually be incorporated 
in a study editorial from any unprocessed data or additional appendix matter that would not be available. In fact, such matter should not 
be submitted at all except requested by the instructor. 

 

Present surroundings information only as desirable in order hold up a situation. The reviewer does not desire to read the 
whole thing you know about a topic. 
Shape the theory/purpose specifically - do not take a broad view. 
As always, give awareness to spelling, simplicity and correctness of sentences and phrases. 

Procedures (Methods and Materials): 

This part is supposed to be the easiest to carve if you have good skills. A sound written Procedures segment allows a capable scientist to 
replacement your results. Present precise information about your supplies. The suppliers and clarity of reagents can be helpful bits of 
information. Present methods in sequential order but linked methodologies can be grouped as a segment. Be concise when relating the 
protocols. Attempt for the least amount of information that would permit another capable scientist to spare your outcome but be
cautious that vital information is integrated. The use of subheadings is suggested and ought to be synchronized with the results section. 
When a technique is used that has been well described in another object, mention the specific item describing a way but draw the basic 
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Do not present the similar data more than once. 
Manuscript should complement any figures or tables, not duplicate the identical information. 
Never confuse figures with tables - there is a difference. 

Approach 
As forever, use past tense when you submit to your results, and put the whole thing in a reasonable order.
Put figures and tables, appropriately numbered, in order at the end of the report  
If you desire, you may place your figures and tables properly within the text of your results part. 

Figures and tables 
If you put figures and tables at the end of the details, make certain that they are visibly distinguished from any attach appendix 
materials, such as raw facts 
Despite of position, each figure must be numbered one after the other and complete with subtitle  
In spite of position, each table must be titled, numbered one after the other and complete with heading 
All figure and table must be adequately complete that it could situate on its own, divide from text 

Discussion: 

 

The Discussion is expected the trickiest segment to write and describe. A lot of papers submitted for journal are discarded based on
problems with the Discussion. There is no head of state for how long a argument should be. Position your understanding of the outcome
visibly to lead the reviewer through your conclusions, and then finish the paper with a summing up of the implication of the study. The
purpose here is to offer an understanding of your results and hold up for all of your conclusions, using facts from your research and
generally accepted information, if suitable. The implication of result should be visibly described. 
Infer your data in the conversation in suitable depth. This means that when you clarify an observable fact you must explain mechanisms
that may account for the observation. If your results vary from your prospect, make clear why that may have happened. If your results
agree, then explain the theory that the proof supported. It is never suitable to just state that the data approved with prospect, and let it
drop at that. 

Make a decision if each premise is supported, discarded, or if you cannot make a conclusion with assurance. Do not just dismiss
a study or part of a study as "uncertain." 
Research papers are not acknowledged if the work is imperfect. Draw what conclusions you can based upon the results that
you have, and take care of the study as a finished work  
You may propose future guidelines, such as how the experiment might be personalized to accomplish a new idea. 
Give details all of your remarks as much as possible, focus on mechanisms. 
Make a decision if the tentative design sufficiently addressed the theory, and whether or not it was correctly restricted. 
Try to present substitute explanations if sensible alternatives be present. 
One research will not counter an overall question, so maintain the large picture in mind, where do you go next? The best
studies unlock new avenues of study. What questions remain? 
Recommendations for detailed papers will offer supplementary suggestions.

Approach:  

When you refer to information, differentiate data generated by your own studies from available information 
Submit to work done by specific persons (including you) in past tense.  
Submit to generally acknowledged facts and main beliefs in present tense.  

Content 

Sum up your conclusion in text and demonstrate them, if suitable, with figures and tables.  
In manuscript, explain each of your consequences, point the reader to remarks that are most appropriate. 
Present a background, such as by describing the question that was addressed by creation an exacting study. 
Explain results of control experiments and comprise remarks that are not accessible in a prescribed figure or table, if 
appropriate. 
Examine your data, then prepare the analyzed (transformed) data in the form of a figure (graph), table, or in manuscript form. 

What to stay away from 
Do not discuss or infer your outcome, report surroundings information, or try to explain anything. 
Not at all, take in raw data or intermediate calculations in a research manuscript.                    
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Do not give permission to anyone else to "PROOFREAD" your manuscript. 

Methods to avoid Plagiarism is applied by us on every paper, if found guilty, you will be blacklisted by all of our collaborated
research groups, your institution will be informed for this and strict legal actions will be taken immediately.) 
To guard yourself and others from possible illegal use please do not permit anyone right to use to your paper and files. 

The major constraint is that you must independently make all content, tables, graphs, and facts that are offered in the paper.
You must write each part of the paper wholly on your own. The Peer-reviewers need to identify your own perceptive of the
concepts in your own terms. NEVER extract straight from any foundation, and never rephrase someone else's analysis. 

Please carefully note down following rules and regulation before submitting your Research Paper to Global Journals Inc. (US):  

Segment Draft and Final Research Paper: You have to strictly follow the template of research paper. If it is not done your paper may get
rejected.  
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Please note that following table is only a Grading of "Paper Compilation" and not on "Performed/Stated Research" whose grading 
solely depends on Individual Assigned Peer Reviewer and Editorial Board Member. These can be available only on request and after 
decision of Paper. This report will be the property of Global Journals Inc. (US).

Topics Grades

A-B C-D E-F

Abstract

Clear and concise with 
appropriate content, Correct 
format. 200 words or below 

Unclear summary and no 
specific data, Incorrect form

Above 200 words 

No specific data with ambiguous 
information

Above 250 words

Introduction

Containing all background 
details with clear goal and 
appropriate details, flow 
specification, no grammar 
and spelling mistake, well 
organized sentence and 
paragraph, reference cited

Unclear and confusing data, 
appropriate format, grammar 
and spelling errors with 
unorganized matter

Out of place depth and content, 
hazy format

Methods and 
Procedures

Clear and to the point with 
well arranged paragraph, 
precision and accuracy of 
facts and figures, well 
organized subheads

Difficult to comprehend with 
embarrassed text, too much 
explanation but completed 

Incorrect and unorganized 
structure with hazy meaning

Result

Well organized, Clear and 
specific, Correct units with 
precision, correct data, well 
structuring of paragraph, no 
grammar and spelling 
mistake

Complete and embarrassed 
text, difficult to comprehend

Irregular format with wrong facts 
and figures

Discussion

Well organized, meaningful 
specification, sound 
conclusion, logical and 
concise explanation, highly 
structured paragraph 
reference cited 

Wordy, unclear conclusion, 
spurious

Conclusion is not cited, 
unorganized, difficult to 
comprehend 

References
Complete and correct 
format, well organized

Beside the point, Incomplete Wrong format and structuring
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